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Nondisclosure
This document contains Protected Critical Infrastructure Information (PCII). In accordance with the provisions of the Critical Infrastructure Information Act of 2002, 6 U.S.C. §§ 131 et seq. (the "CII" Act"), PCII is exempt from release under the Freedom of Information Act (5 U.S.C. 552) and similar State and local disclosure laws. Unauthorized release may result in criminal and administrative penalties. It is to be safeguarded and disseminated in accordance with CII Act, the implementing Regulation at 6 C.F.R. Part 29 (the "Regulation") and PCII Program requirements. 
By reviewing this cover sheet and accepting the attached PCII, you are agreeing not to disclose it to other individuals without following the access requirements and to abide by the guidance contained herein. Your acceptance provides immediate access only to the attached PCII.
If you have not completed PCII user training, you are required to take it within 30 days of receipt of this information. Go to https://pciims.dhs.gov/pciims to take the training. Contact pcii-assist@dhs.gov if you have any problems.
Individuals eligible to access the attached PCII must be Federal, State or local government employees or contractors and must meet the following requirements:
•         Assigned to homeland security duties related to this critical infrastructure; and
•         Demonstrate a valid need-to-know
 
 The recipient must comply with the requirements stated in the CII Act and the Regulation
Access
Storage: When not in your possession, store in a secure environment such as in a locked desk drawer or locked container. Do not leave this document unattended. 
Transmission: You may transmit PCII by the following means to an eligible individual who meets the access requirements listed above. In all cases, the recipient must accept the terms of the Non-Disclosure Agreement before being given access to PCII. 
Hand Delivery: Authorized individuals may hand carry materials as long as access to the material is controlled while in transmit. 
Email: Encryption should be used. However, when this is impractical or unavailable, you may transmit PCII over regular email channels. If encryption is not available, send PCII as a password protected attachment and provide the password under separate cover. 
Do not send PCII to personal, non-employment related email accounts. Whenever the recipient forwards or disseminates PCII via email, place that information in an attachment. 
Mail: USPS First Class mail or commercial equivalent. Place in an opaque envelope or container, sufficiently sealed to prevent inadvertent opening and to show evidence of tampering, and then placed in a second envelope that has no marking on it to identify the contents as PCII. Envelope or container must bear the complete name and address of the sender and addressee. Envelope will have no outer markings that indicate the contents are PCII and must bear the following below the return address. "POSTMASTER: DO NOT FORWARD. RETURN TO SENDER." Adhere to the aforementioned requirements for interoffice mail. 
Fax: You are encouraged, but not required, to use a secure fax. When sending via non-secure fax, coordinate with the recipient to ensure that the faxed materials will not be left unattended or subjected to unauthorized disclosure on the receiving end. 
Telephone: You are encouraged to use a Secure Telephone Unit/Equipment. Use cellular phones only in exigent circumstances.
Reproduction: Ensure that a copy of this sheet is the first page of all reproductions containing PCII. Clear copy machine malfunctions and ensure all paper paths are checked for PCII. Destroy all unusable pages immediately. 
Destruction: Destroy (i.e., shred or burn) this document when no longer needed. For laptops or CPUs, delete file and empty recycle bin. 
Handling
Submission Identification Number:
PROTECTED CRITICAL INFRASTRUCTURE INFORMATION
You may use PCII to create a work product. The product must not reveal any information that: 
•         Is proprietary, business sensitive, or trade secret;
•         Relates specifically to, or identifies the submitting person or entity (explicitly or implicitly); and
•         Is otherwise not appropriately in the public domain. 
Sanitized Products
Mark any newly created document containing PCII with "Protected Critical Infrastructure Information" on the top and bottom of each page that contains PCII. Mark "(PCII)" beside each paragraph containing PCII. Place a copy of this page over all newly created documents containing PCII. The PCII Submission Identification Number(s) of the source document(s) must be included on the derivatively created document in the form of a footnote.
 
For more information about derivative products, see the PCII Work Products Guide or speak with your PCII Officer. 
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Copyright Information and NO WARRANTY 
Any opinions, findings and conclusions or recommendations expressed in this material are those  of the author(s) and do not necessarily reflect the views of Department of Homeland Security or  the United States Department of Defense. 
ANY MATERIAL OF CARNEGIE MELLON UNIVERSITY AND/OR ITS SOFTWARE  ENGINEERING INSTITUTE CONTAINED HEREIN IS FURNISHED ON AN "AS-IS"  BASIS. CARNEGIE MELLON UNIVERSITY MAKES NO WARRANTIES OF ANY KIND,  EITHER EXPRESSED OR IMPLIED, AS TO ANY MATTER INCLUDING, BUT NOT  LIMITED TO, WARRANTY OF FITNESS FOR PURPOSE OR MERCHANTABILITY,  EXCLUSIVITY, OR RESULTS OBTAINED FROM USE OF THE MATERIAL. CARNEGIE  MELLON UNIVERSITY DOES NOT MAKE ANY WARRANTY OF ANY KIND WITH  RESPECT TO FREEDOM FROM PATENT, TRADEMARK, OR COPYRIGHT  INFRINGEMENT. 
Internal Use: In addition to the Government’s Rights described above, Carnegie Mellon  University permits anyone to reproduce this material and to prepare derivative works from this  material for internal use, provided the copyright and “No Warranty” statements are included with  all reproductions and derivative works. 
External Use:  Additionally, this material may be reproduced in its entirety, without  modification, and freely distributed in written or electronic form without requesting formal  permission.  Permission is required for any other external and/or commercial use. Permission can  be obtained at 
http://www.sei.cmu.edu/legal/permission/crr.cfm
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The Cyber Resilience Review is based on the Cyber Resilience Evaluation Method and the CERT® Resilience Management Model (CERT-RMM), both developed at Carnegie Mellon University's Software Engineering Institute. The government of the United States has a royalty-free government-purpose license to use, duplicate, or disclose the work, in whole or in part and in any manner, pursuant to the Rights in Technical Data-Noncommercial Items clauses (DFAR 252-227.7013 and DFAR 252-227.7013 Alternate I) contained in Federal Government Contract Number FA8721-05-C-0003 with the Software Engineering Institute.
PLEASE USE THE BUTTONS BELOW TO GENERATE THE REPORT, REVISE THE ASSESSMENT,  PRINT THE REPORT, OR PRINT THE ASSESSMENT
The buttons on this page are enabled based upon the state of your assessment and report.
·         Upon selecting Generate Report, the Generate Report and the Print Assessment buttons will change to Revise Assessment and Print Report. Once the report is generated, these buttons are now located directly above the report cover page.
·         Upon selecting Revise Assessment, the Revise Assessment and Print Report buttons will change back to Generate Report and Print Assessment Form.
·         Subsequent selections will toggle the document between displaying the assessment and displaying the report.
Generate Report - Performs assessment scoring and populates the report with all results. In transitioning the document to the report state, the assessment portion of the document is hidden to prevent unintended changes.
Revise Assessment - Converts the document back to the assessment state, and hides the report which is no longer accurate until a subsequent report is generated.
Print Report  - Prints the Report.
Print Assessment Form  - Prints the Assessment. 
Save Assessment Data - Allows a user to name and save the assessment in the form of an .xml data file. 
Import Saved Data - Allows a user to import a previously completed assessment using an .xml data file produced by selecting the Save Assessment Data button.
Import Aggregate Data  - Allows a user to import aggregate data. 
The buttons on this page are enabled based upon the state of your assessment and report.
·         Initially, when in assessment mode, the  Generate Report and Print Assessment Form buttons are available. 
·         Upon selecting Generate Report, the buttons will change to Revise Assessment and Print Report. Once the report is generated, these buttons are now located directly above the report cover page.
·         Upon selecting Revise Assessment, the buttons will change back to Generate Report and Print Assessment Form.
·         Subsequent selections will toggle the document between displaying the assessment and displaying the report.
Generate Report - Performs assessment scoring and populates the report with all results. In transitioning the document to the report state, the assessment portion of the document is hidden to prevent unintended changes.
Revise Assessment - Converts the document back to the assessment state, and hides the report which is no longer accurate until a subsequent report is generated.
Print Report  - Prints the Report.
Print Assessment Form  - Prints the Assessment. 
For any questions regarding the CRR Self-Assessment please email cse@hq.dhs.gov  
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Organization Information
Facilitator:
Name
Title
Phone
Email
 
Date of Cyber Resilience Review  (Please use popup calendar)
 
Physical Location of Cyber Resilience Review:
City
State
 
Name of Organization
 
 
 
Organization Type (Industry, Federal Entity, SLTT)
 
          
 
Sector
 
Critical Service
 
 
Critical Service Point of Contact:
Name
Title
Phone
Email
Yes		No
Yes		No
Yes		No
SLTT Sub-Type
State, Local, Tribal, and Territorial Governments (SLTT)
1  Asset Management 
1         Asset Management
The purpose of Asset Management is to identify, document, and manage assets during their life cycle to ensure sustained productivity to support critical services.
Goal 1  - Services are identified and prioritized.
 
1.         Are services identified? [SC:SG2.SP1]
 
2.         Are services prioritized based on analysis of the potential impact if the services are disrupted? [SC:SG2.SP1]
 
3.         Is the organization's mission, vision, values and purpose, including the organization's place in critical infrastructure, identified, and communicated? [EF:SG1.SP1]
 
4.         Are the organization's mission, objectives, and activities prioritized? [EF:SG1.SP3]
 
Goal 2  - Assets are inventoried, and the authority and responsibility for these assets is established.
1.         Are the assets that directly support the critical service inventoried (technology includes hardware, software, and external information systems)? [ADM:SG1.SP1]
People
Information
Technology
Facilities
2.         Do asset descriptions include protection and sustainment requirements? [ADM:SG1.SP2]
People
Information
Technology
Facilities
3.         Are both owners and custodians of assets documented in asset descriptions? [ADM:SG1.SP3]
People
Information
Technology
Facilities
 4.         Are the physical locations of assets (both within and outside the organization) documented in the asset inventory? [ADM:SG1.SP3]
People
Information
Technology
Facilities
 5.         Are organizational communications and data flows mapped and documented in the asset inventory? [ADM:SG1.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if services are identified.
 
§ A service is a set of activities that the organization carries out in the performance of a duty or in the production of a product.
§ Services can be externally or internally focused.  Examples can include:
• a customer-facing website such as an online payment system
• human resources transactions
§ A fundamental operational resilience objective is to focus on activities to protect and sustain the identified services and assets that most directly affect the organization's ability to achieve its mission.
 
Criteria for “Yes” Response:
§ The organization has identified all services.
Criteria for “Incomplete” Response:
§ The organization has identified some services.
 
Question Intent: To determine if services are prioritized based on analysis of the potential impact if the services are disrupted.
 
§ The organization should conduct analysis of identified services (e.g., a business impact analysis) to determine the impact to the organization of the loss or disruption of each service.
§ The results of this analysis should then be used to prioritize the organizational services.
 
Typical work products:
§ results of risk assessment and business impact analyses 
§ prioritized list of organizational services, activities, and associated assets
 
Criteria for “Yes” Response:
§ The organization has prioritized all services (identified in G1:Q1).
Criteria for “Incomplete” Response:
§ The organization has prioritized some services.
Question Intent: To determine if the organization's mission, vision, values and purpose, including the organization's place in critical infrastructure, is identified and communicated.
 
§ An organization's strategic objectives include mission, vision, and values. Effective operational resilience ensures the organization can accomplish these strategic objectives.
§ Specific objectives are goal oriented and outline the targets the organization is attempting to reach. For example:
• opening 100 stores 
• improving revenue by 14 percent
§ The organization's mission, vision, values, as well as the organization's place in critical infrastructure should be readily available in company literature such as employee handbooks and annual reports.
§ Mission, vision, values, and the organization's place in critical infrastructure should be effectively communicated. 
Typical work products:
§ organizational strategic objectives
§ organizational mission, vision, values, and purpose statement
 
Criteria for “Yes” Response:
§ The organization has documented its mission, vision, values, and purpose, including its role in critical infrastructure, and communicated them.
Criteria for “Incomplete” Response:
§ The organization's mission, vision, values, and purpose are in development and partially documented.
Question Intent: To determine if the organization prioritizes its mission, objectives, and activities.
 
§ The organization should prioritize its mission, objectives, and activities to ensure the organization remains operationally resilient.
§ The high-value services of the organization directly support the achievement of the organization's mission and objectives and therefore must be protected and sustained to the extent necessary to minimize disruption.
 
Typical work products:
§ prioritized list of organizational mission, objectives, and activities
 
Criteria for “Yes” Response:
§ The organization documents the prioritization of its mission, objectives, and activities.
Criteria for “Incomplete” Response:
§ The prioritization is in development and partially documented.
Question Intent: To determine if the assets that support the critical service are inventoried.
 
§ The organization should inventory the assets (people, information, technology, and facilities) required for the delivery of the critical service.
§ Inventories of assets may exist in multiple forms or physical locations.
 
Criteria for “Yes” Response:
§ The organization inventories all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization inventories some assets.
Question Intent: To determine if asset descriptions include protection and sustainment requirements.
 
§ Including protection and sustainment requirements in asset descriptions provides a common source for communicating and updating those requirements.
§ The confidentiality, integrity, and availability requirements of the service are used to derive the collective protection and sustainment requirements of associated assets.
§ Activities that implement protection and sustainment requirements often appear as processes, procedures, policies, controls, and plans.
§ Protection requirements describe how an asset's exposure to sources of disruption and to the exploitation of vulnerabilities must be minimized.  Examples include:
• People  - Ensure all employees are skilled in their role to protect against accidental disruption.
• Information  - All information assets will be disposed of according to policy to prevent unintentional disclosure.
• Technology  - All network boundaries should be protected using approved methods and tools to deny unauthorized access.
• Facilities  - Physical access to all service related information and technology assets must be limited to approved personnel to protect against accidental and malicious disruption.
§ Sustainment requirements describe how assets must be kept operating when faced with disruptive events. Examples include:
• People  - All critical personnel shall have a designated backup who can fulfill their service continuity role.
• Information  - No more than 4 hours of the critical service data can be lost to ensure the continuity of the service.
• Technology - The technology assets required for the delivery of the critical service must be operational within 48 hours to ensure the continuity of the service.
• Facilities  - The backup facility must meet the service continuity requirements of the critical service.
 
Criteria for “Yes” Response:
§ The organization documents protection and sustainment requirements in asset descriptions for all assets supporting the critical service.
Criteria for “Incomplete” Response:
§ The organization documents protection and sustainment requirements in asset descriptions for some assets.
Question Intent: To determine if owners and custodians of assets are documented in asset descriptions.
 
§ Asset owners are the people or organizational entities, internal or external to the organization, that have primary responsibility for the viability, productivity, and resilience of the asset. Example asset owners include:
• service owners
• managers and staff supervisors
• organizational units
• lines of business
§ Asset custodians are people or organizational entities, internal or external to the organization, who are responsible for satisfying the protection and sustainment requirements for the asset established by the asset owner. Example asset custodians include:
• system/database administrator
• facility manager
• IT support organization
• contractors hosting and managing data (e.g., cloud service provider)
 
Criteria for “Yes” Response:
§ The organization documents owners and custodians in asset descriptions for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization documents owners and custodians in asset descriptions for some assets.
Question Intent: To determine if the physical locations of assets are documented in the asset inventory.
 
§ Physical locations of assets can be internal or external to the organization.
§ The location details should be sufficient enough to support the resilience requirements of the service.
 
Criteria for “Yes” Response:
§ The organization documents the location of all assets that support the critical service in the asset inventory.
Criteria for “Incomplete” Response:
§ The organization documents the location of some assets in the asset inventory.
Question Intent:  To determine if organizational communications and data flows are mapped and documented in the asset inventory.
 
NIST 800-53 Rev.4 AC-4, CA-3, CA-9, PL-8:
 
§ Information flow control regulates where information is allowed to travel within an information system and between information systems.
§ Dedicated connections between information systems should be authorized.
§ The interconnection interface characteristics, security requirements, and the nature of the communication should be documented.  
 
Criteria for “Yes” Response:
§ Organizational communications and data flows are mapped and documented in the asset inventory for all technology assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Organizational communications and data flows are mapped and documented in the asset inventory for some technology assets.
1  Asset Management 
Goal 3  - The relationship between assets and the services they support is established.
1.         Are the associations between assets and the critical service they support documented? [ADM:SG2.SP1]
People
Information
Technology
Facilities
 2.         Are confidentiality, integrity, and availability requirements established for each service-related asset? [RRD:SG2.SP1]
 People
Information
Technology
Facilities
 
Goal 4  - The asset inventory is managed.
 
1.         Have change criteria been established for asset descriptions? [ADM:SG3.SP1]
People
Information
Technology
Facilities
2.         Are asset descriptions updated when changes to assets occur? [ADM:SG3.SP2]
People
Information
Technology
Facilities
 
Goal 5  - Access to assets is managed.
 
1.         Is access (including identities and credentials) to assets granted based on their protection requirements? [AM:SG1.SP1]
Information
Technology
Facilities         
2.         Are access (including identities and credentials) requests reviewed and approved by the asset owner? [AM:SG1.SP1]
Information
Technology
Facilities         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent:  To determine if the associations between assets and the critical service they support are documented.
 
§ Associating assets in the asset inventory to services helps the organization to determine where critical dependencies exist, validate resilience requirements, and develop and implement resilience strategies in support of the critical service.
 
Criteria for “Yes” Response:
§ The organization documents associations between assets and the critical service for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization documents associations between assets and the critical service for some assets.
Question Intent:  To determine if confidentiality, integrity, and availability requirements are established for each service-related asset.
 
§ The confidentiality, integrity, and availability requirements of the service are used to derive the collective protection and sustainment requirements of associated assets.
§ Asset-level requirements should be based on the deployment in, contributions to, and the support of the critical service. 
 
Criteria for “Yes” Response:
§ The organization establishes confidentiality, integrity, and availability requirements for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization establishes confidentiality, integrity, and availability requirements for some assets.
Question Intent: To determine if change criteria have been established for asset descriptions.
 
§ The organization should have a set of criteria to identify when changes to assets affect the delivery of the critical service and require a change to the asset description.
§ Change criteria should be applied consistently across all asset types.
 
Examples of triggers that can affect high-value assets:
§ changes in services affecting the assets on which they rely (e.g., changes in availability requirements)
§ changes in technology infrastructure and configuration
§ creation or alteration of information
§ contracts that the organization enters into that would identify new assets
§ changes in organizational structure and staff 
§ termination or transfer of staff between organizational units or changes in roles and responsibilities 
§ real-estate transactions that add, alter, or change existing facilities
§ acquisition of assets such as technology or facilities
 
Criteria for “Yes” Response:
§ The organization has established asset description change criteria for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has established asset description change criteria for some assets.
Question Intent:  To determine if asset descriptions are updated when changes to assets occur.
 
§ When changes to assets occur, asset descriptions should be updated to ensure that current protection and sustainment strategies continue to be satisfied.
 
Typical work products:
§ asset change documentation
§ asset inventory status
§ updated asset and service resilience requirements
§ updated asset and service protection strategies and controls
§ updated strategies and continuity plans for sustaining assets and services
 
Criteria for “Yes” Response:
§ When changes to assets occur, asset descriptions are updated for all changed assets that support the critical service.
Criteria for “Incomplete” Response:
§ When changes to assets occur, asset descriptions are updated for some changed assets.
Question Intent: To determine if access to assets is granted based on their protection requirements.
 
§ Protection requirements describe how an asset's exposure to sources of disruption and to the exploitation of vulnerabilities must be minimized.
§ Access requests should be granted in accordance with the protection requirements that have been established for the asset.
§ Access privileges are assigned and approved by asset owners based on the role of the person, object, or entity that is requesting access.
 
Typical work products:
§ asset protection requirements
§ access requests
§ access approval
§ access control policy
§ access rights and responsibilities
 
Criteria for “Yes” Response:
§ Access to assets is granted based on their protection requirements, for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ Access to assets is granted based on their protection requirements, for some assets.
Question Intent: To determine if access requests are reviewed and approved by the asset owner.
 
§ Asset owners are responsible for reviewing the access request and the asset's protection requirements to decide whether to approve or deny access.
§ The access provided should be commensurate with and not exceed the requestor's job responsibilities. 
§ If the custodian of the asset is different from the owner, the owner should communicate in writing the approval for the request.
 
Criteria for “Yes” Response:
§ All access requests for assets that support the critical service are reviewed and approved by the asset owner.
Criteria for “Incomplete” Response:
§ Some access requests for assets that support the critical service are reviewed and approved by the asset owner.
1  Asset Management 
3.         Are access privileges reviewed to identify excessive or inappropriate privileges? [AM:SG1.SP3]
Information
Technology
Facilities         
4.         Are access privileges modified as a result of reviews?[AM:SG1.SP4]
Information
Technology
Facilities
5.         Are access permissions managed incorporating the principle of least privilege? [AM:SG1.SP1]
Information
Technology
Facilities
6.         Are access permissions managed incorporating the principle of separation of duties? [AM:SG1.SP1]
Information
Technology
Facilities
         Goal 6  - Information assets are categorized and managed to ensure the sustainment and protection of the critical service.
1.         Are information assets categorized based on sensitivity and potential impact to the critical service (such as public, internal use only, secret)? [KIM:SG1.SP2]         
2.         Is the categorization of information assets monitored and enforced? [KIM:SG1.SP2]         
3.         Are there policies and procedures for the proper labeling and handling of information assets? [KIM:SG1.SP2]         
4.         Are all staff members who handle information assets (including those who are external to the organization, such as contractors) trained in the use of information categories? [KIM:SG1.SP2]         
5.         Are high-value information assets backed-up and retained? [KIM:SG6.SP1]         
6.         Do guidelines exist for properly disposing of information assets? [KIM:SG4.SP3]         
7.         Is adherence to information asset disposal guidelines monitored and enforced? [KIM:SG4.SP3]                  
Goal 7  - Facility assets supporting the critical service are prioritized and managed.         
1.         Are facilities prioritized based on potential impact to the critical service, to identify those that should be the focus of protection and sustainment activities? [EC:SG1.SP1]         
2.         Is the prioritization of facilities reviewed and validated? [EC:SG1.SP1]
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if access privileges are reviewed to identify excessive or inappropriate privileges.
 
§ Periodic review (as defined by the organization) of access privileges is the primary responsibility of the asset owners.
§ Reviews should identify privileges that are:
• excessive and in violation of the asset's resilience requirement
• out of alignment with the identity's role or job responsibility
• assigned but never approved by the asset owner
 
Criteria for “Yes” Response:
§ All assets that support the critical service are reviewed to identify excessive or inappropriate access privileges.
Criteria for “Incomplete” Response:
§ Some assets that support the critical service are reviewed to identify excessive or inappropriate access privileges.
Question Intent: To determine if access privileges are modified as a result of the reviews.
 
§ Excessive or inappropriate levels of access privileges must be corrected in a timely manner to avoid exposing the organization to additional risk.
§ As a result of periodic review, asset owners may authorize custodians to make modifications such as:
• change or disable certain privileges to preserve resilience requirements
• disable an access account that is no longer valid
 
Criteria for “Yes” Response:
§ Access privileges are modified as a result of reviews for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ Access privileges are modified as a result of reviews for some assets.
Question Intent:  To determine if access permissions are managed in accordance with the principle of least privilege.
 
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16:
 
§ The identification of authorized users and the specification of access privileges reflect the requirements of the critical service.
§ Access control policies control access between users (or processes acting on behalf of users) and information systems.
§ Access permissions can also be employed at the application and service level to provide increased information security.
§ The principle of least privilege is employed to ensure users and processes operate at privilege levels no higher than necessary.  
 
Criteria for “Yes” Response:
§ Access permissions for all assets that support the critical service are managed in accordance with the principle of least privilege.  
Criteria for “Incomplete” Response:
§ Access permissions for some assets that support the critical service are managed in accordance with the principle of least privilege.
Question Intent:  To determine if access permissions are managed in accordance with the principle of separation of duties.
 
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16:
 
§ The identification of authorized users and the specification of access privileges reflect the requirements of the critical service.
§ Access control policies control access between users (or processes acting on behalf of users) and information systems.
§ Separation of duties addresses the potential for abuse of authorized privileges by dividing roles and privileges between users (e.g., ensuring security personnel administering access control functions do not also administer audit functions.).
 
Criteria for “Yes” Response:
§ Access permissions for all assets that support the critical service are managed in accordance with the principle of separation of duties.  
Criteria for “Incomplete” Response:
§ Access permissions for some assets that support the critical service are managed in accordance the principle of separation of duties.
Question Intent:  To determine if information assets are categorized based on sensitivity and potential impact to the critical service.
 
§ Categorizing information assets based on sensitivity and potential impact to the critical service allows an organization to properly label the information assets and provide an appropriate level of protection.
§ The sensitivity categorization scheme should cover all information assets that support the critical service. 
§ Sensitivity categorization is a characteristic of an information asset that should be documented as part of the information asset inventory.
 
Examples of information asset sensitivity categories:
§ public or non-sensitive
§ restricted or internal use only
§ confidential or proprietary (organizational intellectual property, product designs, customer information, employee records)
§ privacy (e.g., PII, PHI)
 
Criteria for “Yes” Response:
§ All information assets that support the critical service are categorized based on the sensitivity and potential impact to the critical service.
Criteria for “Incomplete” Response:
§ Some information assets that support the critical service are categorized based on the sensitivity and potential impact to the critical service.
Question Intent: To determine if the categorization of information assets is monitored and enforced.
 
§ The organization should monitor the categorization of information assets using techniques such as audits or spot-check inspections to ensure that the approved methods of information categorization are being followed.
 
Criteria for “Yes” Response:
§ The organization monitors and enforces the categorization of all information assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization monitors and enforces the categorization of some information assets.
Question Intent: To determine if policies and procedures for the proper labeling and handling of information assets exist.
 
§ The labeling and handling of information assets should be defined and communicated through policy.
§ Procedures should address how to label and handle the information assets to satisfy policy.
 
Criteria for “Yes” Response:
§ There are documented policies and procedures for the proper labeling and handling of all information assets that support the critical service.
Criteria for “Incomplete” Response:
§ Policies and procedures are in development and partially document.
Question Intent: To determine if all staff members who handle information assets are trained in the use of information categories.
 
§ The organization should train staff (including those who are external to the organization) on the approved methods of categorizing, labeling, and handling of information assets.
§ Training the staff supports the consistent application of the categorization scheme and the consistent handling of information assets across the organization.
 
Criteria for “Yes” Response:
§ All staff members (including those external to the organization) who handle information assets that support the critical service are trained in the proper use of information categories.
Criteria for “Incomplete” Response:
§ Some staff members who handle information assets that support the critical service are trained in the proper use of information categories.
Question Intent: To determine if high-value information assets are backed-up and retained.
 
§ High-value information assets should be backed-up and retained to meet the protection and sustainment requirements of the critical service.
§ The organization should consider the following when backing up information assets:
• protection and sustainment requirements for the critical service
• frequency of backup and storage
• retention period
• acceptable back-up and retention media
• accessing information back-ups
 
Criteria for “Yes” Response:
§ All high-value information assets that support the critical service are backed-up and retained.
Criteria for “Incomplete” Response:
§ Some high-value information assets are backed-up and retained.
Question Intent: To determine if guidelines exist for properly disposing of information assets.
 
§ Properly disposing of information assets is necessary to ensure that there are no unauthorized disclosures. 
§ Guidelines for the disposal of information assets should consider:
• confidentiality requirements
• sensitivity categorization
• applicable rules, laws, and regulations 
 
Criteria for “Yes” Response:
§ There are documented guidelines for properly disposing of information assets that support the critical service.
Criteria for “Incomplete” Response:
§ Guidelines are in development and partially documented.
Question Intent: To determine if adherence to information asset disposal guidelines is monitored and enforced.
 
§ The organization should provide oversight, such as audits or spot-check inspections to ensure that the approved methods of information disposal are being followed.
 
Criteria for “Yes” Response:
§ The organization monitors and enforces adherence to disposal guidelines for all information assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization monitors and enforces adherence to disposal guidelines for some information assets.
Question Intent: To determine if facilities are prioritized based on potential impact to the critical service.
 
§ Prioritization should be used to identify the facilities that should be the focus of protection and sustainment activities.
 
Example criteria for the establishment of high-priority facility assets can include:
§ the use of the facility asset in the general management and control of the organization (corporate headquarters, primary data centers, etc.)
§ facility assets that support more than one critical service
§ the value of the asset in directly supporting the organization's delivery of the critical service
 
Criteria for “Yes” Response:
§ The organization prioritizes all facility assets that support the critical service based upon their potential impact to the critical service.
Criteria for “Incomplete” Response:
§ The organization prioritizes some facility assets that support the critical service.
Question Intent: To determine if the prioritization of facilities is reviewed and validated.
 
§ Periodic review and validation of the prioritization of facilities is needed to account for operational and organizational environment changes. 
 
Criteria for “Yes” Response:
§ The organization reviews and validates the prioritization of all facility assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization reviews and validates the prioritization of some facility assets.
1  Asset Management 
3.         Are protection and sustainment requirements of the critical service considered during the selection of facilities? [EC:SG2.SP2]
 
 
 
1.         Is there a documented plan for performing asset management activities?
2.         Is there a documented policy for asset management?
 
3.         Have stakeholders for asset management activities been identified and made aware of their roles?
4.         Have asset management standards and guidelines been identified and implemented?         
 
1.         Is there management oversight of the performance of the asset management activities?
2.         Have qualified staff been assigned to perform asset management activities as planned?         
3.         Is there adequate funding to perform asset management activities as planned?           
4.         Are risks related to the performance of planned asset management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are asset management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are asset management activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of asset management?
                  
1.         Has the organization adopted a standard definition of asset management activities from which operating units can derive practices that fit their unique operating circumstances? 
2.         Are improvements to asset management activities documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if protection and sustainment requirements of the critical service are considered during the selection of facilities.
 
§ The confidentiality, integrity, and availability requirements of the service are used to derive the collective protection and sustainment requirements of associated facility assets.
§ Protection requirements describe how an asset's exposure to sources of disruption and to the exploitation of vulnerabilities must be minimized.
§ Sustainment requirements describe how assets must be kept operating when faced with disruptive events.
§ Protecting facility assets from vulnerabilities, threats, and risks requires the organization to develop appropriate protection and sustainment requirements.
 
Example protection and sustainment requirements to consider include:
§ geographic location  - proximity to flood zones, earthquake zones
§ security of the facility  - physical barriers, physical access controls
§ environmental conditions  - electromagnetic radiation, heating and cooling
§ availability of support utilities - water, sewage, electricity, gas supplier
§ fire suppression
§ communications infrastructure availability
§ backup power generation
 
Criteria for “Yes” Response:
§ The organization considers the protection and sustainment requirements of the critical service when selecting all facility assets that will support the critical service.
Criteria for “Incomplete” Response:
§ The organization considers the protection and sustainment requirements of the critical service when selecting some facility assets that will support the critical service.
Question Intent: To determine if a plan for performing asset management activities exists. 
 
§ The plan defines asset management within the organization and prescribes how asset management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ asset management activities (service identification and prioritization, asset identification, management of the asset inventory, access control, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing asset management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing asset management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the asset management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform asset management activities
§ establishment of procedures, standards, and guidelines
§ establishing and maintaining an asset inventory
§ managing access to assets
§ categorizing, safeguarding, and disposing of information assets
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing asset management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for asset management activities have been identified and made aware of their roles.
 
Stakeholders of the asset management process have the following responsibilities:
§ creating an asset inventory baseline
§ associating assets with the critical service
§ overseeing the asset management process
§ managing the risk resulting from unresolved problems (gaps in the inventory of asset protection and sustainment requirements, insufficient staffing or funding, etc.)
 
Examples of stakeholders include:
§ critical service owners
§ asset management staff
§ owners and custodians of assets that underpin the service (to include facility security personnel)
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the asset management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the asset management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing asset management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of asset management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ establishing an asset inventory
§ documenting asset descriptions and relevant information
§ identifying asset owners
§ identifying asset custodians
§ assigning access to assets
§ sensitivity categorization for information assets
§ documenting asset resilience requirements
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing asset management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the asset management activities..
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the asset management activities.
§ Oversight provides visibility into the asset management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products (access control lists, outdated asset profiles, excessive access privileges, improper disposal of sensitive information, etc.) or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the asset management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day asset management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day asset management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform asset management activities.
 
Examples of staff include personnel responsible for:
§ developing and maintaining the asset inventory, including asset profiles
§ identifying asset's dependencies
§ documenting changes to assets in the asset inventory
§ implementing processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
 
Examples of skills needed include:
§ knowledge of the tools, techniques, and methods necessary to identify and inventory assets
§ knowledge necessary to identify, document, and manage assets through their lifecycle 
§ knowledge of sensitivity categories for information assets
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned asset management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of asset management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned asset management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned asset management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the asset management activities. 
 
§ The intent is to determine risks that prevent the organization from performing asset management activities (asset management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the asset management process include:
§ poorly defined asset management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned asset management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned asset management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned asset management activities are identified, but are not analyzed, disposed of, monitored, or controlled. 
Question Intent: To ensure the asset management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the asset management process are needed to ensure that:
§ the asset inventory is up to date
§ excessive access to assets is identified and remediated
§ the quality of particular work products meets established guidelines
§ risk related to asset management problem areas are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the asset management process may include:
§ number of assets with incomplete asset profiles
§ number of discrepancies between the current inventory and the documented inventory
§ assets that do not have an assigned owner or custodian
§ the level of adherence to the asset management plan and processes
 
Criteria for “Yes” Response:
§ All asset management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the asset management activities.
§ Or; review and measurement addresses some of the asset management activities.
§ Or; asset management activities are reviewed but not measured.
Question Intent: To periodically determine if asset management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the asset management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing asset management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All asset management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some asset management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of asset management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the asset management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of asset management activities
§ issues identified in process and plan reviews
§ risks associated with asset management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of asset management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines asset management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in asset management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of asset management. 
Criteria for “Incomplete” Response:
§ A standard definition of asset management is in development and partially documented.
Question Intent: To ensure that improvements to the asset management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the asset management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from process reviews
§ lessons learned in the post-event review of incidents and disruptions in continuity
 
Criteria for “Yes” Response:
§ Improvements to asset management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to asset management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
1  Asset Management 
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Other Observations – Asset Management 
2  Controls Management 
2         Controls Management
The purpose of Controls Management is to identify, analyze, and manage controls in a critical service's operating environment.  
Goal 1  - Control objectives are established.
 
1.         Have control objectives been established for assets required for delivery of the critical service? [CTRL:SG1.SP1]
People
Information
Technology
Facilities         
2.         Are control objectives prioritized according to their potential to affect the critical service? [CTRL:SG1.SP1]
         
Goal 2  - Controls are implemented.         
 
1.         Have controls been implemented to achieve the control objectives established for the critical service? [CTRL:SG2.SP1]
2.         Have controls been implemented, incorporating network segregation where appropriate, to protect network integrity? [CTRL:SG2.SP1]
3.         Have controls been implemented to protect data-at-rest? [CTRL:SG2.SP1], [KIM:SG4.SP2]
4.         Have controls been implemented to protect data-in-transit? [CTRL:SG2.SP1], [KIM:SG4.SP1], [KIM:SG4.SP2]
5.         Have controls been implemented to protect against data leaks? [CTRL:SG2.SP1], [KIM:SG4.SP1], [KIM:SG4.SP2]
6.         Have audit/log records been determined, documented, implemented, and reviewed in accordance with policy? [CTRL:SG2.SP1], [MON:SG1.SP3]
7.         Have controls been implemented to protect and restrict the use of removable media in accordance with policy?[CTRL:SG2.SP1], [TM:SG2.SP2]
8.         Have controls been implemented to protect communicationand control networks? [CTRL:SG2.SP1], [TM:SG2.SP2]
9.         Have cybersecurity human resource practices been implemented for the critical service (e.g., de-provisioning, personnel screening)? [CTRL:SG2.SP1], [HRM:SG3.SP1]
10.         Is access to systems and assets controlled by incorporating the principle of least functionality (e.g., whitelisting, blacklisting, etc.)? [CTRL:SG2.SP1], [TM:SG2.SP2]         
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if control objectives are prioritized. The intent of prioritization is to determine the control objectives that are most important because of the potential to affect the critical service if the objective is not met.
 
§ Assigning a relative priority to each control objective also aids in determining the level of resources to apply when defining, analyzing, assessing, and addressing gaps in controls.
§ Prioritization can be based on: risk assessments, business impact analysis, etc. 
 
Criteria for “Yes” Response:
§ All control objectives (established in CTRL:G1.Q1) are prioritized.
§ And; prioritization is documented.
§ And; prioritization is current (periodic review as defined by the organization).
Criteria for “Incomplete” Response:
§ Control objectives are prioritized for some assets (people, information, technology, and facilities).
Question Intent:  To determine if controls have been implemented to protect network integrity using network segregation where appropriate.
 
NIST 800-53 Rev.4 AC-4, SC-7: 
 
§         Methods to protect network integrity include implementation of:
• firewalls
• intrusion detection and prevention systems (IDS/IPS)
• host-based intrusion detection
• unidirectional gateways
• vulnerability scanners
• security information and event management (SIEM) systems
§         Segregation is a form of boundary protection.  Segregation is the capability to isolate or segregate certain organizational information system assets.  
§         Segregation reduces the attack surface of the information system and provides the capability to more effectively control information flows.  Segregation can be implemented using VLANs, firewalls, DMZs, etc.  
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect network integrity, incorporating network segregation where appropriate, for all network (technology) assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect network integrity, incorporating network segregation where appropriate, for some network (technology) assets.
Question Intent:  To determine if controls have been implemented to protect data-at-rest.  
 
NIST 800-53 Rev.4 SC-28:
 
§ Data-at-rest is information located on storage devices that are components of information systems. 
§ This control addresses the confidentiality and integrity of data-at-rest.
 
System-related information that requires protection includes:
§ configurations or rule sets for
• firewalls
• gateways
• intrusion detection/prevention systems
• routers
 
Mechanisms to achieve confidentiality and integrity protections include:
§ encryption
§ file share scanning
§ write-once-read-many (WORM) technologies
§ secure off-line storage
§ access controls
 
Criteria for “Yes” Response:
§ Controls have been implemented to protect data-at-rest for all information assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Controls have been implemented to protect data-at-rest for some information assets. 
Question Intent:  To determine if controls have been implemented to protect data-in-transit.
 
NIST 800-53 Rev.4 SC-8:
 
§         The information system protects the confidentiality and/or integrity of data-in-transit.
§         This control applies to both internal and external networks and all types of information system components from which information can be transmitted.
 
Mechanisms to achieve confidentiality and integrity protections include:
§         encryption
§         randomized communication patterns
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect data-in-transit for all information assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect data-in-transit for some information assets.
Question Intent:  To determine if controls have been implemented to protect against data leaks.
 
NIST 800-53 Rev.4 AC-4, AC-5, AC-6, PE-19, PS-3, PS-6, SC-7, SC-8, SC-13, SC-31, SI-4:
 
§         Information/data leakage is the intentional or unintentional release of information to an untrusted environment.
 
Methods to protect against data leaks include:
§         special cabling (emanation protection)
§         access control
§         encryption
§         data leakage prevention (DLP)
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect against data leaks for all information assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect against data leaks for some information assets.  
Question Intent:  To determine if audit/log records have been determined, documented, implemented, and reviewed in accordance with policy.
 
NIST 800-53 Rev.4 AU Family:
 
§         To determine the set of auditable events, organizations should consider the auditing appropriate for each of the security controls to be implemented.
§         To ensure that the current set of auditable events is still appropriate, a periodic review should be performed. 
§         Information system audit records should be periodically (as defined by the organization) reviewed for indications of inappropriate or unusual activity.
§         Audit information and audit tools should be protected from unauthorized access, modification, and deletion.
§         Organizations should retain audit records until it is determined that they are no longer needed for administrative, legal, audit, or other purposes.
 
Criteria for “Yes” Response:
§         Audit/log records have been determined, documented, implemented, and reviewed in accordance with policy, where appropriate, for all assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Audit/log records have been determined, documented, implemented, and reviewed in accordance with policy, where appropriate, for some assets. 
Question Intent:  To determine if controls have been implemented to protect and restrict the use of removable media in accordance with policy.
 
NIST 800-53 Rev.4 MP-2, MP-4, MP-5, MP-7:
 
§         Organizations may restrict user access to removable media to defined personnel or roles. 
§         Organizations may restrict the use of certain types of removable media.  
§         Physically controlling information system media includes:
• conducting inventories 
• ensuring procedures are in place to allow individuals to check out and return media to the media library
• maintaining accountability for all stored media
§         The type of media storage should be appropriate for the security category and/or classification of the information residing on the media.
§         Media should be protected during transport outside of controlled areas using established safeguards.  Safeguards can include:
• locked containers
• encryption
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect and restrict the use of removable media on all assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect and restrict the use of removable media on some assets that support the critical service.
Question Intent:  To determine if controls have been implemented to protect communication and control networks.
 
NIST 800-53 Rev.4 AC-4, AC-17, AC-18, CP-8, SC-7:
 
§         Establish and document usage restrictions, configuration/connection requirements, and implementation guidance for: 
• each type of remote access allowed
• wireless access
• communication systems access (radios, phones, public address, etc.)
• supervisory control and data acquisition (SCADA) and industrial control system (ICS)
§         The organization establishes alternate telecommunications services for the critical service to use when the primary telecommunications capabilities are unavailable.
§         Connections to communication or control systems are implemented through managed interfaces.  Managed interfaces include:
• gateways
• routers
• firewalls
• encrypted tunnels
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect all communication and control network (technology) assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect some communication and control network (technology) assets.
Question Intent:  To determine if cybersecurity human resource practices have been implemented for the critical service.
 
NIST SP 800-53 Rev. 4 PS Family:
 
Example cybersecurity human resource practices include:
§ assigning a risk designation to organizational positions
§ personnel screening and rescreening processes
§ personnel termination processes
§ personnel transfer process
§ implementing and managing access agreements (nondisclosure agreements, acceptable use agreements, access agreements, etc.)
§ third-party personnel security processes
§ personnel sanctions for noncompliance
 
Criteria for “Yes” Response:
§ Cybersecurity human resource practices have been implemented for the critical service.  
Criteria for “Incomplete” Response:
§ Cybersecurity human resource practices are in development and partially implemented.
Question Intent:  To determine if access to systems and assets that support the critical service is controlled, in accordance with the principle of least functionality.  
 
NIST SP 800-53 Rev. 4 AC-3, CM-7:
 
§ Information systems should be configured to provide only essential capabilities and prohibit or restrict the use of unnecessary functions, ports, protocols, services, etc.  
§ Where feasible, organizations should limit component functionality to a single function per device/system (e.g., email server or web server but not both).   
§ Other examples of least functionality include:
• whitelisting
• blacklisting
• preventing program execution
 
Criteria for “Yes” Response:
§ Access to all systems and assets that support the critical service is controlled in accordance with the principle of least functionality.  
Criteria for “Incomplete” Response:
§ Access to some systems and assets is controlled in accordance with the principle of least functionality.  
2  Controls Management 
Goal 3  - Control designs are analyzed to ensure they satisfy control objectives.         
1.         Are control designs analyzed to identify gaps where control objectives are not adequately satisfied? [CTRL:SG3.SP1]
People
Information
Technology
Facilities         
2.         As a result of the controls analysis, are new controls introduced or existing controls modified to address gaps? [CTRL:SG3.SP1]         
Goal 4  - The internal control system is assessed to ensure control objectives are met.         
1.         Is the performance of controls assessed on a scheduled basis to verify they continue to meet control objectives? [CTRL:SG4.SP1]
People
Information
Technology
Facilities         
2.         As a result of scheduled assessments, are new controls introduced or existing controls modified to address problem areas? [CTRL:SG4.SP1]         
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent:  To determine if controls satisfy the established control objectives.
 
§ Controls analysis establishes a baseline from which the organization can begin to assess control effectiveness on a scheduled basis.
§ Controls analysis should identify gaps where a control objective is not adequately satisfied.
§ Analysis may include:
• a design review of the control and its ability to meet the control objective.
• development and execution of tests that demonstrate the control's capability. 
 
Typical work products:
§ analysis results
§ control objectives that are satisfied by controls
§ a traceability matrix of control objectives and the controls that satisfy them
§ control gaps
§ proposed updates to existing controls
§ proposed new controls
§ risks related to unsatisfied control objectives
§ risks related to redundant and conflicting controls
 
Criteria for “Yes” Response:
§ The organization has analyzed all the controls.
§ And; the organization has identified gaps where existing controls do not meet the control objectives.
Criteria for “Incomplete” Response:
§ Some controls have been analyzed against control objectives.
Question Intent:  To determine if existing controls are modified or new controls are implemented to resolve gaps.
 
Criteria for “Yes” Response:
§ The organization uses the output of the controls gap analysis (CTRL:G3.Q1)  to address  all gaps that require resolution by:
• modifying existing controls
• Or; introducing new controls
Criteria for “Incomplete” Response:
§ Some gaps discovered from analysis are addressed.
Question Intent:  To periodically (as defined by the organization) determine if established controls continue to meet control objectives.  
 
§ The assessment verifies controls continue to protect and sustain the critical service and identifies any controls that do not.
§ The organization can use the analysis of control designs (established in G3.Q1) as the baseline of continuous assessment.
§ The organization sets the assessment schedule.
§ The organization should consider regulatory obligations and internal policy for performance and scheduling requirements.
 
Typical work products:
§ assessment results
§ control objectives that are satisfied by controls
§ control gaps (control objectives not satisfied by controls)
§ proposed updates to existing controls
§ proposed new controls
§ remediation plans
§ updates to service continuity plans
§ risks related to unsatisfied control objectives
§ risks related to redundant and conflicting controls
 
Criteria for “Yes” Response:
§ The organization periodically (as defined by the organization) assesses the performance of all controls to ensure that they continue to meet control objectives.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency to assess the performance of controls.
§ Or; some controls are assessed against control objectives.
Question Intent:  To ensure that problem areas or gaps are addressed by modifying existing controls or implementing new controls. Problem areas require remediation to ensure that controls continue to satisfy control objectives. 
 
Criteria for “Yes” Response:
§ All gaps have been addressed by the modification of existing controls or the implementation of new controls.
Criteria for “Incomplete” Response:
§ Some gaps have been addressed.
2  Controls Management 
 
1.         Is there a plan for performing controls management activities?
 
2.         Is there a documented policy for controls management?
         
3.         Have stakeholders for controls management activities have been identified and made aware of their roles?         
4.         Have controls management standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of the controls management activities?         
2.         Have qualified staff been assigned to perform controls management activities as planned?         
3.         Is there adequate funding to perform controls management activities as planned?         
4.         Are risks related to the performance of planned controls management activities identified, analyzed, disposed of, monitored, and controlled?                           
1.         Are controls management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are controls management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of controls management?                           
1.         Has the organization adopted a standard definition of controls management activities from which operating units can derive practices that fit their unique operating circumstances?
2.         Are improvements to controls management documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing controls management activities exists. 
 
§ The plan defines controls management within the organization and prescribes how controls management activities will be  performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ control management activities (control design, analysis and assessment methodology)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing controls management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing controls management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the controls management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform controls management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the control environment
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing controls management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for controls management activities have been identified and made aware of their roles. 
 
Stakeholders of the controls management process have the following responsibilities:
§ defining and managing control objectives and controls, including ensuring the effectiveness of controls
§ overseeing the controls management process
§ managing the risk resulting from unresolved problems (gaps in controls, insufficient staffing or funding, etc.)
 
Examples of stakeholders include:
§ critical service owners
§ management
§ controls management staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the controls management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the controls management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing controls management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of controls management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ defining and selecting control objectives
§ prioritizing control objectives
§ implementing controls to meet objectives (for example, controls could be selected from the NIST 800-53 recommended security control, NERC CIP standards, and Control Objectives for Information and Related Technology [COBIT] standard).
§ evaluating and acquiring tools for monitoring the performance of controls
§ analyzing and assessing controls
§ identifying gaps in controls and approaches for addressing them
§ identifying redundant and conflicting controls
§ identifying risks associated with problems in the control environment
§ periodically assessing the control environment
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing controls management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented. 
Question Intent: To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the controls management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the controls management activities.
§ Oversight provides visibility into the controls management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products (assessment results, control designs, control objectives, documentation) or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the controls management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day controls management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day control management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform controls management activities.
 
Examples of staff include personnel responsible for:
§ designing, implementing, and assessing controls
§ implementing processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
 
Examples of skills needed include:
§ knowledge necessary to elicit and prioritize stakeholder requirements and interpret them to develop effective control objectives
§ knowledge of control objectives necessary for control design
§ proficiency with tools, techniques, and methods used to design, analyze, assess, and manage controls
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned controls management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of controls management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned controls management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned controls management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the controls management activities. 
 
§ The intent is to determine risks that prevent the organization from performing controls management activities (controls management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the controls management process include:
§ poorly defined controls management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response
§ Risks to the performance of all planned controls management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned controls management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned controls management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the controls management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the controls management process are needed to ensure that:
§ Control objectives continue to be satisfied.
§ Control problem areas are identified and remediated.
§ The quality of particular work products meets established guidelines.
§ Problems in the process plan or in the execution of the process are identified.
§ Risk related to control problem areas are identified and addressed.
§ Actions requiring management involvement are elevated in a timely manner.
 
Example metrics of the controls management process may include:
§ percentage of control objectives that are fully satisfied by existing controls
§ time and resources expended to conduct an analysis (baseline) or assessment (periodic) of controls
§ number of problem areas resulting from assessments
 
Criteria for “Yes” Response:
§ All controls management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the controls management activities.
§ Or; review and measurement addresses some of the controls management activities.
§ Or; controls management activities are reviewed but not measured.
Question Intent: To periodically determine if controls management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization). 
 
Periodic (as defined by the organization) reviews for adherence to the controls management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing controls management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All controls management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some controls management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of controls management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the controls management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed. 
 
Communication with higher-level managers typically includes:
§ status reviews of controls management activities
§ issues identified in process and plan reviews
§ risks associated with controls management activities.
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of controls management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines controls management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in controls management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement 
§ procedures for process improvement 
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of controls management. 
Criteria for “Incomplete” Response:
§ A standard definition of controls management is in development and partially documented.
Question Intent: To ensure that improvements to the controls management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the controls management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from control analysis and assessments
§ lessons learned from satisfying control objectives
§ risk evaluations
 
Criteria for “Yes” Response:
§ Improvements to controls management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to controls management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
2  Controls Management 
Other Observations – Controls Management 
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3  Configuration and Change Management 
3         Configuration and Change Management
The purpose of Configuration and Change Management is to establish processes to ensure the integrity of assets using change control and change control audits.
Goal 1  - The life cycle of assets is managed.
 
1.         Is a change management process used to manage modifications to assets? [ADM:SG3.SP2]
Information
Technology
Facilities
2.         Are resilience requirements evaluated as a result of changes to assets? [RRM:SG1.SP3]
Information
Technology
Facilities
3.         Is capacity management and planning performed for assets? [TM:SG5.SP3]
4.         Are change requests tracked to closure? [TM:SG4.SP3]
 
5.         Are stakeholders notified when they are affected by changes to assets? [ADM:SG3.SP2]
6.         Is a System Development Life Cycle implemented to manage systems supporting the critical service?[ADM:SG3.SP2], [RTSE:SG2.SP2]
Goal 2  - The integrity of technology and information assets is managed.
1.         Is configuration management performed for technology assets? [TM:SG4.SP2]
2.         Are techniques in use to detect changes to technology assets? [TM:SG4.SP3]
3.         Are modifications to technology assets reviewed? [TM:SG4.SP2], [TM:SG4.SP3]
4.         Are integrity requirements used to determine which staff members are authorized to modify information assets? [KIM:SG5.SP1]
5.         Is the integrity of information assets monitored? [KIM:SG5.SP3]
 
6.         Are unauthorized or unexplained modifications to technology assets addressed? [TM:SG4.SP2], [TM:SG4.SP3]
7.         Are modifications to technology assets tested before being committed to production systems? [TM:SG4.SP4]
8.         Has a process for managing access to technology assets been implemented? [TM:SG4.SP1]
9.         Is the maintenance and repair of assets performed and logged in a timely manner? [ADM:SG3.SP2], [TM:SG5.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if a change management process is used to manage asset modifications.
 
§ Change management is a continuous process of controlling and approving changes to assets that support the service. 
 
This process addresses:
§ addition of new assets
§ changes to the asset, including ownership, custodianship, and location
§ elimination of assets
 
Typical work products:
§ change requests
§ change implementation plan
§ backout plan
§ change and configuration management board meeting minutes
§ change approvals
§ change tracking and status
§ change documentation, including test results
 
Criteria for “Yes” Response:
§ A change management process is used to control changes to all assets that support the critical service.
Criteria for “Incomplete” Response:
§ A change management process is used to control changes to some assets.
Question Intent: To determine if resilience requirements are evaluated as a result of changes to assets.
 
§ The organization should evaluate the impact of asset changes on existing resilience requirements. 
§ The requirements from all the services supported by the changed asset should be considered. Evaluating resilience requirements is especially critical when assets are shared between services. 
 
Typical work products:
§ documented criteria that establishes when a change in requirements must be evaluated
§ requirements change history with rationale for performing the change
§ requirements baseline
§ resilience requirements included in change requests
§ updated asset resilience requirements
 
Criteria for “Yes” Response:
§ The organization evaluates all of the resilience requirements of each asset that supports the critical service when changes to the asset occur.
Criteria for “Incomplete” Response:
§ The organization evaluates some of the resilience requirements of each asset that supports the critical service when changes to the asset occur.
§ Or; The organization evaluates all of the resilience requirements of some assets when changes to the asset occur.
Question Intent: To determine if capacity management and planning is performed for assets.
 
§ Capacity planning determines the operational demand for a technology asset over a variable range of operational needs.
§ Capacity management and planning involves:
• measurement of current demand
• tests for anticipated demand
• and gathering usage trends over time to be able to predict expansion needs. 
 
Typical work products include: 
§ capacity management strategy
§ capacity forecasts
§ capacity statistics and performance metrics
 
Criteria for “Yes” Response:
§ The organization performs capacity management and planning for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization performs capacity management and planning for some assets.
Question Intent: To determine if change requests are tracked to closure.
§ This activity ensures that all change requests have a disposition.
§ And; changes that have not been closed are provided an updated status.
 
Typical work products:
§ status reports
§ change request database
§ open items list
 
Criteria for “Yes” Response:
§ All change requests are tracked to closure.
Criteria for “Incomplete” Response:
§ Some change requests are tracked to closure.
Question Intent: To determine if stakeholders are notified when they are affected by changes to assets.
 
§ The organization should establish communication channels to ensure stakeholders are aware of changes to assets.
§ The organization should update service level agreements with stakeholders if necessary to reflect commitment to change notifications.
 
Criteria for “Yes” Response:
§ Stakeholders are notified of all changes to assets that affect them.
Criteria for “Incomplete” Response:
§ Stakeholders are notified of some changes to assets that affect them.
Question Intent:  To determine if a System Development Life Cycle is implemented to manage systems and assets that support the critical service. 
 
NIST SP 800-53 Rev. 4 SA-3, SA-4, SA-8, SA10, SA-11, SA-12, SA-15, SA-17, PL-8:
 
§ A well-defined System Development Life Cycle provides the foundation for the successful development, implementation, operation, and disposal of organizational information systems.
§ Information system security engineering principles (ensuring security is a design requirement, developers are trained accordingly, etc.)are incorporated and applied to the specification, design, development, implementation, and modification of information systems.
§ Maintaining the integrity of changes requires configuration control throughout the System Development Life Cycle.
§ Security testing/evaluation occurs at all post-design phases of the System Development Life Cycle.
 
Criteria for “Yes” Response:
§ A System Development Life Cycle is implemented to manage all systems and assets that support the critical service.
Criteria for “Incomplete” Response:
§ A System Development Life Cycle is implemented to manage some systems and assets that support the critical service.
Question Intent: To determine if configuration management is performed for technology assets.
 
§ Configuration management is a process for managing the integrity of a technology asset over its lifetime. 
§ The resilience of critical services and technology assets may be affected when the integrity of those assets is compromised.
 
Configuration management:
§ supports the integrity of technology assets by ensuring that they can be restored to an acceptable form when necessary (perhaps after a disruption)
§ provides a level of control over changes that can potentially disrupt the asset's support to the service
 
Configuration management activities can include:
§ determining which assets to place under configuration management
§ identifying the configuration of selected assets
§ creating configuration baselines
§ controlling changes to configuration items
§ maintaining the integrity of baseline configurations
§ auditing configuration baselines
 
 Criteria for “Yes” Response:
§ The organization performs configuration management for all technology assets that support the service.
Criteria for “Incomplete” Response:
§ The organization performs configuration management for some technology assets.
Question Intent: To determine if techniques are in use to detect changes to technology assets.
 
§ Techniques for detecting changes help to ensure that only an approved and tested version of a technology asset is in production.
 
Typical techniques include:
§ audits (configuration baselines, logs, etc.)
§ automated tools (security integrated event manager (SIEM), baseline configuration scanners, etc.)
§ procedural methods
 
Criteria for “Yes” Response:
§ Techniques are in use to detect changes for all technology assets that affect the critical service.
Criteria for “Incomplete” Response:
§ Techniques are in use to detect changes for some technology assets.
Question Intent: To determine if modifications to technology assets are reviewed.
 
§ Proposed changes to assets are analyzed to determine the impact to the critical service  including the resilience requirements.
§ Changes are also evaluated for their potential impact to multiple services.
 
Criteria for “Yes” Response:
§ All modifications to technology assets that support the critical service are reviewed.
Criteria for “Incomplete” Response:
§ Some modifications to technology assets are reviewed.
Question Intent: To determine if integrity requirements of information assets are used to determine which staff members are authorized to modify those assets. 
 
§ Integrity requirements address qualities to ensure the information is: 
• complete and intact 
• accurate and valid
• authorized and official
§ Controlling which staff members are authorized to modify information assets helps ensure the continued integrity of those assets.
§ A fundamental way of controlling modifications to information assets is to limit access to those assets, both:
• electronically (by controlling access to networks, servers, application systems, and databases and files)
• physically (by limiting access to file rooms, work areas, computer rooms, and facilities)
 
Criteria for “Yes” Response:
§ The integrity requirements for each information asset that supports the critical service are used to determine which staff members are authorized to modify that asset.
Criteria for “Incomplete” Response:
§ The integrity requirements for some information assets are used to determine which staff members are authorized to modify those assets.
Question Intent: To determine if the integrity of information assets that support the critical service is monitored.
 
§ The alteration of information assets through the processing cycle of the critical service must be controlled to ensure that the resulting information asset remains complete, accurate, and reliable.
§ Alteration of information assets can be due to:
• unauthorized access or changes
• operational risk such as loss of power (resulting in a corrupted file or database)
• authorized changes resulting in unintended changes to the information asset
 
Typical monitoring practices include:
§ establishing data validation controls such as selecting records for recalculation and review
§ performing regular reviews of information asset outputs from processes
§ periodically verifying that changes are valid and authorized (e.g., audits)
 
Criteria for “Yes” Response:
§ The integrity of all information assets that support the critical service is monitored.
Criteria for “Incomplete” Response:
§ The integrity of some information assets is monitored.
Question Intent: To determine if unauthorized or unexplained modifications to technology assets are addressed.
 
§ Periodically verify (through monitoring and auditing) that changes to configurations are valid and authorized.
§ Identify action items that are required to repair any unauthorized or unexplained modifications to technology assets.
§ Track action items to closure.
 
Criteria for “Yes” Response:
§  All unauthorized or unexplained modifications to technology assets that support the critical service are addressed.
Criteria for “Incomplete” Response:
§ Some unauthorized or unexplained modifications to technology assets are addressed.
Question Intent: To determine if modifications to technology assets are tested before being committed to production. The purpose is to ensure that only tested and approved versions of assets are in production.
 
§ To minimize operational impact, the organization should test in a segregated test environment to identify issues.
§ Once all issues have been identified and addressed, the organization can move the modified technology asset into production.
 
Typical work products:
§ release management policy, guidelines, and standards
§ test builds
§ test procedures
§ test results
 
Criteria for “Yes” Response:
§ All modifications to technology assets that support the critical service are tested before being committed to production.
Criteria for “Incomplete” Response:
§ Some modifications to technology assets are tested before being committed to production.
Question Intent: To determine if a process for managing access to technology assets has been implemented.
 
§ The process should address:
• identifying and documenting staff who are authorized to modify technology assets
• access requests and approvals
• periodic auditing of technology assets to identify unauthorized access
§ Controlling access to technology assets by authorized staff ensures the continued integrity of these assets by limiting their unauthorized or inadvertent modification.
§ Access controls for technology assets may take electronic or physical forms. For example: 
• ensuring that technology assets are protected behind a physical barrier.
• ensuring that technology assets are protected using role-based electronic access controls.
 
Criteria for “Yes” Response:
§ There is a documented and implemented process for managing access to technology assets that support the critical service.
Criteria for “Incomplete” Response:
§ A process for managing access to technology assets is in development and partially implemented.
Question Intent:  To determine if the maintenance and repair of assets are performed and logged in a timely manner.
 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5: 
 
§ Organizations should schedule, perform, document, and review records of maintenance and repairs on information system components.   
§ All maintenance activities, whether performed on site or remotely, should be approved and monitored.  
§ A process for authorizing maintenance personnel and for keeping a list of authorized personnel or maintenance organizations should be established.  
 
Criteria for “Yes” Response:
§ The maintenance and repair of all assets that support the critical service are performed and logged in a timely manner.
Criteria for “Incomplete” Response:
§ The maintenance and repair of some assets that support the critical service are performed and logged in a timely manner.
3  Configuration and Change Management 
10.         Is the maintenance and repair of assets performed with approved and controlled tools and/or methods? [ADM:SG3.SP2], [TM:SG5.SP2]         
11.         Is the remote maintenance and repair of assets approved, logged, and performed in a manner that prevents unauthorized access? [ADM:SG3.SP2], [TM:SG5.SP2]
 
Goal 3  - Asset configuration baselines are established.
 
1.         Do technology assets have configuration baselines? [TM:SG4.SP2]
2.         Is approval obtained for proposed changes to baselines? [TM:SG4.SP3]
3.         Has a baseline of network operations been established? [TM:SG4.SP2]
4.         Is the baseline of network operations managed? [TM:SG4.SP2]
 
5.         Has a baseline of expected data flows for users and systems been established? [TM:SG4.SP2]
6.         Is the baseline of expected data flows for users and systems managed? [TM:SG4.SP2]         
Yes         Incomplete         No
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Question Intent:  To determine if the maintenance and repair of assets are performed with approved and controlled tools and/or methods.
 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5:
 
§ Organizations should approve, control, and monitor information system maintenance tools.
 
Criteria for “Yes” Response:
§ The maintenance and repair of all assets that support the critical service are performed with approved and controlled tools and/or methods.
Criteria for “Incomplete” Response:
§ The maintenance and repair of some assets that support the critical service are performed with approved and controlled tools and/or methods.
Question Intent:  To determine if the remote maintenance and repair of assets are approved, logged, and performed to prevent unauthorized access.  
 
NIST SP 800-53 Rev. 4 MA-4:
 
§ Organizations should:
• Approve and monitor remote maintenance and diagnostic activities.
• Employ strong authentication when establishing remote maintenance and diagnostic sessions.  
• Maintain records/logs for remote maintenance and diagnostic activities.
• Terminate sessions and network connections when remote maintenance and diagnostic activities are completed.
§ Strong authentication requires authenticators that are resistant to replay attacks and employ multifactor authentication. 
§ Strong authenticators can include:
• public key infrastructure (PKI) certificates 
• passphrases
• biometrics
 
Criteria for “Yes” Response:
§ The remote maintenance and repair of all assets that support the critical service are approved, logged, and performed in a manner that prevents unauthorized access.
Criteria for “Incomplete” Response:
§ The remote maintenance and repair of some assets that support the critical service are approved, logged, and performed in a manner that prevents unauthorized access.
Question Intent: To determine if configuration baselines exist for technology assets that support the service.
 
§ Establishing a technology asset baseline (commonly called a configuration item) provides a foundation for managing the integrity of the asset as it changes over its lifecycle. 
§ A configuration item may also extend to other technology work products such as test scripts, test plans, and asset documentation.
§ A configuration item may also be a grouping of related assets that are tied together in a logical baseline.  
§ Configuration management establishes additional controls over the configuration baseline so that the asset integrity is maintained and always in a form that is available and authorized for use. 
 
Example configuration items:
§ software and application code
§ operating systems
§ hardware configuration files
§ firewall rulesets
§ configuration files for router and other network equipment
 
Criteria for “Yes” Response:
§ Configuration baselines exist for all technology assets that support the critical service.
Criteria for “Incomplete” Response:
§ Configuration baselines exist for some technology assets.
Question Intent: To determine if approval is obtained for changes to configuration baselines of the technology assets that support the critical service.
 
§ An important component of configuration management is the ability to control and manage changes to the configuration baselines of technology assets. 
§ Because of the nature of the operational environment, most technology assets are expected to change over time. For example:
• the addition of new functionality
• repair of software bugs and security vulnerabilities
• the retirement or replacement of hardware components
§ Defining and communicating change procedures, including approval of proposed changes to baselines from relevant stakeholders, ensures that changes to technology assets will be handled in a controlled manner.
 
Criteria for “Yes” Response:
§ Approval is obtained for all proposed changes to configuration baselines of the technology assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Approval is obtained for some proposed changes to configuration baselines.  
Question Intent:  To determine if a baseline of network operations for all systems and assets that support the critical service has been established.  
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
 
§ Baseline configurations include information about information system components, network topology, and the logical placement of those components within the system architecture.
§ Baseline configurations for information systems and assets are developed, documented, and maintained under configuration control.  
 
Criteria for “Yes” Response:
§ A baseline of network operations has been established for all systems and assets that support the critical service.
Criteria for “Incomplete” Response:
§ A baseline of network operations has been established for some systems and assets that support the critical service.
Question Intent:  To determine if the established baseline of network operations is managed for all systems and assets that support the critical service.
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
 
§ Baseline configurations for information systems and assets are developed, documented, and maintained under configuration control.  
§ Baseline configurations are formally reviewed.  
§ Maintaining baseline configurations requires creating new baselines as organizational information systems change over time.
 
Criteria for “Yes” Response:
§ The established baseline of network operations is managed for all systems and assets that support the critical service.
Criteria for “Incomplete” Response:
§ The established baseline of network operations is managed for some systems and assets.
Question Intent:  To determine if a baseline of expected data flows for all user and system assets that support the critical service has been established.  
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
         
§ Information flow control regulates where information is allowed to travel within an information system and between information systems.
§ Dedicated connections between information systems should be authorized.
§ The interconnection interface characteristics, security requirements, and the nature of the communication should be documented as part of the baseline.
 
Criteria for “Yes” Response:
§ A baseline of expected data flows has been established for all user and system assets that support the critical service.
Criteria for “Incomplete” Response:
§ A baseline of expected data flows has been established for some user and system assets.
Question Intent:  To determine if the established baseline of expected data flows is managed.
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
 
§ Dedicated connections should be periodically (frequency defined by the organization) reviewed and updated.  
§ Baseline configurations for information systems and assets are developed, documented, and maintained under configuration control.  
§ Baseline configurations are formally reviewed.  
§ Maintaining baseline configurations requires creating new baselines as organizational information systems change over time.
 
Criteria for “Yes” Response:
§ The established baseline of expected data flows is managed for all user and system assets that support the critical service.
Criteria for “Incomplete” Response:
§ The established baseline of expected data flows is managed for some user and system assets.
3  Configuration and Change Management 
 
1.         Is there a documented plan for performing change management activities?         
2.         Is there a documented policy for change management?
         
3.         Have stakeholders for change management activities been identified and made aware of their roles?         
4.         Have change management standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the change management activities?         
2.         Have qualified staff been assigned to perform change management activities as planned?         
3.         Is there adequate funding to perform change management activities as planned?           
4.         Are risks related to the performance of planned change management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are change management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are change management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of change management?                           
1.         Has the organization adopted a standard definition of change management activities from which operating units can derive practices that fit their unique operating circumstances?           
2.         Are improvements to change management documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing change management activities exists. 
 
§ The plan defines change management within the organization and prescribes how change management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ change management activities (change management process, establishing and managing baselines, capacity management, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing change management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if a policy for performing change management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the change management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform change management activities
§ establishment of procedures, standards, and guidelines
§ requesting and approving changes to assets
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing change management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for change management activities have been identified and made aware of their roles. 
 
Stakeholders of the change management process have the following responsibilities:
§ creating asset baselines
§ overseeing the change management process
§ capacity management planning
§ configuration management
§ requesting and approving changes to assets
§ resolving issues in the change management process 
 
Examples of stakeholders include:
§ critical service owners
§ management
§ change management staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the change management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the change management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing change management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of change management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ documenting and maintaining asset descriptions
§ documenting changes to resilience requirements for assets
§ capacity management
§ stakeholder notification
§ configuration management including baselines
§ requesting, approving, and implementing changes to assets
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing change management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the change management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the change management activities.
§ Oversight provides visibility into the change management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products (baselines, configuration items, capacity management plans, documentation)
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the change management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day change management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day change management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform change management activities.
 
Examples of staff include personnel responsible for:
§ change management
§ configuration management
§ capacity management
§ implementing processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
 
Examples of skills needed include:
§ knowledge of the service to effectively evaluate requested changes
§ knowledge necessary to elicit and prioritize stakeholder requirements and interpret them to develop effective change control procedures
§ proficiency with tools, techniques, and methods used for:
• detecting changes in assets
• configuration management 
• capacity management
• change control
• release management
• monitoring and logging of modification activities
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned change management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of change management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned change management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned change management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the change management activities. 
 
§ The intent is to determine risks that prevent the organization from performing change management activities (change management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the change management process include:
§ poorly defined change management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned change management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned change management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned change management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the change management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the change management process are needed to ensure that:
§ unauthorized changes are identified, tracked, and addressed
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to change management activities are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the change management process may include:
§ number of requested changes per asset
§ number of unauthorized or unexplained changes
§ number of approved but unincorporated changes
§ number of times stakeholders weren't notified of approved changes
§ number of times an approved change is implemented and then reversed
§ percentage of technology assets that deviate from approved configuration baselines
Criteria for “Yes” Response:
§ All change management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the change management activities.
§ Or; review and measurement addresses some of the change management activities.
§ Or; change management activities are reviewed but not measured.
Question Intent: To periodically determine if change management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the change management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing change management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All change management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some change management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of change management is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the change management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of change management activities
§ issues identified in process and plan reviews
§ risks associated with change management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher level management is made aware of issues related to the performance of change management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines change management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in change management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of change management. 
Criteria for “Incomplete” Response:
§ A standard definition of change management is in development and partially documented.
Question Intent: To ensure that improvements to the change management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the change management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from the execution and review of change management activities
§ direct feedback from stakeholders
§ improvements based on executed or tested service continuity plans
§ risk evaluations
 
Criteria for “Yes” Response:
§ Improvements to change management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to change management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
3  Configuration and Change Management 
Other Observations – Configuration and Change Management 
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4  Vulnerability Management 
4         Vulnerability Management
The purpose of Vulnerability Management is to identify, analyze, and manage vulnerabilities in a critical service's operating environment.
Goal 1  - Preparation for vulnerability analysis and resolution activities is conducted.         
1.         Has a vulnerability analysis and resolution strategy been developed? [VAR:SG1.SP2]
People
Information
Technology
Facilities         
2.         Is there a standard set of tools and/or methods in use to identify vulnerabilities in assets? [VAR:SG1.SP2]
People
Information
Technology
Facilities
3.         Is there a standard set of tools and/or methods in use to detect malicious code in assets? [VAR:SG1.SP2]
4.         Is there a standard set of tools and/or methods in use to detect unauthorized mobile code in assets? [VAR:SG1.SP2]
5.         Is there a standard set of tools and/or methods in use to monitor assets for unauthorized personnel, connections, devices, and software? [VAR:SG1.SP2]         
         Goal 2  - A process for identifying and analyzing vulnerabilities is established and maintained.         
1.         Have sources of vulnerability information been identified? [VAR:SG2.SP1]
Information
Technology
Facilities         
2.         Is the information from these sources kept current? [VAR:SG2.SP1]
Information
Technology
Facilities         
3.         Are vulnerabilities being actively discovered? [VAR:SG2.SP2]
 
Information
Technology
Facilities
         
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if a vulnerability analysis and resolution strategy has been developed.
 
§ The strategy for addressing vulnerability analysis and resolution should be documented, communicated to relevant stakeholders, and implemented.
§ The strategy may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents. 
    
The vulnerability analysis and resolution strategy should address:
§ the scope of assets relevant to the critical service
• the scoping should be driven by the resilience requirements of the service and the identified assets
§ the essential activities that are required for vulnerability identification, analysis, and resolution
§ a process for organizing, categorizing, comparing, and consolidating vulnerabilities
§ approved tools, techniques, and method
§ a schedule for performing vulnerability activities
§ the skills and training required.
§ relevant stakeholders of the vulnerability activities and their roles
 
Criteria for “Yes” Response:
§ There is a documented strategy for performing vulnerability analysis and resolution activities.
Criteria for “Incomplete” Response:
§ A strategy is in development and partially documented. 
Question Intent: To determine if a standard set of tools and/or methods are in use to identify vulnerabilities in assets.
 
§ Pre-approving tools, techniques, and methods ensures  consistency, as well as validity of results. 
§ The tools and methods should cover all the assets that support the critical service.
§ The tools and methods can be both procedural and automated.
 
Criteria for “Yes” Response:
§ The organization has a standard set of tools and/or methods that are used to identify vulnerabilities in all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has a standard set of tools and/or methods that are used to identify vulnerabilities in some assets.
Question Intent:  To determine if a standard set of tools and/or methods is in use to detect malicious code in assets.
 
NIST 800-53 Rev. 4 SI-3:
 
§         The organization employs malicious code protection mechanisms at information system entry and exit points to detect and eradicate malicious code.
§         The organization updates malicious code protection mechanisms whenever new releases are available.
§         The organization performs periodic scans (as defined by the organization) of the information system and real-time scans of files from external sources.
 
Criteria for “Yes” Response:
§         The organization has a standard set of tools and/or methods that are used to identify malicious code, where appropriate, in all assets that support the critical service.
Criteria for “Incomplete” Response:
§         The organization has a standard set of tools and/or methods that are used to identify malicious code, where appropriate, in some assets.
Question Intent:  To determine if a standard set of tools and/or methods is in use to detect unauthorized mobile code in assets.
 
NIST 800-53 Rev. 4 SC-18, SI-4. SC-44:
 
§ Mobile code technologies include:
• Java and JavaScript
• ActiveX
• PDFs
• Shockwave movies
• Flash animations
§ The organization should:
• define acceptable and unacceptable mobile code technologies
• establish usage restrictions and implementation guidance
• authorize, monitor, and control the use of mobile code within information systems
§ Corrective actions when unacceptable mobile code is detected include:
• blocking file transmissions
• quarantining
• alerting administrators/security personnel
 
Criteria for “Yes” Response:
§ The organization has a standard set of tools and/or methods that are used to detect unauthorized mobile code, where appropriate, in all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has a standard set of tools and/or methods that are used to detect unauthorized mobile code, where appropriate, in some assets.
Question Intent:  To determine if a standard set of tools and/or methods is in use to monitor assets for unauthorized personnel, connections, devices, and software.
 
NIST 800-53 Rev. 4 AU-12, CA-7, CM-3, CM-8, PE-3, PE-6, PE-20, SI-4:
 
§ Enforce physical access controls to information systems in addition to the physical access controls for facilities (badging system, guard rounds, etc.).
§ Monitor physical access to facilities where the information systems reside to detect and respond to physical security incidents.
§ Monitor information systems to detect unauthorized local, network, and remote connections.
§ Information system monitoring capability is achieved through a variety of tools and techniques that may include:
• intrusion detection systems
• intrusion prevention systems
• audit record monitoring software
• network monitoring software
 
Criteria for “Yes” Response:
§ The organization has a standard set of tools and/or methods that are used to monitor all assets that support the critical service for unauthorized personnel, connections, devices, and software.
Criteria for “Incomplete” Response:
§ The organization has a standard set of tools and/or methods that are used to monitor some assets for unauthorized personnel, connections, devices, and software.
Question Intent: To determine if sources of vulnerability information have been identified.
 
§ Internal sources typically provide information about vulnerabilities that are unique to the organization. 
§ Internal processes, such as incident management, could be an internal source of vulnerability information.
§ External or public sources typically provide information that is focused on common technologies.
 
Example sources of vulnerability information:
§ vendors of software, systems, and hardware technologies
§ common free catalogs, such as:
• US-CERT Vulnerability Database
• The Common Vulnerabilities and Exposures (CVE) List
§ industry groups
§ results of executing automated tools, techniques, and methods
 
Criteria for “Yes” Response:
§ The organization has identified and documented sources of vulnerability information for all of the assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has identified and documented sources of vulnerability information for some assets. 
Question Intent: To determine if the vulnerability information obtained from the established sources is kept current.
 
§ Vulnerability data collection is a continuous process. 
§ The information from the sources (established in VM:G2.Q1) needs to be continually updated.  
§ New sources of vulnerability information must also be added to the source list as they emerge. 
 
Criteria for “Yes” Response:
§ The vulnerability information from all of the established sources is kept current.  
Criteria for “Incomplete” Response:
§ The vulnerability information from some of the established sources is kept current. 
Question Intent: To determine if vulnerabilities are actively being discovered.
 
§ Vulnerabilities are discovered from an active review of the organization's standard list of vulnerability sources. 
 
Techniques used to discover vulnerabilities include:
§ performing internal vulnerability audits or assessments 
§ performing assessments of external entities
§ reviewing the results of internal and external audits
§ periodically reviewing vulnerability catalogs, such as the US-CERT
§ reviewing notifications from identified vendor services
§ reviewing notifications from identified vulnerability services
§ reviewing reports from industry groups
§ using reports of vulnerabilities from other processes such as the organization's service desk
 
Criteria for “Yes” Response:
§ Vulnerabilities are actively being discovered for all assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Vulnerabilities are actively being discovered for some assets that support the critical service.  
§ Or; vulnerabilities are inconsistently being discovered for all assets that support the critical service.   
4  Vulnerability Management 
4.         Are vulnerabilities categorized and prioritized? [VAR:SG2.SP3]
 
Information
Technology
Facilities
5.         Are vulnerabilities analyzed to determine relevance to the organization? [VAR:SG2.SP3]
Information
Technology
Facilities         
6.         Is a repository used for recording information about vulnerabilities and their resolution? [VAR:SG2.SP2]
Information
Technology
Facilities         
         Goal 3  - Exposure to identified vulnerabilities is managed.
         
1.         Are actions taken to manage exposure to identified vulnerabilities? [VAR:SG3.SP1]
2.         Is the effectiveness of vulnerability mitigation reviewed? [VAR:SG3.SP1]
3.         Is the status of unresolved vulnerabilities monitored? [VAR:SG3.SP1]                  
Goal 4  - The root causes of vulnerabilities are addressed.
 
1.         Are underlying causes for vulnerabilities identified (through root-cause analysis or other means) and addressed? [VAR:SG4.SP1]         
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if vulnerabilities are categorized and prioritized.
 
§ Prioritization can be:
• qualitative (high, medium, or low)
• quantitative (through a numerical scale)
§ Prioritization provides the organization a structured means for determining the appropriate categorization. 
 
Examples of categories based on actions to be taken for vulnerability resolution:
§ take no action; ignore
§ fix immediately (typically the case for vendor updates or changes)
§ develop and implement a vulnerability resolution strategy (typically the case when the resolution is more extensive than simple actions such as vendor updates)
§ perform additional research and analysis
§ refer the vulnerability to the risk management process for formal risk consideration
 
Typical Work Products:
§ vulnerability categorization and prioritization guidelines
§ list of vulnerabilities categorized and prioritized for disposition
§ updated vulnerability repository
 
Criteria for “Yes” Response:
§ The organization prioritizes and categorizes vulnerabilities for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization prioritizes and categorizes vulnerabilities for some assets.
Question Intent: To determine if vulnerabilities are analyzed to determine relevance to the organization.
 
§ Through vulnerability analysis, the organization seeks to understand the potential threat that the vulnerability represents. 
§ The organization should assign a course of action to each vulnerability based upon its relevance to the organization.
 
Vulnerability analysis includes activities to: 
§ understand the threat and exposure
§ review trend information to determine whether the vulnerability existed before and what actions were taken to reduce or eliminate it
§ identify and understand underlying causes for exposure to the vulnerability
 
Criteria for “Yes” Response:
§ The organization analyzes all vulnerabilities to determine their relevance to the critical service.
Criteria for “Incomplete” Response:
§ The organization analyzes some vulnerabilities to determine their relevance to the critical service. 
Question Intent: To determine if a repository for recording information about vulnerabilities and their resolution is used.
 
§ A vulnerability repository should be used as the central source of vulnerability life-cycle information. 
§ A vulnerability repository supports analysis, disposition, trending, root cause analysis, and vulnerability management.
 
Information that should be recorded includes:
§ a unique identifier 
§ description of the vulnerability
§ date entered into the repository
§ references to the source of the vulnerability
§ the priority of the vulnerability (high, medium, low)
§ categorization and disposition of the vulnerability
§ individuals or teams assigned to analyze and remediate the vulnerability
§ a log of actions taken to reduce or eliminate the vulnerability
 
Criteria for “Yes” Response:
§ The organization uses a repository to record all vulnerability information for all of the assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization uses a repository to record some vulnerability information.
§ Or; the organization uses a repository to record all vulnerability information for some assets.
Question Intent: To determine if actions are taken to manage exposure to identified vulnerabilities.
 
§ The organization must develop and implement a resolution strategy to manage exposure from identified vulnerabilities. 
 
The resolution strategy may include actions to:
§ Minimize the organization's exposure to the vulnerability (by reducing the likelihood that the vulnerability will be exploited).
§ Eliminate the organization's exposure to the vulnerability.
 
Actions taken to manage exposure may include:
§ implementing software, systems, and firmware patches
§ developing and implementing operational workarounds
§ developing and implementing new protective controls
§ updating existing controls
§ developing and implementing new service continuity plans, or updating existing plans
 
Typical Work Products:
§ vulnerability management strategies or action plans
§ updated vulnerability repository, with resolution status information
§ vulnerability management strategy status reports
 
Criteria for “Yes” Response:
§ The organization takes action to manage exposure to all identified vulnerabilities for all of the assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization takes action to manage exposure to some identified vulnerabilities.
§ Or; the organization takes action to manage exposure to all identified vulnerabilities for some assets 
Question Intent: To determine if the effectiveness of vulnerability mitigation is reviewed.
 
§ The organization should review mitigation activities to ensure they are effective in reducing or eliminating the exposure to identified vulnerabilities.
 
Criteria for “Yes” Response:
§ The organization reviews the effectiveness of all mitigating activities.
 
Criteria for “Incomplete” Response:
§ The organization reviews the effectiveness of some mitigating activities.
Question Intent: To determine if the status of unresolved vulnerabilities is monitored.
 
§ Unresolved vulnerabilities should be regularly monitored and reported.
 
Unresolved vulnerabilities are typically those whose disposition is:
§ to monitor a vulnerability resolution strategy that remains incomplete
§ to perform additional research and analysis
§ to refer the vulnerability to the risk management process for formal risk consideration
 
Criteria for “Yes” Response:
§ The organization monitors the status of all unresolved vulnerabilities.
Criteria for “Incomplete” Response:
§ The organization monitors the status of some unresolved vulnerabilities.
Question Intent: To determine if the organization identifies and addresses the underlying causes of vulnerabilities.
 
§ Root-cause analysis is a general approach for determining the underlying causes of vulnerabilities and how to eliminate or reduce them.
 
Underlying causes of vulnerabilities may include:
§ poor software design
§ failure of organizational policies and processes
§ improper training
§ operational complexity
 
Activities to address the root causes of identified vulnerabilities include:
§ developing or improving controls
§ using strategies for sustaining assets and services
§ updating training and awareness activities 
§ correcting practices and processes that result in exposures
§ developing lessons learned
 
Typical Work Products:
§ root-cause analysis reports
§ an updated vulnerability repository with analysis results
 
Criteria for “Yes” Response:
§ Underlying causes for vulnerabilities are identified and addressed for all assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Underlying causes for vulnerabilities are identified and addressed for some assets.
4  Vulnerability Management 
 
1.         Is there a documented plan for performing vulnerability management activities?         
2.         Is there a documented policy for vulnerability management?
         
3.         Have stakeholders for vulnerability management activities been identified and made aware of their roles?         
4.         Have vulnerability management standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the vulnerability management activities?         
2.         Have qualified staff been assigned to perform vulnerability management activities as planned?         
3.         Is there adequate funding to perform vulnerability management activities as planned?           
4.         Are risks related to the performance of planned vulnerability management activities identified, analyzed, disposed of, monitored, and controlled?                           
1.         Are vulnerability management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are vulnerability management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of vulnerability management?                           
1.         Has the organization adopted a standard definition of vulnerability management activities from which operating units can derive practices that fit their unique operating circumstances?         
2.         Are improvements to vulnerability management activities documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing vulnerability management activities exists. 
§ The plan defines vulnerability management within the organization and prescribes how vulnerability management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ vulnerability management activities (source identification, vulnerability identification, prioritization, categorization, analysis, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing vulnerability management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if a policy for performing vulnerability management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the vulnerability management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform vulnerability management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the vulnerability management activities
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing vulnerability management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for vulnerability management activities have been identified and made aware of their roles.
 
Stakeholders of the vulnerability management process have the following responsibilities:
§ overseeing the vulnerability management process
§ resolving issues with the vulnerability management process
§ establishing vulnerability prioritization guidelines
§ assessing collected vulnerability data
§ providing feedback to those responsible for providing vulnerability data
§ reviewing and appraising the effectiveness of vulnerability management activities
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners of external entity relationships
§ vulnerability management program staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
§ acquisition and procurement staff
§ enterprise risk management staff
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the vulnerability management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the vulnerability management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing vulnerability management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of vulnerability management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ prioritization and categorization guidelines
§ analysis and disposition
§ reporting
§ tool selection and use
§ collection of vulnerability data
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing vulnerability management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the vulnerability management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the vulnerability management activities.
§ Oversight provides visibility into the vulnerability management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the vulnerability management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day vulnerability management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day vulnerability management activities. 
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform vulnerability management activities.
 
Examples of staff include personnel responsible for:
§ collecting, analyzing, and prioritizing vulnerability management requirements
§ developing vulnerability management analysis and resolution plans and programs
§ establishing an appropriate infrastructure for vulnerability data
§ the security and protection of vulnerability data.
§ manage external entities that have contractual obligations for vulnerability management analysis and resolution
Examples of skills needed include:
§ knowledge of tools, techniques, and methods used to identify, analyze, remediate, monitor, and communicate vulnerabilities
§ knowledge to ensure confidentiality, integrity, and availability of vulnerability data
§ knowledge necessary to interpret vulnerability data and represent it to appropriate stakeholders
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned vulnerability management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of vulnerability management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned vulnerability management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned vulnerability management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the vulnerability management activities. 
 
§ The intent is to determine risks that prevent the organization from performing vulnerability management activities (vulnerability management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the vulnerability management process include:
§ poorly defined vulnerability management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned vulnerability management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned vulnerability management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned vulnerability management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the vulnerability management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the vulnerability management process are needed to ensure that:
§ vulnerability management performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to vulnerability management performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ new vulnerabilities are identified and prioritized
§ current sources of vulnerability data are in use
§ vulnerability mitigation activities are effective
 
Example metrics of the vulnerability management process may include:
§ number of reported vulnerabilities for which a vulnerability management strategy exists
§ number of vulnerabilities requiring a root-cause analysis
§ number of vulnerabilities referred to the risk management process
§ number of vulnerabilities where corrective action is still pending
 
Criteria for “Yes” Response:
§ All vulnerability management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the vulnerability management activities.
§ Or; review and measurement address some of the vulnerability management activities. 
§ Or; vulnerability management activities are reviewed but not measured.
Question Intent: To periodically determine if vulnerability management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the vulnerability management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing vulnerability management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All vulnerability management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.  
§ Or; some vulnerability management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of vulnerability management is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the vulnerability management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of vulnerability management activities
§ issues identified in process and plan reviews
§ risks associated with vulnerability management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of vulnerability management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues. 
Question Intent: To determine if the organization has a standard process that defines vulnerability management activities.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in vulnerability management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of vulnerability management. 
Criteria for “Incomplete” Response:
§ A standard definition of vulnerability management is in development and partially documented.
Question Intent: To ensure that improvements to the vulnerability management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the vulnerability management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ reports on the effectiveness of controls in mitigating vulnerabilities
§ lessons learned from root-cause analysis
§ improvements based on risk identification and mitigation
§ changes in operating conditions, risk conditions, and the risk environment that impact vulnerability management
 
Criteria for “Yes” Response:
§ Improvements to vulnerability management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to vulnerability management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
4  Vulnerability Management 
Other Observations – Vulnerability Management 
20  | CRR Self-Assessment V 8.0.0 
5  Incident Management 
5         Incident Management
The purpose of Incident Management is to establish processes to identify and analyze events, detect incidents, and determine an organizational response.
Goal 1  - A process for identifying, analyzing, responding to, and learning from incidents is established.         
1.         Does the organization have a plan for managing incidents?[IMC:SG1.SP1]
2.         Is the incident management plan reviewed and updated? [IMC:SG1.SP1]         
3.         Are the roles and responsibilities in the plan included in job descriptions? [IMC:SG1.SP2]         
4.         Have staff been assigned to the roles and responsibilities detailed in the incident management plan? [IMC:SG1.SP2]                  
Goal 2  - A process for detecting, reporting, triaging, and analyzing events is established.         
1.         Are events detected and reported (to include cybersecurity events related to personnel activity, network activity, the physical environment, and information)? [IMC:SG2.SP1]
2.         Is event data logged in an incident knowledgebase or similar mechanism? [IMC:SG2.SP2]         
3.         Are events categorized? [IMC:SG2.SP4]
         
4.         Are events analyzed to determine if they are related to other events? [IMC:SG2.SP4]         
5.         Are events prioritized? [IMC:SG2.SP4]
         
6.         Is the status of events tracked? [IMC:SG2.SP4]
         
7.         Are events managed to resolution? [IMC:SG2.SP4]
         
8.         Have requirements (rules, laws, regulations, policies, etc.) for identifying event evidence for forensic purposes been identified? [IMC:SG2.SP3]         
9.         Is there a process to ensure event evidence is handled as required by law or other obligations? [IMC:SG2.SP3]                   
Goal 3  - Incidents are declared and analyzed.
         
1.         Are incidents declared? [IMC:SG3.SP1]         
 
2.         Have criteria for the declaration of an incident been established? [IMC.SG3.SP1]         
3.         Are incidents analyzed to determine a response? [IMC:SG3.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if the organization has a documented plan for managing incidents.
 
§ The organization's plan for managing incidents should address the identification, analysis, and response to an incident.
§ An event is one or more occurrences that affect organizational assets and have the potential to disrupt operations.
§ An incident significantly impacts the critical service and requires the organization to respond to prevent or limit impact to the critical service and the organization. 
§ An incident may result from an event or a series of events that requires a response that is beyond standard operating procedures for managing events.
 
The organization must plan for how it will:
§ identify events and incidents
§ analyze these events and incidents and determine an appropriate response
§ develop declaration criteria
§ respond to incidents
§ communicate incident information to stakeholders
§ staff the plan to meet plan objectives
§ structure the incident management staff (including roles and responsibilities) 
§ train staff to identify, analyze, and respond to incidents
 
Criteria for “Yes” Response:
§ There is a documented plan for managing incidents relevant to the critical service.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if the incident management plan is reviewed and updated.
 
§ The incident management plan should be periodically (as defined by the organization) reviewed and updated.
§ The knowledge gained through managing incidents can be used by the organization to improve the plan.
 
Criteria for “Yes” Response:
§ The organization periodically (as defined by the organization) reviews and updates the incident management plan.
Criteria for “Incomplete” Response:
§ The organization has reviewed and updated the plan, but has not established a frequency for the review.
Question Intent: To determine if the roles and responsibilities defined in the incident management plan are included in job descriptions.
 
§ The organization should define the roles and responsibilities to achieve the plan's objectives.
§ Job descriptions are a means to ensure that incident management staff understand their roles and are aware of their responsibilities. 
§ Those roles and responsibilities should be included in the job description.
 
Criteria for “Yes” Response:
§ All defined roles and responsibilities in the incident management plan are included in job descriptions.
Criteria for “Incomplete” Response:
§ Some defined roles and responsibilities are included in job descriptions.
Question Intent: To determine if staff have been assigned to the roles and responsibilities detailed in the incident management plan.
 
§ The organization should establish a list of skilled staff and alternates to fill each role and responsibility defined in the incident management plan.
§ The organization should assign staff to each role and responsibility defined in the plan.
 
Examples of incident management skills include:
§ event detection and reporting
§ analyzing events and incidents
§ collecting and preserving evidence
 
Criteria for “Yes” Response:
§ Staff have been assigned to all defined roles and responsibilities in the incident management plan.
Criteria for “Incomplete” Response:
§ Staff have been assigned to some defined roles and responsibilities.
Question Intent: To determine if events are detected and reported.
 
§ An event is one or more occurrences that affect assets and has the potential to disrupt the critical service.
§ Events should be captured and analyzed to determine if the event will become (or has become) an incident that requires action. 
 
Examples of event detection and reporting include:
§ monitoring of the technical infrastructure, including information, network traffic, servers, control systems, etc.
§ service desk ticketing and reporting
§ monitoring of personnel
§ reporting from law enforcement or legal staff
§ observation of breakdowns in processes or productivity of assets
§ external notification from other entities such as US-CERT
§ results of audits or assessments
 
Criteria for “Yes” Response:
§ Events are detected and reported for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ Events are detected and reported for some assets.
Question Intent: To determine if event data is logged in an incident knowledge base or similar mechanism.
 
§ Logging and tracking event data in an incident knowledge base or similar mechanism:
• facilitates event triage and analysis activities
• provides the ability to obtain a status and disposition of the event
 
An incident knowledge base should contain basic event (and incident) information such as:
§ a unique identifier
§ a brief description of the event
§ an event category (e.g., denial of service, virus intrusion, physical access violation)
§ the assets, services, and organizational units that are affected by the event 
§ a brief description of how the event was identified and reported, by whom, and other relevant details (e.g., application system, network segment, operating system)
§ the individuals or teams to whom the event (or incident) was assigned 
§ relevant dates
§ the actions taken and the resolution of the event
 
Criteria for “Yes” Response:
§ The organization logs all event data relevant to the critical service in an incident knowledge base or similar mechanism.
Criteria for “Incomplete” Response:
§ The organization logs relevant data on some events.
Question Intent: To determine if events are categorized.
 
§ Event categories can help the organization understand and communicate the severity and impact the event will have on the critical service.
§ Events may be categorized by:
• type (e.g., security, safety, unauthorized access, user issue, denial of service, virus intrusion, physical access violation) 
• severity (e.g., critical, high, medium, low) 
• other categorization labels (e.g., internal, external, physical, technical)
 
Criteria for “Yes” Response:
§ The organization categorizes all events relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization categorizes some events.
Question Intent: To determine if events are analyzed for their relationship to other events.
 
§ Analysis should be conducted to determine whether the event correlates to other events (correlation may indicate larger issues, problems, or incidents). 
 
Criteria for “Yes” Response:
§ The organization analyzes all events relevant to the critical service to determine if they are related to other events.
Criteria for “Incomplete” Response:
§ The organization analyzes some events.
Question Intent: To determine if events are prioritized.
 
§ Prioritization determines what order events should be addressed.
§ Events may be prioritized based on:
• the results of categorization (severity, type, etc.) and analysis
• experience with past events
• potential impact
 
Criteria for “Yes” Response:
§ The organization prioritizes all events relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization prioritizes some events.
Question Intent: To determine if the status of events are tracked.
 
§ The status of events should be checked regularly to ensure that they are moving through the organization's established incident management process. 
 
Possible status types for event reports include:
§ closed
§ referred for further analysis
§ referred to an organizational unit or line of business for disposition
§ declared as an incident
 
Criteria for “Yes” Response:
§ The organization tracks the status of all events relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization tracks the status of some events.
Question Intent: To determine if events are managed to resolution.
 
§ Periodically (as defined by the organization) review the incident knowledge base for events that have not been closed or for which there is no disposition. 
§ Events that have not been closed or that do not have a disposition should be reprioritized, analyzed, and tracked to resolution.
 
Criteria for “Yes” Response:
§ The organization manages to resolution, all events that are relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization manages some events to a resolution.
Question Intent: To determine if requirements for identifying event evidence for forensic purposes have been identified.
 
§ An event may become an organizational incident that has the potential to be a violation of local, state, or federal rules, laws, and regulations. For example:
• Securities and Exchange Commission regulatory requirements
• state privacy laws
• Food and Drug Administration regulatory requirements
• chain of custody requirements
§ This is often not known early in the investigation of an event, so the organization should ensure that all event evidence is handled properly.
 
Criteria for “Yes” Response:
§ The organization has identified and documented relevant requirements for identifying event evidence for forensic purposes.
Criteria for “Incomplete” Response:
§ Requirements for identifying event evidence are in development and partially documented.
Question Intent: To determine if the organization has implemented a process to ensure event evidence is handled as required by law or other obligations.
 
§ Based on applicable requirements (identified in IM:G2.Q8), the organization should develop a process using standards and guidelines for the collection, documentation, and preservation of event evidence.
§ Staff should be trained on the organizational process for proper identification and handling of evidence to ensure that the evidence is not altered and the integrity is maintained.
 
Criteria for “Yes” Response:
§ There is a documented process to ensure event evidence is handled as required by law or other obligations.
Criteria for “Incomplete” Response:
§ A process is in development and partially documented.
Question Intent: To determine if incidents are declared.
 
§ Incident declaration defines the point at which the organization has established that an incident has occurred, is occurring, or is imminent.
§ Incident declaration may occur based on a specific event or when multiple events are occurring.
 
Criteria for “Yes” Response:
§ The organization declares all incidents relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization declares some incidents. 
Question Intent: To determine if criteria for the declaration of incidents are established.
 
§ Declaration criteria guides the organization in determining when to declare an incident (particularly if incident declaration is not immediately apparent). 
 
Example incident declaration criteria:
§ Is the event isolated?
§ Predefined thresholds of impact.
§ Did past occurrences of the event result in an incident declaration?
§ Is the impact of the event imminent or immediate? 
§ Is the organization already suffering some effects from the event?
§ Is the life or safety of people at risk?
§ Is the integrity and operability of a facility at risk?
§ Is the integrity and operability of a high-value service or system at risk?
§ Does the event constitute fraud or theft?
§ Are there impacts, such as damage to the organization's reputation?
§ Is there a potential legal infraction?
 
Criteria for “Yes” Response:
§ The organization has a documented list of criteria for the declaration of incidents.
 
Criteria for “Incomplete” Response:
§ A documented list of criteria is in development and partially documented.
Question Intent: To determine if incidents are analyzed to determine a response.
 
§ Incident analysis should focus on properly defining the underlying problem, condition, or issue.
§ Incident analysis should help the organization prepare the most appropriate and timely response to the incident. 
§ Incident analysis should determine whether the incident has legal ramifications. 
 
Example incident analysis activities:
§ interviews with those who reported the underlying event(s) and were affected
§ interviews of specific knowledge experts
§ review of relevant logs and audit trails of network and physical activity
§ consultation of vulnerability and incident databases (US-CERT Vulnerability Notes Database / MITRE's Common Vulnerabilities and Exposures List)
§ consultation with law enforcement, legal, audit, product vendors, and emergency management
 
Typical work products:
§ incident analysis report
§ reports from analysis tools and techniques
§ updated incident knowledge base
 
Criteria for “Yes” Response:
§ The organization analyzes all incidents, relevant to the critical service, to determine a response.
Criteria for “Incomplete” Response:
§ The organization analyzes some incidents to determine a response.
5  Incident Management 
Goal 4  - A process for responding to and recovering from incidents is established.         
1.         Are incidents escalated to stakeholders for input and resolution? [IMC:SG4.SP1]
2.         Are responses to declared incidents developed and implemented according to pre-defined procedures? [IMC:SG4.SP2] 
3.         Are incident status and response communicated to affected parties (including public relations staff and external media outlets)? [IMC:SG4.SP3]
4.         Are incidents tracked to resolution? [IMC:SG4.SP4]
 
Goal 5  - Post-incident lessons learned are translated into improvement strategies.         
1.         Is analysis performed to determine the root causes of incidents? [IMC:SG5.SP1]         
2.         Is there a link between the incident management process and other related processes (problem management, risk management, change management, etc.)? [IMC:SG5.SP2]         
3.         Are lessons learned from incident management used to improve asset protection and service continuity strategies? [IMC:SG5.SP3]
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if incidents are escalated to stakeholders for input and resolution. 
 
§ Incidents that the organization has declared should be escalated to stakeholders who can implement, manage, and resolve the incident. 
§ Stakeholders can be internal to the organization (such as a standing incident response team or an incident-specific team) or external, in the form of contractors or other suppliers. 
 
Criteria for “Yes” Response: 
§ The organization escalates all incidents, relevant to the critical service, to the proper stakeholders for input and resolution.
Criteria for “Incomplete” Response:
§ The organization escalates some incidents to the proper stakeholders.
Question Intent: To determine if responses to declared incidents are developed and implemented according to pre-defined procedures.
 
§ The organization's response to an incident should be founded on pre-defined incident response procedures.
§ Pre-defined procedures describe the actions the organization takes to prevent or contain the impact of an incident.
§ Incident response may be as simple as notifying users to avoid opening a specific type of email message or as complicated as having to implement service continuity plans. 
 
The actions related to incident response can include:
§ containing damage (i.e., taking hardware or systems offline or by locking-down a facility)
§ collecting evidence (including logs and audit trails)
§ interviewing relevant staff
§ communicating to stakeholders
§ developing and implementing corrective actions and controls
§ implementing continuity and restoration plans or other emergency actions
 
Criteria for “Yes” Response:
§ The organization uses predefined procedures to develop and implement a response to all declared incidents.  
Criteria for “Incomplete” Response:
§ The organization used predefined procedures to develop and implement a response to some declared incidents
§ Or; pre-defined procedures for responding to declared incidents are in development and partially documented.
Question Intent: To determine if incident status and response are communicated to affected parties.
 
§ Incident status and response should be communicated in a controlled and regular manner to internal and external stakeholders.
§ Incident status and response should be managed throughout the incident lifecycle.
 
The incident communication process should include:
§ the stakeholders with whom communication about incidents are required
§ the level of communication appropriate to various stakeholders
§ special controls over communication (i.e., encryption or secured communications) that are appropriate for some stakeholders
§ the frequency and timing of communication
 
Examples of stakeholders that may need to be included in incident communication:
§ internal staff who have incident handling and management responsibilities
§ asset owners and service owners
§ information technology staff 
§ business continuity staff 
§ affected customers or suppliers
§ local, state, and federal emergency management staff
§ support functions such as legal, audit, and human resources
§ legal and law enforcement staff (including federal agencies), if the incident may have legal ramifications
§ external media outlets 
§ regulatory and governing agencies
§ local utilities (power, gas, telecommunications, water, etc.)
 
Criteria for “Yes” Response:
§ The organization communicates incident status and response to all affected parties.
Criteria for “Incomplete” Response:
§ The organization communicates incident status and response to some affected parties.
Question Intent: To determine if incidents are tracked to resolution.
 
§ The organization should have a process for the formal closure of incidents that results in formally logging a status of closed in the incident knowledge base.
§ The status of incidents in the incident knowledge base should be reviewed regularly to determine if open incidents should be closed or need additional action.
 
Typical work products:
§ criteria for incident closure
§ updated incident knowledge base
 
Criteria for “Yes” Response:
§ The organization tracks all incidents relevant to the critical service to resolution.
Criteria for “Incomplete” Response:
§ The organization tracks some incidents to resolution. 
Question Intent: To determine if analysis is performed to determine the root causes of incidents.
 
§ The organization should employ commonly available techniques to perform root cause analysis as a means of potentially preventing future incidents of a similar type and impact.
 
Criteria for “Yes” Response:
§ The organization analyzes all incidents relevant to the critical service to determine the root cause.
Criteria for “Incomplete” Response:
§ The organization analyzes some incidents to determine the root cause.
Question Intent: To determine if a link between the incident management process and other related processes is established.
 
§ Problem management is the process that an organization uses to identify recurring problems, examine root causes, and develop solutions for these problems to prevent future, similar incidents. 
§ Formal linkages to other processes (risk management, change and configuration management, vulnerability management, etc.) that may impact an incident should be established. 
§ Formal linkages strengthen the organization's overall ability to prevent incidents.
 
Criteria for “Yes” Response:
§ The organization has established a formal link between the incident management process and other related process areas.
Criteria for “Incomplete” Response:
§ The establishment of formal links is in development.
Question Intent: To determine if lessons learned from the incident management process are used to improve asset protection and service continuity strategies.
 
§ Lessons learned in incident management should help determine the validity and effectiveness of the organization's current strategies for protecting and sustaining assets.
§ Lessons learned should also provide valuable information for continuous improvement of the incident management process.
 
Examples of improvements to asset protection and service continuity strategies may include:
§ updated asset protection requirements
§ updated controls to protect assets and services from future incidents of a similar type and nature
§ updated policies to reflect lessons learned
§ updated training for employees regarding the incident
§ revised service continuity plans and strategies
§ revised incident criteria
§ standardized responses to common incidents
 
Criteria for “Yes” Response:
§ The organization uses lessons learned from all incidents, relevant to the critical service, to improve asset protection and service continuity strategies.
Criteria for “Incomplete” Response:
§ The organization uses lessons learned from some relevant incidents to improve asset protection and service continuity strategies.
5  Incident Management 
 
1.         Is there a documented plan for performing incident management activities?         
2.         Is there a documented policy for incident management?
         
3.         Have stakeholders for incident management activities been identified and made aware of their roles?         
4.         Have incident management standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the incident management activities?         
2.         Have qualified staff been assigned to perform incident management activities as planned?         
3.         Is there adequate funding to perform incident management activities as planned?           
4.         Are risks related to the performance of planned incident management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are incident management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are incident management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of incident management?                                    
1.         Has the organization adopted a standard definition of incident management activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to incident management activities documented and shared across the organization? 
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing incident management activities exists. 
 
§ The plan defines incident management within the organization and prescribes how incident management activities will be performed.
§ The plan may be a standalone document, embedded in a more comprehensive document, or distributed across multiple documents.
 
The plan typically includes:
§ incident management activities (event detection, incident declaration, incident analysis, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing incident management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented. 
Question Intent: To determine if a policy for performing incident management activities exists.
 
§ A policy is a written communication from the organization's senior management to its employees. 
§ It establishes the organizational expectations for planning and performing the incident management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform incident management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing incident management activities
§ post-incident review, problem resolution, and closure
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing incident management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for incident management activities have been identified and made aware of their roles.
 
Stakeholders of the incident management process have the following responsibilities:
§ overseeing the incident management process
§ making critical decisions during the incident management process
§ resolving issues with the incident management process
§ detecting events and incidents
§ planning for incident handling, management, and response
§ collecting, documenting, and preserving event and incident evidence
§ analyzing events and incidents
§ declaring incidents
 
Examples of stakeholders include:
§ critical service owners and staff
§ management
§ incident manages
§ incident owners
§ staff who serve key roles in incident communication activities, such as public relations
§ owners and custodians of assets that underpin the service
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
§ acquisition and procurement staff
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the incident management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the incident management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing incident management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of incident management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ detecting, logging, reporting, and tracking events
§ collecting and preserving evidence
§ triaging events
§ analyzing events
§ declaring an incident from one or more events
§ responding to incidents, including escalation procedures
§ incident communication protocols
§ creating and maintaining the incident knowledge base
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing incident management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the incident management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the incident management activities.
§ Oversight provides visibility into the incident management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the incident management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day incident management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day incident management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform incident management activities.
 
Examples of staff include personnel responsible for:
§ detecting, logging, analyzing, reporting, and tracking events
§ collecting and preserving evidence
§ declaring an incident from one or more events
§ managing incidents and making critical decisions
§ analyzing and responding to incidents, including escalation procedures
§ communicating incidents
§ performing post-incident reviews, resolving problems, and closing incidents
§ creating and maintaining the incident knowledge base
§ managing external entities that have contractual obligations for process activities
Examples of skills needed include:
§ event detection, reporting, and tracking, including service desk activities
§ documenting and logging event reports
§ collecting and preserving evidence
§ declaring incidents
§ incident analysis
§ escalating and communicating incidents
§ understanding and applying laws, rules, and regulations
§ performing root-cause analysis and post-incident review
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned incident management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of incident management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned incident management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned incident management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of incident management activities. 
 
§ The intent is to determine risks that prevent the organization from performing incident management activities (incident management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the incident management process include:
§ poorly defined incident management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned incident management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned incident management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned incident management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the incident management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the incident management process are needed to ensure that:
§ incident management performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to incident management performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ events and incidents are identified, reported, and addressed in a timely manner
§ events and incidents are logged and closed
§ incidents are properly declared
§ post-incident reviews are performed to improve the process
 
Example metrics of the incident management process may include:
§ number of work products that don't meet standards
§ number of incidents that did not undergo post-incident review
§ number of open incident management process performance issues
§ percentage of incidents that are the result of exploited vulnerabilities with known solutions or patches
§ percentage of incidents that require escalation
§ number of events or incidents that have been logged but not closed
 
Criteria for “Yes” Response:
§ All incident management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the incident management activities.
§ Or; review and measurement address some of the incident management activities. 
§ Or; incident management activities are reviewed but not measured.
Question Intent: To periodically determine if incident management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the incident management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing incident management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All incident management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.
§ Or; some incident management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of incident management is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the incident management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of incident management activities
§ issues identified in process and plan reviews
§ risks associated with incident management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of incident management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines incident management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in incident management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow, including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of incident management. 
Criteria for “Incomplete” Response:
§ A standard definition of incident management is in development and partially documented.
Question Intent: To ensure that improvements to the incident management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the incident management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned in the post-incident review
§ improvements based on risk identification and mitigation
§ recommended updates to the incident management plan
 
Criteria for “Yes” Response:
§ Improvements to incident management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to incident management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
5  Incident Management 
Other Observations – Incident Management 
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6  Service Continuity Management 
6         Service Continuity Management
The purpose of Service Continuity Management is to ensure the continuity of essential operations of services and their associated assets if a disruption occurs as a result of an incident, disaster, or other disruptive event.
Goal 1  - Service continuity plans for high-value services are developed.
1.         Are service continuity plans developed and documented for assets required for delivery of the critical service? [SC:SG3.SP2]
People
Information
Technology
Facilities         
2.         Are service continuity plans developed using established standards, guidelines, and templates? [SC:SG3.SP2]         
3.         Are staff members assigned to execute specific service continuity plans? [SC:SG3.SP3]         
4.         Are key contacts identified in the service continuity plans? [SC:SG2.SP2]         
5.         Are service continuity plans stored in a controlled manner and available to all those who need to know? [SC:SG3.SP4]         
6.         Are availability requirements such as recovery time objectives and recovery point objectives established? [TM:SG5.SP1]                  
Goal 2  - Service continuity plans are reviewed to resolve conflicts between plans.         
1.         Are plans reviewed to identify and resolve conflicts? [SC:SG4.SP2]                  
Goal 3 - Service continuity plans are tested to ensure they meet their stated objectives.         
1.         Have standards for testing service continuity plans been implemented? [SC:SG5.SP1]         
2.         Has a schedule for testing service continuity plans been established? [SC:SG5.SP1]         
3.         Are service continuity plans tested? [SC:SG5.SP3]
 
4.         Are backup and storage procedures for high-value information assets tested? [KIM:SG6.SP1]         
5.         Are test results compared with test objectives to identify needed improvements to service continuity plans? [SC:SG5.SP4]         
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if service continuity plans are developed and documented for assets required for the delivery of the critical service.
 
§ A service continuity plan is a proactive plan of action an organization will take if a service disruption occurs.
§ Plans should be developed at the time of service development and implementation.
§ Plans should also be adjusted on an ongoing basis as new risks are encountered and the operational environment changes.
§ Service continuity plans may require one or more sub plans such as a recovery or restoration plan.
 
Typical work products include:
§ service continuity plan templates
§ service continuity plans (including a list of relevant stakeholders)
 
Criteria for “Yes” Response:
§ The organization has developed and documented service continuity plans for all assets required for the delivery of the critical service.
Criteria for “Incomplete” Response:
§ Service continuity plans have been developed and documented for some assets.
§ Or; service continuity plans are in development and partially documented.
Question Intent: To determine if service continuity plans for the critical service are developed using standards, guidelines, and templates.
 
§ Standards and guidelines ensure enterprise-wide consistency of service continuity plans.
§ Standards, guidelines, and templates can be derived by the organization from both internal and external sources.
 
Standards, guidelines, and templates may cover topics such as:
§ alternative resources and locations that would support the organization's high-value services
§ alternative activities that would have to be performed (technical or manual)
§ identification of:
• vital staff roles and responsibilities
• high-value technology, information, and facility assets necessary to support the plan
• relevant stakeholders of the plan and method of communicating with them 
§ documentation of:
• the recovery and restoration sequence for the critical service 
• security and access-related issues that are required to execute the plan 
• any special handling that is required of information or technology
• the service continuity test plan
• the service continuity training plan 
§ coordination activities with other internal staff and external entities
§ the levels of authority and access needed by responders to carry out the plan
 
Criteria for “Yes” Response:
§ The organization has developed each service continuity plan for the critical service using established standards, guidelines, and templates.
Criteria for “Incomplete” Response:
§ Some service continuity plans are developed using standards, guidelines, and templates.
Question Intent: To determine if staff members are assigned to execute specific service continuity plans.
 
§ The activities documented in the service continuity plan must be assigned to responsible and skilled individuals in the event that the plan must be executed.
§ These staff members may be internal or external (through outsourcing arrangements and service contracts) to the organization.
 
Typical work products include:
§ service continuity plan staff requirements
§ list of potential staff members
§ staff and task assignments (internal and external)
§ staff commitments to service continuity plans
 
Criteria for “Yes” Response:
§ The organization has assigned staff required for the execution of each service continuity plan established for the critical service.
Criteria for “Incomplete” Response:
§ The organization has assigned staff required for the execution of some plans.
Question Intent: To determine if key contacts are identified in service continuity plans.
 
§ The critical service may depend on assets both internal and external to the organization.
§ Services may also rely on external partnerships such as public agencies and infrastructure providers (public utilities, telecommunications, etc.).
§ Key contacts can therefore be internal or external to the organization.
 
Typical work products include:
§ list of public service providers on which the critical service is dependent
§ list of external entities, including business partners and vendors, that facilitate critical service delivery
§ list of key contacts (both internal and external)
 
Criteria for “Yes” Response:
§ The organization has identified key contacts in each service continuity plan established for the critical service.
Criteria for “Incomplete” Response:
§ The organization has identified key contacts in some of the service continuity plans.
§ Or; The organization has identified some key contacts in the service continuity plans.
Question Intent: To determine if service continuity plans are stored in a controlled manner and available to those who need to know.
 
§ The ability to execute service continuity plans during a disruption depends on their accessibility and integrity. 
§ The organization must take steps to ensure that the plans are:
• archived in a controlled manner
• up to date and available 
• secured and free from unapproved modification 
• readily retrievable, when necessary, by those who need access to them
 
Criteria for “Yes” Response:
§ The organization stores all service continuity plans for the critical service in a controlled manner, and the plans are available to all who need to know.
Criteria for “Incomplete” Response:
§ The organization stores all service continuity plans for the critical service in a controlled manner, and the plans are available to some who need to know.
§ Or; the organization stores some service continuity plans for the critical service in a controlled manner, and those plans are available to all who need to know.
Question Intent: To determine if availability requirements are established for service continuity plans.
 
§ Availability requirements must be met by an asset not only in day-to-day operations but also under diminished conditions brought on by a disruption or event.
§ Recovery time objectives establish the period of acceptable downtime or the maximum time allowed for the recovery of a critical service following a disruption.
§ Recovery point objectives establish the maximum amount of data that may be lost when service is restored after a disruption. The recovery point objective is typically expressed as a length of time. (e.g., a maximum of 4 hours' worth of data).
 
Criteria for “Yes” Response:
§ The organization has established and documented availability requirements for the critical service.
Criteria for “Incomplete” Response:
§ Availability requirements are in development and partially documented.
Question Intent: To determine if plans are reviewed to identify and resolve conflicts.
 
§ Service continuity plans often overlap and rely on the same set of organizational resources. For example:
• An offsite facility that is named in more than one plan may not be able to satisfy requirements if multiple plans are executed simultaneously.
• Multiple service continuity plans, which may need to be executed simultaneously, often rely on the same people.
 
Possible actions:
§ Revise or rewrite conflicting plans.
§ Prioritize plans to account for assets that support multiple services.
§ Provide training for staff members who would be affected by plan conflicts.
 
Typical work products include:
§ list of plan conflicts
§ plan updates and remediation actions
 
Criteria for “Yes” Response:
§ The organization reviews all service continuity plans that support the critical service to identify and resolve conflicts.
Criteria for “Incomplete” Response:
§ The organization reviews some service continuity plans to identify and resolve conflicts.
Question Intent: To determine if standards for testing service continuity plans have been implemented.
 
§ Test standards help ensure service continuity plans are viable.
§ Testing should be conducted in a controlled environment.
§ Testing is often the only opportunity for an organization to know whether the plans meet their stated objectives.
§ The testing program and standards should be enforced to ensure consistency and the ability to interpret results at the organizational level.
 
Standards for service continuity testing can include:
§ types of tests (i.e., walkthroughs, tabletops, dependency testing, etc.)
§ required test components
§ testing frequency
§ quality assurance standards
§ involvement and commitment of plan stakeholders
§ reporting standards
§ measurement standards
§ test plan maintenance
 
Typical work products include:
§ plan test program
§ plan test standards
 
Criteria for “Yes” Response:
§ There are documented standards for testing service continuity plans.
Criteria for “Incomplete” Response:
§ Standards for testing service continuity plans are in development and partially documented.
Question Intent: To determine if a schedule for testing service continuity plans is established.
 
§ The service continuity test schedule should meet the requirements of the service.
 
Typical work products include:
§ plan test schedule
 
Criteria for “Yes” Response:
§ There is a documented schedule for testing all service continuity plans that support the critical service.
Criteria for “Incomplete” Response:
§ The schedule for testing service continuity plans is in development and partially documented.
Question Intent: To determine if service continuity plans are tested.
 
§ The tests should establish the viability, accuracy, and completeness of the plan.
§ The tests should also provide information about the organization's level of preparedness.
§ The tests are performed under conditions established by the organization, and the results of the test should be recorded and documented. 
 
Typical work products include:
§ documented test results
 
Criteria for “Yes” Response:
§ Each service continuity plan that supports the critical service is tested.
Criteria for “Incomplete” Response:
§ Some service continuity plans are tested.
Question Intent: To determine if backup and storage procedures for high-value information assets are tested.
 
§ Backup and storage of information assets should meet the requirements of the service.
§ Testing of backup and storage procedures is done to ensure those requirements are being met.
§ Periodic testing of the organization's backup and storage procedures ensures continued validity as operational conditions change.
 
Information asset backup and storage procedures typically include:
§ frequency standards
§ retention periods
§ authorized storage locations and methods
§ encryption and protection requirements
§ testing standards
§ periodic review and revision of backup and storage procedures
 
Criteria for “Yes” Response:
§ Backup and storage procedures are tested for all high-value information assets that support the critical service.
Criteria for “Incomplete” Response:
§ Backup and storage procedures are tested for some high-value information assets.
Question Intent: To determine if test results are compared to test objectives to identify improvements to service continuity plans.
 
§ The objective of service continuity plan testing is to ensure that plans work as intended.
§ Testing identifies required improvements to the service continuity plans as well as the associated test plans.
§ The evaluation of test results involves comparing the documented test results against the established test objectives. 
• Areas where objectives could not be met are recorded, and strategies are developed to review and revise the plans. 
• Improvements to the testing process and plans should also be identified, documented, and incorporated into future tests.
 
Improvement areas may include:
§ lack of sufficient resources
§ lack of appropriate resources
§ training gaps for plan staff and stakeholders
§ plan conflicts (if multiple plans are tested simultaneously)
§ required changes to infrastructure
 
Typical work products include:
§ documented test results
§ list of improvements to service continuity plans
§ list of improvements to service continuity test plans
 
Criteria for “Yes” Response:
§ Test results for each service continuity plan required for the delivery of the critical service are compared with test objectives to identify needed improvements.
Criteria for “Incomplete” Response:
§ Test results for some service continuity plans are compared with test objectives to identify needed improvements.
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Goal 4  - Service continuity plans are executed and reviewed. 
1.         Have conditions been identified that trigger the execution of the service continuity plan? [SC:SG6.SP1]
2.         Is execution of service continuity plans reviewed? [SC:SG6.SP2]
 
3.         Are improvements identified as result of executing service continuity plans? [SC:SG7.SP2] 
 
 
 
1.         Is there a documented plan for performing service continuity activities?         
2.         Is there a documented policy for service continuity?
 
3.         Have stakeholders for service continuity activities been identified and made aware of their roles?
4.         Have service continuity standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of the service continuity activities?
2.         Have qualified staff been assigned to perform service continuity activities as planned?
3.         Is there adequate funding to perform service continuity activities as planned?  
4.         Are risks related to the performance of planned service continuity activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are service continuity activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are service continuity activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of service continuity?                  
1.         Has the organization adopted a standard definition of service continuity activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to service continuity documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
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Question Intent: To determine if conditions have been identified that trigger the execution of the service continuity plan.
 
§ The organization must be able to determine when the plan must be executed and who is responsible for initiating action.
§ The organization should ensure that owners of service continuity plans understand the conditions for execution.
§ Plans may be executed for a variety of reasons, including:
• in response to a perceived or known threat
• as a result of an incident
• in response to a crisis
• cut-over from one application system to another
• moving office locations
• moving data centers
 
Typical work products include:
§ organizational conditions for executing service continuity plans
 
Criteria for “Yes” Response:
§ Conditions that trigger the execution of each service continuity plan that supports the critical service have been identified and documented.
Criteria for “Incomplete” Response:
§ Conditions that trigger the execution of some service continuity plans have been identified and documented.
Question Intent: To determine if the execution of service continuity plans is reviewed.
 
§ The review of executed service continuity plans identifies plan shortcomings and needed improvements.
§ Unforeseen circumstances that arise during the execution are documented and addressed. 
 
Criteria for “Yes” Response:
§ The execution of each service continuity plan that supports the critical service is reviewed.
§ Or; if service continuity plans have not been executed, reviews of executed plans are required as part of a standard process. 
Criteria for “Incomplete” Response:
§ The execution of some service continuity plans is reviewed.
Question Intent: To determine if improvements are identified as a result of executing service continuity plans.
 
§ As a result of the review of executed service continuity plans (SCM:G4.Q2), improvements are identified and documented.
 
Typical work products include:
§ list of improvements to service continuity plans
§ list of improvements to service continuity test plans
 
Criteria for “Yes” Response:
§ Improvements to each executed service continuity plan that supports the critical service are identified and documented.
§ Or; if service continuity plans have not been executed, the identification of improvements to executed plans is required as part of a standard process. 
Criteria for “Incomplete” Response:
§ Improvements to some executed service continuity plans are identified and documented.
Question Intent: To determine if a plan for performing service continuity management activities exists. 
 
§ The plan defines service continuity management within the organization and prescribes how service continuity management activities will be performed.
§ The plan may be a stand-alone document or may be comprised of multiple documents.
§ The plan for the service continuity process details how the organization will perform service continuity planning, including the development of service continuity plans.
• The plan for the service continuity process should not be confused with a specific service continuity plan.
• Service continuity plans are service-specific plans for sustaining services and associated assets.
 
The plan typically includes:
§ service continuity management activities (testing, executing, reviewing both tested and executed plans, identifying improvements, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing service continuity management activities.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing service continuity management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the service continuity management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform service continuity management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the service continuity management activities
§ communication of plans to stakeholders
§ responsibility for testing plans on a regular basis
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
§ post-plan review and revision
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing service continuity management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for service continuity activities have been identified and made aware of their roles.
 
Stakeholders of the service continuity management process have the following responsibilities:
§ overseeing the service continuity management process
§ developing service continuity plans
§ coordinating service continuity activities
§ participating in the test and execution of service continuity plans
§ resolving issues with the service continuity management process
§ ensuring that service continuity plans reflect all external dependencies
§ reviewing and appraising the effectiveness of service continuity activities
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ regulatory and legal entities to which the organization is required to submit service continuity plans
§ internal and external auditors
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the service continuity management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the service continuity management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing service continuity management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of service continuity management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ plan ownership
§ plan documentation
§ plan content
§ testing plans, including test objectives, reporting, and frequency
§ involvement of stakeholders, including from external dependencies
§ plan versioning, storage, archiving, and security
§ plan training
§ external entities
§ issue escalation and resolution procedures
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing service continuity management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct, day-to-day monitoring of the service continuity management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the service continuity management activities.
§ Oversight provides visibility into the service continuity management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the service continuity management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day service continuity management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day service continuity management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform service continuity management activities.
 
Examples of staff include personnel responsible for:
§ developing process standards and guidelines
§ developing service continuity plans
§ developing and conducting service continuity training
§ service continuity plan testing and validation
§ identifying internal and external dependencies
 
Examples of skills needed include:
§ knowledge necessary to elicit resilience requirements to be reflected in service continuity plans
§ knowledge unique to each service that is required to develop service-specific continuity plans
§ knowledge necessary to plan and conduct service continuity testing
§ knowledge of service continuity tools, techniques, and methods
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned service continuity management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of service continuity management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned service continuity management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned service continuity management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the service continuity management activities. 
 
§ The intent is to determine risks that prevent the organization from performing service continuity management activities (service continuity management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the service continuity management process include:
§ poorly defined service continuity management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned service continuity management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned service continuity management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned service continuity management activities are identified but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the service continuity management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the service continuity management process are needed to ensure that:
§ service continuity performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to service continuity performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ test plans are tested as required
§ test results meet objectives
§ access to service continuity plans is limited to authorized staff
§ changes to service continuity plans are controlled
§ the effectiveness of service continuity plans is measured
 
Example metrics of the service continuity management process may include:
§ percentage of service continuity plans completed, tested, executed, and yet to be developed
§ percentage of plans that meet objectives (e.g., RTOs and RPOs)
§ percentage of plans that require changes to meet objectives
§ percentage of plans that have not been reviewed post-test or post-execution
§ percentage of staff who have not been trained
 
Criteria for “Yes” Response:
§ All service continuity management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the service continuity management activities.
§ Or; review and measurement address some of the service continuity management activities. 
§ Or; service continuity management activities are reviewed but not measured.
Question Intent: To periodically determine if service continuity management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the service continuity management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing service continuity management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All service continuity management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.
§ Or; some service continuity management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of service continuity management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the service continuity management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ reviews of status of service continuity management activities
§ issues identified in process and plan reviews
§ risks associated with service continuity management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of service continuity management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines service continuity management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in service continuity management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow, including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of service continuity management. 
Criteria for “Incomplete” Response:
§ A standard definition of service continuity management is in development and partially documented.
Question Intent: To ensure that improvements to the service continuity management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the service continuity management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from testing and executing service continuity plans 
§ improvements based on risk identification and mitigation
§ lessons learned from conflicts arising from resource contention between service continuity plans
 
Criteria for “Yes” Response:
§ Improvements to service continuity management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to service continuity management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
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Other Observations – Service Continuity Management 
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7  Risk Management 
7         Risk Management
The purpose of Risk Management is to identify, analyze, and mitigate risks to critical service assets that could adversely affect the operation and delivery of services.
Goal 1  - A strategy for identifying, analyzing, and mitigating risks is developed.         
1.         Have sources of risk that can affect operations been identified? [RISK:SG1.SP1]         
2.         Have categories been established for risks? [RISK:SG1.SP1]
 
3.         Has a plan for managing operational risk been established? [RISK:SG1.SP2]         
4.         Is the plan for managing operational risk communicated to stakeholders? [RISK:SG1.SP2]                  
Goal 2  - Risk tolerances are identified, and the focus of risk management activities is established.
1.         Have impact areas been identified, such as reputation, financial health, and regulatory compliance? [RISK:SG2.SP2]
2.         Have impact areas been prioritized to determine their relative importance? [RISK:SG2.SP2]
3.         Have risk tolerance parameters been established for each impact area? [RISK:SG2.SP2]
4.         Are risk tolerance thresholds, which trigger action, defined for each category of risk? [RISK:SG2.SP1]         
Goal 3  - Risks are identified.
 
1.         Are operational risks that could affect delivery of the critical service identified? [RISK:SG3.SP2]         
Goal 4  - Risks are analyzed and assigned a disposition.
 
1.         Are risks analyzed to determine potential impact to the critical service? [RISK:SG4.SP1]
2.         Is a disposition (accept, transfer, mitigate, etc.) assigned to identified risks? [RISK:SG4.SP3]         
Goal 5  - Risks to assets and services are mitigated and controlled.
1.         Are plans developed for risks that the organization decides to mitigate? [RISK:SG5.SP1]
2.         Are identified risks tracked to closure? [RISK:SG5.SP2]
 
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if sources of risk that can affect operations have been identified.
 
§ Operational risk is defined as the potential impact on assets and the related services --the risk that results from operating services and assets on a day-to-day basis.
§ Operational risk sources are the fundamental areas of risk that can affect the critical service and associated assets.
§ Identifying risk sources or areas of risk helps the organization determine and categorize the types of operational risk that are most likely to affect day-to-day operations. 
 
Risk sources typically include:
§ poorly designed and executed business processes and services
§ inadvertent actions of people, such as accidental disclosures or modifications of information
§ intentional actions of people, such as insider threat and fraud 
§ failure of systems to perform as intended
§ failures of technology, such as the unanticipated results of the execution of software
§ external events and forces, such as natural disasters, failures of public infrastructure, and failures in the organization's supply chain
 
Criteria for “Yes” Response:
§ Sources of risk that can affect operation of the critical service have been identified and documented.
Criteria for “Incomplete” Response:
§ Sources of risk that can affect operation of the critical service are being identified and are partially documented.
Question Intent:  To determine if categories have been established for risks.
 
§ Risk categories provide a means for collecting and organizing risk for ease of analysis and mitigation.
§ Operational risk categories typically align with the sources of operational risk.
§ Risk categories can be as granular as necessary for the organization to effectively manage risk.
 
Examples of operational risk categories:
§ failed processes
• employee screening
• vendor management
§ actions of people
• malicious attack
• inadvertent disclosure 
§ systems and technology
• unsupported software
• hardware failure
§ external events
• natural disaster
• supply chain interruption 
 
Criteria for “Yes” Response:
§ Categories of risk that can affect the critical service have been established and documented.
Criteria for “Incomplete” Response:
§ Categories of risk that can affect the critical service are being established and are partially documented.
Question Intent:  To determine if a plan for managing operational risk has been established.
 
§ The plan provides a common foundation for the performance of operational risk management activities.
§ The operational risk management plan should be developed to facilitate the accumulation of operational risks as input to the organization's enterprise risk management program.
 
Typical items addressed in an operational risk management plan include:
§ the scope of operational risk management activities
§ the methods to be used for operational risk identification, analysis, mitigation, monitoring, etc.
§ identification of sources of operational risk
§ risk mitigation techniques to be used
§ identification and definition of risk metrics
§ frequency of risk monitoring and reassessment
 
Criteria for “Yes” Response:
§ There is a documented plan for managing operational risk.
Criteria for “Incomplete” Response:
 § A plan is in development and partially documented.
Question Intent:  To determine if the plan for managing operational risk is communicated to stakeholders.
 
§ Relevant stakeholders can be internal or external to the organization and are responsible for operational risk management activities.
 
Criteria for “Yes” Response:
§ The plan for managing operational risk is communicated to all stakeholders that support the critical service.
Criteria for “Incomplete” Response:
§ The plan for managing operational risk is communicated to some stakeholders.
Question Intent: To determine if impact areas have been identified, such as reputation, financial health, and regulatory compliance.
 
§ Organizational impact areas identify the categories where realized risk may have meaningful and disruptive consequences.
§ Impact areas reflect what is important to the organization and to the accomplishment of its mission.
§ Organizational impact areas help identify how realized risk may affect the organization. 
 
Examples of organizational impact areas:
§ reputation and customer confidence
§ revenue
§ staff productivity
§ safety and health of staff and customers
§ fines and legal penalties
§ compliance with regulations
 
 Criteria for “Yes” Response:
§ Impact areas have been identified and documented for the critical service.
Criteria for “Incomplete” Response:
§ Impact areas are being identified and are partially documented.
Question Intent: To determine if impact areas have been prioritized to determine their relative importance.
 
§ Prioritization allows the organization to determine the relative importance of impact areas for risk prioritization and mitigation.
 
 Criteria for “Yes” Response:
§ The organization has prioritized all impact areas (documented in G2.Q1) that affect the critical service.
Criteria for “Incomplete” Response:
§ The organization has prioritized some impact areas that affect the critical service.
Question Intent: To determine if risk tolerance parameters have been established for each impact area.
 
§ Risk parameters may differ for each impact area.
§ Risk parameters provide the organization a means for consistent measurement of risk across the organization.
§ Risk tolerance parameters describe the risk measurement criteria for each impact area. 
§ Risk measurement criteria include how impact is measured, how frequently it is measured, and what is to be measured.
§ Risk tolerance parameters can be qualitative (high, medium, low) or quantitative (based on levels of loss, fines, number of customers lost, etc.).
 
Criteria for “Yes” Response:
§ The organization has established risk tolerance parameters for each impact area defined for the critical service.
Criteria for “Incomplete” Response:
§ The organization has established risk tolerance parameters for some impact areas.
Question Intent:  To determine if risk tolerance thresholds, which trigger action, are defined for each category of risk.
 
§ Risk tolerance parameters describe the risk measurement criteria for each impact area. 
§ Risk tolerance thresholds are used by management to determine when a risk is in control or when it has exceeded acceptable limits.
§ Risk tolerance thresholds should be set for each category of risk that the organization establishes as a means for measuring and managing risk. For example:
• A risk tolerance threshold for a category of risk may be whenever more than 200 users are impacted.
• The risk tolerance threshold indicates when action needs to be taken to prevent operational disruption.
 
Criteria for “Yes” Response:
§ The organization has established a risk tolerance threshold for each category of risk defined for the critical service.
Criteria for “Incomplete” Response:
§ The organization has established a risk tolerance threshold for some categories of risk defined for the critical service.
Question Intent: To determine if operational risks that could affect delivery of the critical service are identified.
 
§ From the sources and categories of risk established in G1.Q1 and G1.Q2, specific risks that affect the delivery of the critical service should be identified.
§ The organization should determine the effect on the service that could result from the realization of risk at the asset level.
 
Typical Work Products:
§ List of operational risks by service
 
Criteria for “Yes” Response:
§ Operational risks that could affect delivery of the critical service are identified and documented.
Criteria for “Incomplete” Response:
§ Operational risks that could affect delivery of the critical service are being identified and are partially documented.
Question Intent: To determine if risks are analyzed to determine the potential impact to the critical service.
 
§ Each risk (identified in RM:G3.Q1) should be evaluated and assigned values in accordance with the defined risk parameters to determine impact to the critical service.
§ The organization should determine if the impact of the risk would exceed the risk tolerance thresholds.
 
Typical Work Products:
§ Business Impact Analysis
§ Updated operational risk statements to include the impact valuation. Risk statements may include:
• asset affected
• weakness or vulnerability
• means of exploitation
• likelihood (if known) 
• undesired outcomes or impacts 
• consequence to the organization
 
Criteria for “Yes” Response:
§ All identified risks to the critical service are analyzed to determine the potential impact.
Criteria for “Incomplete” Response:
§ Some identified risks to the critical service are analyzed to determine the potential impact.
Question Intent: To determine if a disposition is assigned to identified risks.
 
§ A disposition is a statement of how the organization intends to address the risk.
§ A risk disposition should be assigned to each operational risk. 
 
Risk dispositions typically include:
§ Avoid - altering operations to avoid the risk while still providing the service
§ Accept - acknowledging the risk without taking action
§ Monitor - deferring action until there is a need to address the risk
§ Transfer - assigning the risk to a willing and able entity
§ Mitigate or control - taking active steps to minimize the risk
 
Criteria for “Yes” Response:
§ A disposition is assigned to all identified risks that affect the critical service.
Criteria for “Incomplete” Response:
§ A disposition is assigned to some identified risks that affect the critical service.
Question Intent:  To determine if plans are developed for risks that the organization decides to mitigate.  
 
§ Risk mitigation plans should be developed when operational risk exceeds the organization's risk threshold and are determined to be unacceptable.
 
Risk mitigation plans may include actions to:
§ reduce the likelihood (probability) of the vulnerability or threat and resulting risk
§ minimize exposure to the vulnerability or threat from which the risk arises
§ develop service continuity plans that would keep an asset or service in production if affected by realized risk
§ develop recovery and restoration plans to address the consequences of realized risk
 
Criteria for “Yes” Response:
§ Risk mitigation plans are developed and documented for all risks that the organization decides to mitigate. 
Criteria for “Incomplete” Response:
§ Risk mitigation plans are in development and partially documented. 
Question Intent: To determine if identified risks are tracked to closure.
 
§ The disposition of risks must be tracked, periodically assessed, and revised as necessary. 
§ The organization should provide a method for tracking open risks to closure.
 
Criteria for “Yes” Response:
§ All identified risks are tracked to closure.
Criteria for “Incomplete” Response:
§ Some identified risks are tracked to closure.
7  Risk Management 
 
1.         Is there a documented plan for performing risk management activities?
2.         Is there a documented policy for risk management?
 
3.         Have stakeholders for risk management activities been identified and made aware of their roles?
4.         Have risk management activities standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of the risk management activities?
2.         Have qualified staff been assigned to perform risk management activities as planned?
3.         Is there adequate funding to perform risk management activities as planned?  
4.         Are risks related to the performance of planned risk management activities identified, analyzed, disposed of, monitored, and controlled?                    
1.         Are risk management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are risk management activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of risk management?                  
1.         Has the organization adopted a standard definition of risk management activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to risk management documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing risk management exists. 
 
§ The plan defines risk management within the organization and prescribes how risk management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ risk management activities (risk identification, risk analysis, and risk mitigation)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing risk management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if a policy for performing risk management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the risk management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform risk management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the risk environment
§ measuring adherence to policy, when exceptions are granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing risk management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for risk management activities have been identified and made aware of their roles.
 
Stakeholders of the risk management process have the following responsibilities:
§ identifying risk
§ analyzing risk
§ developing and implementing risk mitigation plans
§ reviewing the effectiveness of the risk management process
§ managing the risk resulting from unresolved problems (gaps in processes, insufficient staffing or funding, etc.)
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners and custodians of assets that underpin the service
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the risk management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the risk management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing risk management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of risk management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying risk sources and categories of risk
§ defining risk parameters (such as risk tolerance thresholds) and risk measurement criteria
§ assigning risk priorities based on risk analysis
§ assigning risk dispositions
§ developing risk mitigation plans
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing risk management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of risk management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of risk management activities.
§ Oversight provides visibility into risk management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of Corrective Actions:
§ taking actions to repair defective work products (risk statements, risk disposition, risk mitigation plans, documentation)
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in risk management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day risk management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day risk management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ “Qualified” means that staff are appropriately skilled to perform risk management activities.
 
Examples of staff include personnel responsible for:
§ identifying operational risk sources and categories
§ assessing operational risks
§ business impact analysis
§ developing risk mitigation plans
§ monitoring and tracking risk to closure
 
Examples of skills needed include:
§ proficiency with tools, techniques, and methods used to identify, analyze, mitigate, and monitor operational risk
§ knowledge necessary to develop, implement, and monitor risk mitigation plans
§ strong communication skills for conveying the operational risk and mitigation plans to higher level managers
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned risk management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of risk management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned risk management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities, including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned risk management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of risk management activities. 
 
§ The intent is to determine risks that prevent the organization from performing risk management activities (risk management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the risk management process include:
§ poorly defined risk management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned risk management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned risk management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or risks to the performance of planned risk management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the risk management activities (process) remain effective and produce the intended results by conducting periodic reviews and measurement activities. 
 
Periodic (as defined by the organization) reviews of the risk management process are needed to ensure that:
§ the performance of risk management process activities is being monitored and regularly reported
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the risk management process may include:
§ percentage of identified assets and services for which some form of risk assessment has been performed and documented
§ percentage of identified assets and services for which the impact or cost of compromise has been quantified
§ percentage of identified risks that have not been tracked to closure
§ percentage of identified risks that do not have a defined risk disposition
 
Criteria for “Yes” Response:
§ All risk management activities are periodically (as defined by the organization) reviewed and measured and the results are evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of risk management activities.
§ Or; review and measurement addresses some of the risk management activities.
§ Or; risk management activities are reviewed but not measured.
Question Intent: To periodically determine if risk management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the risk management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing risk management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All risk management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some risk management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of risk management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the risk management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of risk management activities
§ issues identified in process and plan reviews
§ risks associated with risk management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of risk management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines risk management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in risk management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow, including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of risk management. 
Criteria for “Incomplete” Response:
§ A standard definition of risk management is in development and partially documented.
Question Intent: To ensure that improvements to the risk management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the risk management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from both successfully and unsuccessfully mitigating identified risks
§ issues with the risk identification, analysis, prioritization, assessment, mitigation, and monitoring processes
 
Criteria for “Yes” Response:
§ Improvements to risk management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to risk management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
7  Risk Management 
Other Observations – Risk Management 
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8  External Dependencies Management 
8         External Dependencies Management
The purpose of External Dependencies Management is to establish processes to manage an appropriate level of controls to ensure the sustainment and protection of services and assets that are dependent on the actions of external entities.
Goal 1  - External dependencies are identified and prioritized to ensure sustained operation of high-value services.         
1.         Are dependencies on external relationships that are critical to the service identified? [EXD:SG1.SP1]
2.         Has a process been established for creating and maintaining a list of external dependencies? [EXD:SG1.SP1]
3.         Are external dependencies prioritized? [EXD:SG1.SP2]
         
Goal 2  - Risks due to external dependencies are identified and managed.
1.         Are risks due to external dependencies identified and managed?[EXD:SG2.SP1]         
Goal 3  - Relationships with external entities are formally established and maintained.
1.         Have resilience requirements of the critical service been established that apply specifically to each external dependency? [EXD:SG3.SP2]
2.         Are these requirements reviewed and updated? [EXD:SG3.SP2]
 
3.         Is the ability of external entities to meet resilience requirements of the critical service considered in the selection process? [EXD:SG3.SP3]
4.         Are resilience requirements included in formal agreements with external entities? [EXD:SG3.SP4]         
Goal 4  - Performance of external entities is managed.
         
1.         Is the performance of external entities monitored against resilience requirements? [EXD:SG4.SP1] 
2.         Has responsibility been assigned for monitoring external entity performance (as related to resilience requirements)? [EXD:SG4.SP1]
3.         Are corrective actions taken as necessary to address issues with external entity performance (as related to resilience requirements)? [EXD:SG4.SP2]
4.         Are corrective actions evaluated to ensure issues are remedied? [EXD:SG4.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent: To determine if external dependencies that are critical to the service are identified. 
 
§ An external dependency exists when an external entity (contractor, customer, service provider, etc.)
• has access to 
• control of 
• ownership in
• possession of 
• responsibility for or other defined obligations related to the critical service or its associated assets
 
Examples of services provided to an organization from external entities can include:
§ outsourced activities that support operation or maintenance of the critical service
§ security operations, IT service delivery and operations management, or services that directly affect resilience processes
§ backup and recovery of data, provision of backup facilities for operations and processing, and provision of support technology, or similar resilience-specific services
§ infrastructure providers such as power and dark fiber 
§ telecommunications (telephony and data)
§ public services such as fire and police support, emergency medical services, and emergency management services
§ technology and information assets, such as application software and databases
 
Typical work products include:
§ list of external dependencies and entities
 
Criteria for “Yes” Response:
§ The organization has documented all external dependencies that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has documented some of the external dependencies.
Question Intent: To determine if a process for creating and maintaining the list of external dependencies exists.
 
§ The organization's external dependencies will change over time as a result of changes to relationships with suppliers and customers, changes in services, the lifecycle of assets, etc. 
§ Once the list of external dependencies is established, it is important that it be maintained. 
§ A process for updating the list on a regular basis should be established.
 
Typical work products include:
§ documented process for creating and maintaining the list of external dependencies
 
Criteria for “Yes” Response:
§ The organization has established a process for creating and maintaining the list of external dependencies that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has a process in development and partially documented.
Question Intent: To determine if external dependencies are prioritized. The intent of prioritization is to ensure that the organization properly directs its resources to the external dependencies that most directly impact the critical service.
 
Prioritization criteria may include dependencies that:
§ directly affect the operation and delivery of the critical service support, maintain, or have custodial care of critical service assets
§ support the continuity of operations of the critical service
§ have access to highly sensitive or classified information 
§ support more than one critical service
§ supply assets that support the operation of a critical service
§ impact the recovery time objective of the critical service
 
Typical work products include:
§ criteria for prioritizing external dependencies
§ prioritized list of external dependencies
 
Criteria for “Yes” Response:
§ The organization has a prioritized list of all external dependencies that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has prioritized some external dependencies.
Question Intent: To determine if risks due to external dependencies are identified and managed. The intent of managing risk is to ensure the continuous operation of the critical service.
 
§ The identification of risks due to external dependencies forms a baseline from which a continuous risk management process can be established and managed.
 
Examples of risk include:
§ financial conditions
§ availability of external staff
§ reliance on subcontractors
§ risks to assets owned or operated by external entities
§ scalability of the external entity to meet capacity requirements
§ ability to support the continuity of operations of the critical service
 
Typical work products include:
§ external dependency risk statements, with impact valuation
§ list of external dependency risks, with categorization and prioritization
§ vendor management process to identify and evaluate risk
 
Criteria for “Yes” Response:
§ The organization has identified risks associated with all external dependencies that support the critical service.
§ And; risks are managed (impacts identified, analyzed, and the disposition of risk has been assigned).
Criteria for “Incomplete” Response:
§ The organization has identified and managed risks associated with some of the external dependencies.
Question Intent: To determine if resilience requirements for each external dependency have been established.
 
§ For each external dependency, the organization should establish a detailed set of resilience (protection and sustainment) requirements that the external entity must meet to support the critical service.
 
When developing protection and sustainment requirements for external dependencies, the organization should:
§ consider the external entity's impact on the operation of the critical service
§ consider the external entity's impact on the sustainability and recovery of the critical service
§ consider regulatory obligations
§ consult internal and external stakeholders responsible for the associated assets and services
§ consider other critical services that rely upon the same external dependency
§ include enterprise-level requirements
 
Typical work products include:
§ documented resilience requirements of the critical service:
• Availability 
• Security
• Integrity
• RPO/RTO
• Backup Requirements
 
Criteria for “Yes” Response:
§ The organization has established resilience requirements that apply to each external entity that supports the critical service.
Criteria for “Incomplete” Response:
§ The organization has established resilience requirements that apply to some of the external entities.
Question Intent: To determine if the organization, reviews and updates resilience requirements.
 
§ Typically this would be done periodically (as defined by the organization).
§ This can also be done as conditions warrant.  Example conditions:
• Change in external entity relationship
• Change in the critical service operating environment that may affect the resilience requirements.
 
Criteria for “Yes” Response:
§ The organization reviews and updates the resilience requirements for all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization reviews and updates the resilience requirements for some external entities.
Question Intent: To determine if the ability of an external entity to meet resilience requirements is considered in the selection process.
 
§ The selection process and criteria should be designed to ensure that the selected entity can fully meet the organization's established requirements. 
 
Typical work products include:
§ requests for proposals or other types of solicitation documents that include resilience requirements
§ external entity selection criteria
§ evaluation of each external entity proposal against the selection criteria
 
Criteria for “Yes” Response:
§ The ability to meet resilience requirements is considered when selecting all external entities that will support the critical service.
Criteria for “Incomplete” Response:
§ The ability to meet resilience requirements is considered when selecting some external entities.
Question Intent: To determine if resilience requirements are reflected in agreements with external entities.
§ Protection and sustainment requirements included in agreements will form the basis for monitoring the performance of the external entity. 
 
Types of agreements may include:
§ contracts
§ service level agreements
§ memoranda of agreement
§ purchase orders
§ licensing agreements 
 
The agreement should: 
§ be enforceable by the organization 
§ include detailed and complete requirements that must be met by the external entity
§ include required performance standards and/or work products
§ be updated to reflect changes in requirements over the life of the relationship
 
Example resilience requirements can include:
§ performance standards
§ security, confidentiality, and privacy requirements
§ disclosure obligations for security breaches
§ business resumption and contingency plans
§ staff performance or pre-screening
§ controls 
§ regulatory, legal, and compliance obligations
 
Typical work products include:
§ agreements with external entities
§ service level agreements
§ requirements traceability matrix
§ resilience requirements specification
 
Criteria for “Yes” Response:
§ The organization includes resilience requirements in agreements with all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization includes resilience requirements in agreements with some external entities.
Question Intent: To determine if the performance of external entities is monitored against the requirements of the critical service.
 
§ Typically performance would be reviewed periodically (as defined by the organization).
§ Performance reviews can also be done as conditions warrant.  Example conditions:
• Sudden change in external entity performance.
• Change in the expected quality of work products.
§ Protection and sustainment requirements included in agreements should be used as the basis for monitoring the performance of the external entity.
§ This includes all services provided in support of the critical service for which the external entity is responsible. 
§ Any deviations from established agreements must be analyzed to understand the potential impact on the organization.
 
Criteria for “Yes” Response:
§ The organization monitors the performance of all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization monitors the performance of some external entities.
Question Intent: To determine if responsibility for monitoring external entities is assigned. 
 
§ Assigning responsibility ensures that monitoring is performed on a timely and consistent basis.
§ The organization should assign responsibility for monitoring each entity.
§ Responsibility is typically assigned to the owner of the relationship.
§ The responsible staff should establish procedures that determine the frequency, protocol, and responsibility for monitoring a particular external entity. 
§ These procedures should be consistent with the terms of the agreement with the external entity. 
 
Criteria for “Yes” Response:
§ The responsibility for monitoring the performance of each external entity that supports the critical service has been assigned.
Criteria for “Incomplete” Response:
§ The responsibility for monitoring the performance of some external entities has been assigned.
Question Intent: To determine if corrective actions are taken to address issues with the performance of external entities (as related to resilience requirements). The intent of any corrective action is to minimize disruption to the critical service. 
 
§ The range of corrective actions should be established in the agreement with the external entity.
 
Typical work products include:
§ corrective action reports or documentation
§ correspondence with an external entity documenting corrective actions
 
Criteria for “Yes” Response:
§ The organization has taken corrective actions to address performance issues for all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has taken corrective actions to address performance issues for some external entities.
Question Intent: To evaluate if the issues with external entity performance have been remedied by the corrective actions.
 
Criteria for “Yes” Response:
§ The organization has evaluated corrective actions that address performance issues for all external entities supporting the critical service.
Criteria for “Incomplete” Response:
§ The organization has evaluated corrective actions that address performance issues for some external entities.
8  External Dependencies Management 
Goal 5  - Dependencies on public services and infrastructure service providers are identified.
1.         Are public services on which the critical service depends (fire response and rescue services, law enforcement, etc.) identified? [EC:SG4.SP3]
2.         Are infrastructure providers on which the critical service depends (telecommunications and telephone services, energy sources, etc.) identified? [EC:SG4.SP4] 
 
 
 
1.         Is there a documented plan for performing external dependency management activities?
2.         Is there a documented policy for external dependency management?
3.         Have stakeholders for external dependency management activities been identified and made aware of their roles?
4.         Have external dependency management activities standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the external dependency management activities?
2.         Have qualified staff been assigned to perform external dependency management activities as planned?
3.         Is there adequate funding to perform external dependency management activities as planned?  
4.         Are risks related to the performance of planned external dependency management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are external dependency management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are external dependency management activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to external dependency management?                           
1.         Has the organization adopted a standard definition of the external dependency management activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to external dependency management documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
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Question Intent: To determine if public services that the critical service depends on are identified.
 
§ Public services may be vital to a facility's continued operation during a disruption.
§ Thorough consideration of these services must be given for service continuity planning.
§ Public services generally include services that are specific to the geographical region of the facility.
 
Public services include:
§ fire response and rescue services
§ local and federal law enforcement (police, National Guard, FBI, etc.)
§ emergency management services, including paramedics and first responders
§ other services, such as hazardous material control
 
Typical work products include:
§ results of business impact analysis (documenting public service dependencies for facilities) 
§ list of public service providers on which facilities are dependent
§ key contact list  
§ updated service continuity plans
 
Criteria for “Yes” Response:
§ The organization has identified and documented all public services on which the critical service depends.
Criteria for “Incomplete” Response:
§ Some public services are identified.
Question Intent: To determine if infrastructure providers that the critical service depends on are identified.
 
§ Critical services may be dependent on infrastructure providers to remain viable.
§ The organization must be prepared to address the loss of these providers, which can affect the resilience of the critical service.
§ The organization may need to consider the resilience of the providers when developing service continuity plans.
 
These infrastructure services include: 
§ telecommunications and telephone services
§ data and network service providers
§ electricity, natural gas, and other energy sources
§ water and sewer services
§ fuel providers for emergency power
 
Typical work products include:
§ results of business impact analysis (documenting  infrastructure dependencies for the critical service) 
§ list of infrastructure providers on which the critical service depends
§ key contact list  
§ updated service continuity plans
 
Criteria for “Yes” Response:
§ The organization has identified and documented all infrastructure providers on which the critical service depends.
Criteria for “Incomplete” Response:
§ Some infrastructure providers are identified.
Question Intent: To determine if a plan for performing external dependency management activities exists. 
 
§ The plan defines external dependency management within the organization and prescribes how external dependency management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
§ A vendor management or contract management program and plan may suffice if it encompasses planning elements similar to those listed below.
 
The plan typically includes:
§ external dependency management activities (external dependency identification, prioritization, performance management, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing external dependency management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing external dependency management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the external dependency management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform external dependency management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the external dependency management activities
§ requesting, approving, providing, and terminating access for external entities
§ requesting, approving, providing, and terminating agreements with external entities
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing external dependency management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for external dependency activities have been identified and made aware of their roles. 
 
Stakeholders of the external dependency management process have the following responsibilities:
§ overseeing the external dependency management process
§ resolving issues with the external dependency management process
§ planning for evaluating, selecting, and managing relationships with external entities
§ creating and maintaining a prioritized inventory of all external dependencies
§ monitoring the performance of external entities
§ ensuring that service continuity plans reflect all external dependencies
§ managing the operational risk that arises from external dependencies
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners of external entity relationships
§ external dependency management program staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
§ acquisition and procurement staff
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the external dependency management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the external dependency management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing external dependency management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of external dependency management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying and prioritizing external dependencies
§ associating external dependencies with services and assets
§ managing operational risks resulting from external entities
§ evaluating and selecting external entities
§ standards of performance and service levels
§ periodically monitoring the performance of external entities
§ establishing service continuity plans and procedures for external entities
§ terminating relationships with entities
§ issue escalation and dispute resolution procedures
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing external dependency management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the external dependency management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the external dependency management activities.
§ Oversight provides visibility into the external dependency management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the external dependency management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day external dependency management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day external dependency management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform external dependency management activities.
 
Examples of staff include personnel responsible for:
§ preparing request for proposals (RFPs), including applicable service level agreements (SLAs)
§ evaluating proposals and selecting external entities
§ establishing formal agreements with external entities
§ inspecting deliverables
§ monitoring the performance of external entities
§ service continuity as it involves external dependencies
Examples of skills needed include:
§ identifying and prioritizing external dependencies
§ elicitation of resilience specifications to be reflected in RFPs and agreements
§ evaluating and selecting external entities
§ managing relationships with external entities
§ negotiating agreements with external entities
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned external dependency management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of external dependency management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities.
 
Considerations for funding planned external dependency management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned external dependency management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the external dependency management activities. 
 
§ The intent is to determine risks that prevent the organization from performing external dependency management activities (external dependency management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the external dependency management process include:
§ poorly defined external dependency management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned external dependency management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned external dependency management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned external dependency management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the external dependency management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the external dependency management process are needed to ensure that:
§ external dependency performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to external dependency performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ new external dependencies are included and prioritized
§ agreements with external entities include stated resilience requirements
§ the mapping of external dependencies to services and assets is accurate and current
 
Example metrics of the external dependency management process may include:
§ number of performance issues resulting from external entity monitoring
§ percentage of external entities whose deliverables do not meet expectations
§ number of external dependency risks where corrective action is still pending
§ level of adherence to external dependency related policies
 
Criteria for “Yes” Response:
§ All external dependency management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the external dependency management activities.
§ Or; review and measurement address some of the external dependency management activities. 
§ Or; external dependency management activities are reviewed but not measured.
Question Intent: To periodically determine if external dependency management activities are being performed as planned. 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the external dependency management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing external dependency management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All external dependency management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.  
§ Or; some external dependency management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of external dependency management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the external dependency management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of external dependency management activities
§ issues identified in process and plan reviews
§ risks associated with external dependency management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of external dependency management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines external dependency management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in external dependency management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of external dependency management. 
Criteria for “Incomplete” Response:
§ A standard definition of external dependency management is in development and partially documented.
Question Intent: To ensure that improvements to the external dependency management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the external dependency management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned in post-event review of external entity incidents and disruptions in continuity
§ lessons learned in managing an external entity
§ improvements based on risk identification and mitigation
§ improvements based on executed or tested service continuity plans that rely on external entities
 
Criteria for “Yes” Response:
§ Improvements to external dependency management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to external dependency management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
8  External Dependencies Management 
Other Observations – External Dependencies Management 
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9  Training and Awareness 
9         Training and Awareness
The purpose of Training and Awareness is to develop skills and promote awareness for people with roles that support the critical service.
 
Goal 1  - Cyber security awareness and training programs are established.
1.         Have cyber security awareness needs been identified for the critical service? [OTA:SG1.SP1]
2.         Have required skills been identified for specific roles (administrators, technicians, etc.) for the critical service? [HRM:SG1.SP1]
3.         Are skill gaps present in personnel responsible for cyber security identified? [OTA:SG3.SP1]
4.         Have training needs been identified? [OTA:SG3.SP1]
 
         
Goal 2  - Awareness and training activities are conducted.
 
1.         Are cyber security awareness activities for the critical service conducted? [OTA:SG2.SP1]
2.         Are cyber security training activities for the critical service conducted? [OTA:SG4.SP1]
3.         Is the effectiveness of the awareness and training programs evaluated? [OTA:SG2.SP3], [OTA:SG4.SP3]
4.         Are awareness and training activities revised as needed? [OTA:SG1.SP3], [OTA:SG3.SP3]
5.         Have privileged users been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
6.         Have senior executives been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
7.         Have physical and information security personnel been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent:  To determine if cyber security awareness needs have been identified for the critical service.  
 
§ Awareness differs from skill based training; it focuses on making staff more cognizant of their cyber security responsibilities.
§ To establish an effective awareness program, an organization must identify awareness needs and establish a plan and capability to meet those needs. 
§ Awareness activities focus on staff members developing an understanding of issues, concerns, policies, plans, and practices related to the resilience of the critical service.
 
Awareness sources for the critical service may include:
§ resilience requirements (protection and sustainment requirements for assets and services)
§ organizational policies
§ vulnerabilities being actively managed
§ laws and regulations (confidentiality and privacy regulations, other federal, state, and local laws that restrict disclosure of information or modification of information)
§ service continuity and communication plans
§ event reporting procedures
 
Criteria for “Yes” Response:
§ The organization has identified all of the cyber security awareness needs for the critical service.
Criteria for “Incomplete” Response:
· The organization has identified some of the cyber security awareness needs. 
Question Intent:  To determine if the required skills necessary to fulfill specific roles that support the critical service have been identified.
 
§ In order to determine what skills the organization must possess to meet its cyber security needs, baseline competencies must be established for the critical service.
§ Baseline competencies represent the staffing and skill set needs, not what it currently has in terms of staff and skills.
§ By determining the required skills, the appropriate target for a sufficient level of staffing and skills is established.
 
Sources of baseline competencies may include:
§ role (security administrator, network administrator, CIO, etc.)
§ position (CIO, senior security analyst, network engineer, etc.)
§ organizational processes such as vulnerability management, incident management, service continuity management, etc.
§ skills (Java programming, Oracle DBA, etc.)
§ certifications (CISSP, MSCE, etc.)
§ aptitudes and job requirements (able to work long hours, travel, or be on call)
 
Criteria for “Yes” Response:
§ The organization has identified all required skills for the specific roles needed to support the critical service.  
Criteria for “Incomplete” Response:
· The organization has identified some required skills for the specific roles.
Question Intent:  To determine if skill gaps present in personnel responsible for cyber security of the critical service have been identified.
 
§ The organization must determine what skills it currently possesses in the assigned personnel and identify skill gaps that can affect their ability to perform assigned cyber security tasks in support of the critical service.
§ The differences, if any, between the skills the organization currently possess and the required skills (established in TA:G1.Q2) represent skill gaps. 
§ Skill gaps and deficiencies expose the areas where the organization does not have the expertise or experience to meet current needs. 
§ When identifying skills gaps the following should also be considered:
• the use of specialized tools
• procedures that are new to the individuals who will perform them
§ These gaps can result in risks to the organization.
 
Criteria for “Yes” Response:
§ The organization has identified the skill gaps present in all cyber security personnel assigned to support the critical service.
§ Or; The organization has determined there are no skill gaps present in any of the cyber security personnel assigned to support the critical service.
Criteria for “Incomplete” Response:
§ The organization has identified the skill gaps present in some cyber security personnel.
Question Intent:  To determine if the organization has identified training needs to address the identified skill gaps of the personnel assigned to support the critical service (established in TA:G3.Q3).
 
§ Training needs are established by analyzing the identified skill gaps and identifying the training needed to close those gaps. 
 
These are examples of sources to identify training needs:
§ The roles and responsibilities of staff in the security, business continuity, and IT operations areas.
§ The organization's vulnerability management process.
§ The organization's service continuity process.
§ The organization's compliance management process.
§ The organization's incident management process.
§ Training needs for external parties that may be supporting the critical service.
 
Criteria for “Yes” Response:
§ The organization has identified the training needs for all personnel assigned to support the critical service.  
Criteria for “Incomplete” Response:
§ The organization has identified the training needs for some personnel.
Question Intent:  To determine if cyber security awareness activities for the critical service are conducted.
 
§ Awareness activities must meet the broad needs of staff members (established in TA:G1.Q1). 
§ The activities must be scheduled, advertised (if necessary), resourced, and tracked.
 
Typical work products include:
§ awareness activity materials
• newsletters
• email campaigns
• posters
• presentations
§ awareness activity schedules 
§ awareness activity logistics 
§ list of staff responsible for each awareness activity
 
Criteria for “Yes” Response:
§ The organization has conducted cyber security awareness activities for all personnel assigned to support the critical service.  
Criteria for “Incomplete” Response:
· The organization has conducted cyber security awareness activities for some personnel.
Question Intent:  To determine if cyber security training activities for the critical service are conducted.
 
§ The organization must perform cyber security training to ensure that staff is appropriately skilled in their roles.
§ Training should be planned and scheduled.
§ Training provided should address identified skill gaps (established in TA:G1.Q3) including:
• training in the use of specialized tools
• training in procedures that are new to the individuals who will perform them
 
Typical work products include:
§ delivered training courses
§ training schedule
 
Criteria for “Yes” Response:
§ The organization has conducted cyber security training activities for all cybersecurity personnel assigned to support the critical service. 
Criteria for “Incomplete” Response:
§ The organization has conducted cyber security training activities for some cybersecurity personnel.
Question Intent:  To determine if the effectiveness of the cyber security awareness and training programs for the critical service is evaluated.
 
§ A process should exist to determine the effectiveness of the awareness and training programs in meeting the needs of staff that support the critical service.
 
Examples of methods to evaluate the effectiveness:
§ testing on the presented material
§ post-training surveys (e.g. instructor evaluation, manager feedback)
§ focus groups 
§ selective interviews
§ behavioral measures (password strength could be evaluated before and after a password-awareness activity.)
§ observations, evaluations, and benchmarking activities
 
Criteria for “Yes” Response:
§ The organization has evaluated the effectiveness of all the cyber security awareness and training programs that support the critical service. 
Criteria for “Incomplete” Response:
· The organization has evaluated the effectiveness of some of the cyber security awareness and training programs.
Question Intent:  To determine if the awareness and training activities are revised as needed.
 
§ Capabilities for implementing the awareness and training plan must be established and maintained, including:
• the selection of appropriate training approaches
• sourcing or developing training materials
• obtaining appropriate instructors
• announcing the training schedule
• revising the awareness and training capability as needed
 
Situations in which awareness and training materials may need to be revised:
§ training needs change (e.g., new technology is deployed)
§ an evaluation of the training identifies the need for change
§ changes in existing awareness needs and requirements
§ emergence of new awareness needs and requirements
§ assessments on the effectiveness of awareness and training activities (Established in TA:G2.Q3)
§ training refresh
 
Criteria for “Yes” Response:
§ The organization revises, as needed, all of the cyber security awareness and training activities that are in support of the critical service.
Criteria for “Incomplete” Response:
§ The organization revises, as needed, some of the cyber security awareness and training activities.
Question Intent:  To determine if privileged users have been trained in their specific roles and responsibilities.  
 
NIST SP 800-53 Rev. 4 AT-3, PM-13:
 
§ Role-based security training is provided to privileged users with assigned security roles and responsibilities:
• before authorizing their access to the information system or before they perform their assigned duties
• when required by information system changes
• periodically (frequency defined by the organization) thereafter
§ Comprehensive role-based training addresses management, operational, and technical roles and responsibilities.
§ Role-based security training also applies to contractors providing services.  
 
Criteria for “Yes” Response:
§ All privileged users that support the critical service have been trained in their specific roles and responsibilities.  
Criteria for “Incomplete” Response:
§ Some privileged users have been trained in their specific roles and responsibilities.
Question Intent:  To determine if senior executives have been trained in their specific roles and responsibilities.  
 
NIST SP 800-53 Rev. 4 AT-3, PM-13:
 
§ Role-based security training is provided to senior executives with assigned security roles and responsibilities:
• before authorizing their access to the information system
• when required by information system changes
• periodically (frequency defined by the organization) thereafter
§ Comprehensive role-based training addresses management, operational, and technical roles and responsibilities.
 
Criteria for “Yes” Response:
§ All senior executives that support the critical service have been trained in their specific roles and responsibilities.  
Criteria for “Incomplete” Response:
§ Some senior executives have been trained in their specific roles and responsibilities.
Question Intent:  To determine if physical and information security personnel have been trained in their specific roles and responsibilities.  
 
NIST SP 800-53 Rev. 4 AT-3, PM-13:
 
§ Role-based security training is provided to physical and information security personnel with assigned security roles and responsibilities:
• before authorizing their access to the information system or before they perform their assigned duties
• when required by information system changes
• periodically (frequency defined by the organization) thereafter
§ Comprehensive role-based training addresses management, operational, and technical roles and responsibilities.
§ Role-based security training also applies to contractors providing services.  
 
Criteria for “Yes” Response:
§ All physical and information security personnel that support the critical service have been trained in their specific roles and responsibilities.  
Criteria for “Incomplete” Response:
§ Some physical and information security personnel have been trained in their specific roles and responsibilities.
9  Training and Awareness
 
1.         Is there a documented plan for performing training activities?
 
2.         Is there a documented policy for training?
 
3.         Have stakeholders for training activities been identified and made aware of their roles?
4.         Have training standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the training activities?
2.         Have qualified staff been assigned to perform training activities as planned?
3.         Is there adequate funding to perform training activities as planned?  
4.         Are risks related to the performance of planned training activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are training activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are training activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of training?                  
         
1.         Has the organization adopted a standard definition of the training activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to training documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing training activities exists. 
 
§ The plan defines training activities within the organization and prescribes how training activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ training activities (developing awareness and training needs, evaluating gaps, training materials, conducting training, assessing effectiveness, etc.)
§ standards and guidelines
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing training activities.
Criteria for “Incomplete” Response:
· A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing training activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the training process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform training activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing training effectiveness
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing training.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for training activities have been identified and made aware of their roles.
 
Stakeholders of the training process have the following responsibilities:
§ defining and managing training requirements
§ conducting and overseeing the delivery of training 
§ ensuring the effectiveness of training
 
Examples of stakeholders include:
§ critical service owners
§ management
§ training staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the training activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the training activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent:  To determine if standards and guidelines for performing training activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of training activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying awareness and training needs
§ developing awareness and training plans
§ developing awareness and training attendance requirements
§ creating, delivering, and maintaining training material
§ creating, delivering, and maintaining training records
§ assessing the effectiveness of training and awareness programs
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing training activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent:  To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the training activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the training activities.
§ Oversight provides visibility into the training activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing or spot checks.
 
Examples of corrective actions:
§ taking actions to update training materials to ensure effectiveness
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the training activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day training activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day training activities.
Question Intent:  To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform training activities.
 
Examples of staff include personnel responsible for:
§ designing, implementing, and assessing training
§ implementing training processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
Examples of skills needed include:
§ curriculum and instructional design
§ course delivery
§ course and instructor evaluation
§ measuring the effectiveness of awareness and training materials
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned training activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent:  To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of training activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned training activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned training activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent:  To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the training activities. 
 
§ The intent is to determine risks that prevent the organization from performing training activities (training process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the training process include:
§ poorly defined training processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned training activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned training activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of the planned training activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the training activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the training process are needed to ensure that:
§ awareness and training needs have been identified and are being satisfied
§ training problem areas are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risk related to training problem areas are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the training process may include:
§ percentage of staff who have completed awareness training as required
§ percentage of staff who have completed technical training as required
§ percentage of favorable post-training evaluation ratings, including training effectiveness
§ percentage of passing scores on training examinations
 
Criteria for “Yes” Response:
§ All training activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the training activities.
§ Or; review and measurement addresses some of the training activities.
§ Or; training activities are reviewed but not measured.
Question Intent:  To periodically determine if training activities are being performed as planned. 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the training plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing training activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All training activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some training activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of training is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the training process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of training activities
§ issues identified in process and plan reviews
§ risks associated with training activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of training through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines training.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in training activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of training. 
Criteria for “Incomplete” Response:
§ A standard definition of training is in development and partially documented.
Question Intent: To ensure that improvements to the training process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the training process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ results of training effectiveness surveys
§ course evaluations
§ training records
§ training requirements from a stakeholder group
§ lessons learned from training plan reviews
§ lessons learned in post-event reviews, including lack of staff preparedness
 
Criteria for “Yes” Response:
§ Improvements to training processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to training processes are inconsistently documented.
§ Or; not consistently shared across the organization.
9  Training and Awareness 
Other Observations – Training and Awareness 
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10  Situational Awareness 
10         Situational Awareness
The purpose of Situational Awareness is to actively discover and analyze information related to immediate operational stability and security and to coordinate such information across the enterprise to ensure that all organizational units are performing under a common operating picture.
Goal 1  - Threat monitoring is performed.
 
1.         Has responsibility for monitoring sources of threat information been assigned? [MON:SG1.SP2]
2.         Have threat monitoring procedures been implemented? [MON:SG2.SP2]
3.         Have resources been assigned and trained to perform threat monitoring? [MON:SG2.SP3]                   
Goal 2  - The requirements for communicating threat information are established.         
1.         Have internal stakeholders (such as the critical service owner and incident management staff) been identified to whom threat information must be communicated? [COMM:SG1.SP1]
2.         Have external stakeholders (such as emergency management personnel, regulatory, and information sharing organizations) been identified to whom threat information must be communicated? [COMM:SG1.SP1]                  
Goal 3  - Threat information is communicated.
 
1.         Is threat information communicated to stakeholders? [COMM:SG3.SP2] 
2.         Have resources been assigned authority and accountability for communicating threat information? [COMM:SG2.SP3]
3.         Have resources been trained with respect to their specific role in communicating threat information? [COMM:SG2.SP3]
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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Question Intent:  To determine if the responsibility for monitoring sources of threat information has been assigned. Effective threat monitoring requires the assignment of responsibility for threat monitoring activities.
 
§ Threat monitoring is a process of data collection and distribution with the purpose of providing timely, accurate, complete, and relevant information about the organization's current threat environment.
§ Threat monitoring is an integral part of establishing a common operating picture for the organization.
 
Responsible staff typically include:
§ CISO office
§ physical security
§ technology administrators (i.e., network, server, database, etc.)
§ asset owners
 
Example Sources:
§ vendors' notifications 
§ industry groups (Internet Storm Center, Nextgov Threatwatch)
§ international sources (multinational vendors, CERT-EU )
§ weather alerts (NOAA)
§ law enforcement (FBI InfraGard, IC3)
§ DHS (ICS-CERT, US-CERT, sector-specific ISACs)
 
Criteria for “Yes” Response:
§ The responsibility for monitoring all sources of threat information relevant to the critical service has been assigned.
Criteria for “Incomplete” Response:
§ The responsibility for monitoring some sources of threat information has been assigned.
Question Intent:  To determine if the organization has implemented procedures for monitoring threat information.
 
§ Effective monitoring requires people, procedures, and technology that need to be deployed and managed to meet monitoring requirements.
§ Procedures ensure the timeliness, consistency, and accuracy of threat information and the distribution of this information to relevant stakeholders.
 
Procedures may address:
§ source identification
§ monitoring frequency
§ threat identification
§ threat validation and analysis
§ threat communication
 
Criteria for “Yes” Response:
§ The organization has implemented documented procedures for all threat monitoring activities relevant to the critical service.
Criteria for “Incomplete” Response:
§ Procedures for some threat monitoring activities have been implemented.
Question Intent:  To determine if resources have been assigned and trained to perform threat monitoring activities. 
 
§ The threat monitoring program must take into consideration the scope and breadth of the activities necessary to meet its goals, including the human resources necessary to fulfill requirements.
§ Staff assigned to the monitoring process must have appropriate knowledge of threat monitoring procedures.
§ Training or skills improvement activities must be conducted to meet threat monitoring requirements.
 
Examples of Training: 
§ operating, monitoring and configuring monitoring system components
§ securing data collected from monitoring system components
§ understanding and interpreting monitoring data
§ communicating threat monitoring information to stakeholders  
 
Criteria for “Yes” Response:
§ Resources have been assigned and trained to perform all threat monitoring activities relevant to the critical service.
Criteria for “Incomplete” Response:
§ Resources have been assigned and trained to perform some threat monitoring activities.
§ Or; resources have been assigned but not trained.  
Question Intent:  To determine if internal stakeholders who must receive threat information have been identified.  
 
§ Internal stakeholders are identified to:
• ensure communications about ongoing threat monitoring activities
• promote threat awareness
• ensure that the organization is performing under a common operating picture.
 
Examples of internal stakeholders include:
§ members of the incident handling and management team
§ asset owners and service owners
§ information technology staff
§ senior management
§ business continuity staff 
§ human resources departments
§ communications and public relations staff
§ support functions such as legal and audit
 
Typical work products:
§ list of internal stakeholders and alternates
§ stakeholder contact information
 
 Criteria for “Yes” Response:
§ All internal stakeholders who must receive threat information have been identified and documented.
Criteria for “Incomplete” Response:
§ Some internal stakeholders have been identified and documented.
Question Intent:  To determine if external stakeholders who must receive threat information have been identified.  
 
§ External stakeholders are identified to 
• ensure communications about ongoing threat monitoring activities
• promote threat awareness
• ensure that the organization and its external stakeholders are performing under a common operating picture
§ External stakeholders may have a stated role in communication plans or the service continuity plans of the organization.
 
Examples of external stakeholders include:
§ first responders including law enforcement, fire, and medical
§ media including newspaper, television, radio, and internet
§ customers, business partners, and upstream suppliers
§ local, state, and federal emergency management
§ local utilities such as power, gas, telecommunications, and water
§ legal, regulatory, and governing agencies
 
Typical work products:
§ list of external stakeholders and alternates
§ stakeholder contact information
 
 Criteria for “Yes” Response:
§ All external stakeholders who must receive threat information have been identified and documented.
Criteria for “Incomplete” Response:
§ Some external stakeholders have been identified and documented.
Question Intent: To determine if threat information is communicated to all identified internal and external stakeholders. The intent of communicating threat information is to ensure that the organization is operating under a common understanding of the threat environment.
 
§ Threat information must be communicated according to established requirements. 
§ Communication requirements may dictate that various communications methods and channels should be considered and identified.
§ The infrastructure to support those methods may need to be developed and implemented. 
 
Example methods of communicating threat information include:
§ threat communication standards and guidelines
§ standardized report templates
§ communication escalation protocols
§ communication channels (email, text, mobile phone, etc.)
 
Typical work products:
§ list of stakeholders and contact information
§ stakeholder communication requirements
§ documented methods and channels (by stakeholder class or requirement)
§ tools and techniques for communication
 
Criteria for “Yes” Response:
§ Threat information is communicated to all identified stakeholders (established in SA:G2.Q1 and SA:G2.Q2) as required.
Criteria for “Incomplete” Response:
§ Threat information is communicated to some of the identified stakeholders.
§ Or; some threat information is communicated to all identified stakeholders.
Question Intent:  To determine if the authority and accountability for communicating threat information has been assigned. Effective threat communications requires the assignment of authority and accountability for threat communication activities.
 
§ Resources must be available to meet threat communication requirements.
§ The authority and accountability should be detailed in job descriptions.
 
Criteria for “Yes” Response:
§ The authority and accountability for communicating threat information has been assigned to all responsible resources.
Criteria for “Incomplete” Response:
§ The authority and accountability for communicating threat information has been assigned to some of the responsible resources.
Question Intent:  To determine if the resources responsible for communicating threat information have been trained for their specific role.
 
§ Training must be provided to staff that support and enable communications procedures.
§ A skills inventory and gap analysis may be used to identify training requirements.
 
Typical work products:
§ threat communication procedures with resources assigned
§ job descriptions that contain threat communication responsibilities
§ list of available and skilled resources
§ list of skill and resource gaps
§ training plan to address skill gaps
 
Criteria for “Yes” Response:
§ All resources assigned to perform threat communication activities have been trained.
Criteria for “Incomplete” Response:
§ Some resources assigned to perform threat communication activities have been trained.
10  Situational Awareness
 
1.         Is there a documented plan for performing situational awareness activities?
2.         Is there a documented policy for situational awareness?
 
3.         Have stakeholders for situational awareness activities been identified and made aware of their roles?
4.         Have situational awareness standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of situational awareness activities?
2.         Have qualified staff been assigned to perform situational awareness activities as planned?
3.         Is there adequate funding to perform situational awareness activities as planned?  
4.         Are risks related to the performance of planned situational awareness activities identified, analyzed, disposed of, monitored, and controlled?                  
1.         Are situational awareness activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are situational awareness activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to situational awareness?                  
1.         Has the organization adopted a standard definition of the situational awareness activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to situational awareness activities documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
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MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing situational awareness activities exists. 
 
§ The plan defines situational awareness within the organization and prescribes how situational awareness activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ situational awareness activities (monitoring threat sources, threat communication, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing situational awareness.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing situational awareness activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the situational awareness process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform situational awareness activities
§ establishment of procedures, standards, and guidelines
§ approving threat communication methods and channels
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing situational awareness.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for situational awareness activities have been identified and made aware of their roles.
 
Stakeholders of the situational awareness process have the following responsibilities:
§ identifying the threat monitoring and communication requirements
§ defining and managing situational awareness activities, including ensuring the effectiveness of those activities
§ overseeing the situational awareness process
§ receiving and responding to threat information
 
Examples of stakeholders include:
§ critical service owners
§ management
§ situational awareness staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ service continuity staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources 
 
Criteria for “Yes” Response:
§ All stakeholders for the situational awareness activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the situational awareness activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing situational awareness activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of situational awareness activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying threat monitoring requirements
§ identifying threat communication requirements and protocols (e.g., who to call and when)
§ identifying threat communication methods and channels
§ communications with stakeholders based on their role
§ collection and storage of threat data
§ distribution of threat data
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing situational awareness activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent:  To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the situational awareness activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the situational awareness activities.
§ Oversight provides visibility into the situational awareness activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
  
Examples of corrective actions:
§ taking actions to repair defective work products (monitoring procedures, communication procedures, sources of threat information, communication channels and methods) or services
§ ensuring that standards and guidelines are followed
§ ensuring training is conducted
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the situational awareness activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day situational awareness activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day situational awareness activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform situational awareness activities.
 
Examples of staff include personnel responsible for:
§ identifying the threat monitoring and communications requirements
§ implementing processes, standards, and guidelines
§ executing threat monitoring and communication processes
§ addressing issues and problems, including developing and executing remediation plans
Examples of needed skills include:
§ knowledge necessary to elicit and prioritize stakeholder requirements and interpret them to develop effective threat monitoring and communication requirements
§ knowledge necessary to establish and maintain the threat monitoring and communications infrastructure
§ knowledge necessary to interpret threat information and communicate it to stakeholders
§ proficiency with tools, techniques, and methods used to perform threat monitoring and communications
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned situational awareness activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of situational awareness activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned situational awareness activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned situational awareness activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the situational awareness activities. 
 
§ The intent is to determine risks that prevent the organization from performing situational awareness activities (situational awareness process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the situational awareness process include:
§ poorly defined situational awareness processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned situational awareness activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned situational awareness activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned situational awareness activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the situational awareness activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the situational awareness process are needed to ensure that:
§ threat sources are current and continue to be valid
§ threat monitoring and communication requirements continue to be valid
§ the infrastructure continues to adequately support requirements
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to situational awareness activities are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the situational awareness process may include:
§ uptime or availability of monitoring and communications infrastructure
§ level of adherence to situational awareness process activities
§ percentage of work products that do not meet standards
§ percentage of stakeholders that do not receive communications
§ time elapsed between the collection of key threat information and its distribution to stakeholders
§ number of situational awareness requirements gaps
§ number of new and changed situational awareness requirements over time
Criteria for “Yes” Response:
§ All situational awareness activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the situational awareness activities.
§ Or; review and measurement addresses some of the situational awareness activities.
§ Or; situational awareness activities are reviewed but not measured.
Question Intent: To periodically determine if situational awareness activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the situational awareness plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing situational awareness activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All situational awareness activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some situational awareness activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of situational awareness is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the situational awareness process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of situational awareness activities
§ issues identified in process and plan reviews
§ risks associated with situational awareness activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher level management is made aware of issues related to the performance of situational awareness through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher level management.
§ Or; communications address some issues.  
Question Intent: To determine if the organization has a standard process that defines situational awareness.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in situational awareness activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of situational awareness. 
Criteria for “Incomplete” Response:
§ A standard definition of situational awareness is in development and partially documented.
Question Intent: To ensure that improvements to the situational awareness process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the situational awareness process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ direct feedback from stakeholders
§ lessons learned in post-event review of incidents and disruptions in continuity
§ lessons learned from periodic reviews of situational awareness activities that can be applied to improve the situational awareness process
§ risk evaluations
 
Criteria for “Yes” Response:
§ Improvements to situational awareness processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to situational awareness processes are inconsistently documented.
§ Or; not consistently shared across the organization.
10  Situational Awareness 
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Notification
 
This report is provided “as is” for informational purposes only.  The Department of Homeland Security (DHS) does not provide any warranties of any kind regarding any information contained within. In no event shall the United States Government or its contractors or subcontractors be liable for any damages, including but not limited to, direct, indirect, special or consequential damages and including damages based on any negligence of the United States Government or its contractors or subcontractors, arising out of, resulting from, or in any way connected with this report, whether or not based upon warranty, contract, tort, or otherwise, whether or not injury was sustained from, or arose out of the results of, or reliance upon the report.
 
The DHS does not endorse any commercial product or service, including the subject of the analysis in this report.  Any reference to specific commercial products, processes, or services by service mark, trademark, manufacturer, or otherwise, does not constitute or imply their endorsement, recommendation, or favoring by DHS.   
 
The display of the DHS official seal or other DHS visual identities on this report shall not be interpreted to provide the recipient organization authorization to use the official seal, insignia or other visual identities of the Department of Homeland Security.   The DHS seal, insignia, or other visual identities shall not be used in any manner to imply endorsement of any commercial product or activity by DHS or the United States Government.  Use of the DHS seal without proper authorization violates federal law (e.g., 18 U.S.C. §§ 506, 701, 1017), and is against DHS policies governing usage of its seal.  
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Cyber Resilience Review Report for
Introduction
Overview and Scope of the CRR
The CRR consists of a one-day, structured facilitation and interview of key personnel. The primary goal of the CRR is to develop an understanding and qualitative measurement of essential cybersecurity capabilities. Personnel are asked to describe how these capabilities are institutionalized and managed, and how these capabilities are applied to support the organization during times of stress. The assessment questions asked participants to articulate evidence regarding both performances of cybersecurity practices as well as sustainment of those practices over time. Individual organizations are examined for specific capacities and capabilities in defining, managing, and measuring cybersecurity practices and behaviors, as described in categories. The categories examined are:	

1         Asset Management 2         Controls Management 3         Configuration and Change Management 4         Vulnerability Management 5         Incident Management 6         Service Continuity Management 7         Risk Management 8         External Dependencies Management 9         Training and Awareness 10       Situational Awareness
The categories examined are derived from a larger security and business continuity framework known as the CERT® Resilience Management Model (CERT-RMM), which was developed by the CERT Program at Carnegie Mellon University's Software Engineering Institute.
About this Report
This report summarizes the assessment findings and provides your organization with options for consideration in each category. The options for consideration aim to provide general guidelines or activities as to how your organization can improve the organization's cybersecurity posture and preparedness. These options are not meant to fully represent all activities needed for a robust cybersecurity management program, but to provide initial guidance on how to incorporate various cybersecurity practices including CERT® Resilience Management Model (CERT-RMM), National Institute of Standard and Technology (NIST), and other cybersecurity standards.
 
Please note that guidance provided in this report includes National Institute of Standards and Technology (NIST) Special Publications. While the primary audience for these documents is United States Federal Civilian Agencies, NIST encourages the adoption of these guidelines by State, local, and tribal governments, as well as private sector organizations. Guidance from the NIST Cybersecurity Framework (NIST CSF) for Improving Critical Infrastructure Cybersecurity is also included. The Framework, created through collaboration between industry and government, consists of standards, guidelines, and practices to promote the protection of critical infrastructure. Additionally, while the CRR bases its questions and options for consideration on CERT-RMM, the results do not constitute a formal “rating” and should not be interpreted as a formal appraisal of your organization against CERT-RMM. Detailed information about the RMM can be found at www.cert.org/resilience. 
 
An additional benefit of the CRR is that it allows an organization to compare its capabilities to the criteria of the NIST CSF. This comparison is provided in the NIST Cybersecurity Framework Summary and provides the basis for understanding where improvements could be made.
 
A reference crosswalk mapping the relationship of the CRR goals and practices to the NIST CSF categories and subcategories is included in the CRR Self-Assessment Kit.
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Cyber Resilience Review Results
The CRR is an interview-based assessment.  It is understood that participants often do not have complete knowledge of an organization's operations. Actual performance may vary from what is indicated in this report. Organizational performance is presented across several dimensions within the report. Scores are provided for individual Practices, Goals, and Domains. 
 
Basic Rules
1.         Practices are either performed (answer =”Yes”), incompletely performed (answer = “Incomplete”), or not performed (answer = “No”)
 
2.         A goal is achieved only if all practices are performed
 
3.         A Domain is achieved at MIL-1 if all the Goals in the Domain are achieved
 
4.         A Domain can be achieved at higher levels if the MIL questions for each level (MIL-2 through MIL-5) are answered.
 
Scoring Rubric
Step 1
Each Practice in a Domain is scored as the following:
·         performed when the question is answered with a “Yes” (green)
·         not performed when a question is answered with an  “Incomplete” (yellow)  or “No” (red) or “Not Answered” (grey)
·         if “Not Answered” (grey) is shown, the question was left blank and is scored the same as a “No”
Step 2
Each Goal within the Domain is then scored as the following:
·         achieved when all practices are performed (green)
·         partially achieved when some practices are performed (yellow)
·         not achieved when no practices are performed (red)
Step 3
Each Domain is assigned a MIL level based on the following:
·         MIL-0 if only some of the goals are achieved
·         MIL-1  if all of the goals are achieved
·         MIL-2 if MIL-1 is achieved and all of the MIL-2 questions are answered YES
·         MIL-3 if MIL-2 is achieved and all of the MIL-3 questions are answered YES
·         MIL-4 if MIL-3 is achieved and all of the MIL-4 questions are answered YES
·         MIL-5 if MIL-4 is achieved and all of the MIL-5 questions are answered YES
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Maturity Indicator Levels 
Maturity Indicator Levels (MIL) are assigned by Domain and represent a consolidated view of performance. CERT-RMM MILs describe attributes that would be indicative of mature capabilities as represented in the model's capability levels. However, they do not fully represent capability levels as defined because a capability level can only be assigned through a formal appraisal process, not as the result of using an assessment-based instrument.  
 
MIL0         Incomplete
Indicates that Practices in the Domain are not being performed as measured by responses to the relevant CRR questions.  If MIL0 is assigned, no further assessment of maturity indicator is performed.
 
MIL1         Performed
Indicates that all Practices in a Domain are being performed as measured by responses to the relevant CRR questions.  MIL1 means that there is sufficient and substantial support for the existence of the practices. 
 
MIL2         Planned
Indicates that all Practices in Domain are not only performed, but are supported by sufficient planning, stakeholders, and relevant standards and guidelines. A planned process/practice is 
·         established by the organization (Is the practice documented and communicable to all who need to know?)
·         planned (Is the practice performed according to a documented plan?)
·         supported by stakeholders (Are the stakeholders of the practice known and are they aware of the practice and their role in the practice?)
·         supported by relevant standards and guidelines (Have the standards and guidelines that support the practice been identified and implemented?)
 
MIL3         Managed
Indicates that all Practices in a Domain are performed, planned, and have the basic infrastructure in place to support the process. A managed process/practice 
·         is governed by the organization (Is the practice supported by policy and is there appropriate oversight over the performance of the practice?)
·         is appropriately staffed and funded (Are the staff and funds necessary to perform the practice as intended available?)
·         is assigned to staff who are responsible and accountable for the performance of the practice (Have staff been assigned to perform the practice and are they responsible and accountable for the performance of the practice?)
·         is performed by staff who are adequately trained to perform the practice (Are the staff who perform the practice adequately skilled and trained to perform the practice?)
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·         produces work products that are expected from performance of the practice and are placed under appropriate levels of configuration control (Does the practice produce artifacts and work products that are expected from performing the practice, and if so, are the configurations of these artifacts/work products managed?)
·         is managed for risk (Are risks related to the performance of the practice identified, analyzed, disposed of, monitored, and controlled?)
 
MIL4         Measured
Indicates that all Practices in a Domain are performed, planned, managed, monitored, and controlled.  A measured process/practice is
·         periodically evaluated for effectiveness (Is the practice periodically reviewed to ensure that it is effective and producing intended results?)
·         monitored and controlled (Are appropriate implementation and performance measures identified, applied, and analyzed?)
·         objectively evaluated against its practice description and plan (Is the practice periodically evaluated to ensure that it adheres to the practice description and the plan for the practice?)
·         periodically reviewed with higher-level management (Is higher-level management aware of any issues related to the performance of the practice?)
 
MIL5         Defined
Indicates that all Practices in a Domain are performed, planned, managed, monitored, controlled, and consistent across all internal[1] constituencies who have a vested interest in the performance of the practice.  A defined process/practice ensures that the organization reaps the benefits of consistent performance of the practice across organizational units and that all organizational units can benefit from improvements realized in any organizational unit.  At MIL5, a process/practice 
·          is defined by the organization and tailored by organizational units for their use (Is there an organization-sponsored definition of the practice from which organizational units can derive practices that fit their unique operating circumstances?)
·         is supported by improvement information that is collected by and shared among organizational units for the overall benefit of the organization (Are practice improvements documented and shared across internal constituencies so that the organization as a whole reaps benefits from these improvements?)
 
 
[1] In this case, “internal” refers to constituencies over which the organization has direct managerial control.  
CRR MIL-1 Performance  Summary
MIL-1 PRACTICE LEVEL PERFORMANCE SUMMARY
Goal 1 –  Services are identiﬁed and prioritized. 
Goal 2 –  Assets are inventoried, and the authority and responsibility for these assets  is established. 
Goal 3 –  The relationship between assets and the services they support is established. 
Goal 4 –  The asset inventory is managed. 
Goal 5 –  Access to assets is managed. 
Goal 6 –  Information assets are categorized and managed to ensure the sustainment  and protection of the critical service. 
Goal 7 –  Facility assets supporting the critical service are prioritized and managed. 
Goal 1 –  Control objectives are established. 
Goal 2 –  Controls are implemented. 
Goal 3 –  Control designs are analyzed to ensure they satisfy control objectives. 
Goal 4 –  The internal control system is assessed to ensure control objectives are met. 
Goal 1 –  The life cycle of assets is managed. 
Goal 2 –  The integrity of technology and information assets is managed. 
Goal 3 –  Asset conﬁguration baselines are established. 
Goal 1 –  Preparation for vulnerability analysis and resolution activities is conducted. 
Goal 2 –  A process for identifying and analyzing vulnerabilities is established  and maintained. 
Goal 3 –  Exposure to identiﬁed vulnerabilities is managed. 
Goal 4 –  The root causes of vulnerabilities are addressed. 
Goal 1 –  A process for identifying, analyzing, responding to, and learning from  incidents is established. 
Goal 2 –  A process for detecting, reporting, triaging, and analyzing events is established. 
Goal 3 –  Incidents are declared and analyzed. 
Goal 4 –  A process for responding to and recovering from incidents is established. 
Goal 5 –  Post-incident lessons learned are translated into improvement strategies. 
Goal 1 –  Service continuity plans for high-value services are developed.
Goal 2 –  Service continuity plans are reviewed to resolve conﬂicts between plans.
Goal 3 –  Service continuity plans are tested to ensure they meet their stated objectives.
Goal 4 –  Service continuity plans are executed and reviewed.
Goal 1 –  A strategy for identifying, analyzing, and mitigating risks is developed. 
Goal 2 –  Risk tolerances are identiﬁed, and the focus of risk management activities  is established. 
Goal 3 –  Risks are identiﬁed. 
Goal 4 –  Risks are analyzed and assigned a disposition. 
Goal 5 –  Risks to assets and services are mitigated and controlled. 
Goal 1 –  External dependencies are identiﬁed and prioritized to ensure sustained  operation of high-value services. 
Goal 2 –  Risks due to external dependencies are identiﬁed and managed. 
Goal 3 –  Relationships with external entities are formally established and maintained. 
Goal 4 –  Performance of external entities is managed. 
Goal 5 –  Dependencies on public services and infrastructure service providers  are identiﬁed. 
Goal 1 –  Cyber security awareness and training programs are established. 
Goal 2 –  Awareness and training activities are conducted. 
Goal 1 –  Threat monitoring is performed. 
Goal 2 –  The requirements for communicating threat information are established. 
Goal 3 –  Threat information is communicated. 
Legend
practices incompletely  performed
practices  performed
number practice  questions
percentage of yes answers
practices  not  performed 
Incident Management
Risk Management
External Dependencies  Management
Situational Awareness
Training and Awareness
Controls Management
Vulnerability  Management
Service Continuity  Management
Conﬁguration and Change Management
Asset Management
CRR MIL-1 Summary
42%
Total number  of practices  performed
Total number  of practices incompletely  performed
Total number  of practices not performed
12
10
6
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DOMAIN SUMMARY
Domain Summary
Asset Management
CRR Performance Summary
Incident  Management
Risk Management
External  Dependencies  Management
Situational Awareness
Training and  Awareness
Controls  Management
Vulnerability  Management
Service Continuity  Management
Conﬁguration  and Change  Management
MIL-2 Planned: 
Domain practices are  supported by planning,  policy, stakeholders,  and standards.
MIL-3 Managed:  Domain practices are  supported by  governance and  adequate resources.
MIL-4 Measured: Domain practices are  supported by  measurement,  monitoring, and  executive oversight.
MIL-5 Deﬁned: 
Domain practices  are supported by  enterprise standardiza- tion and analysis of  lessons learned.
MIL-1 Performed Domain practices are  being performed. 
Legend
 = Not Performed 
 = Incompletely Performed
 = Performed
Q1 = Question Number
G1 = Goal Number
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FUNCTION
CATEGORY
Protect (PR)
Detect (DE)
Respond (RS)
Recover (RC)
Identify (ID)
ID.BE
Business Environment
ID.GV
Governance
ID.RA
Risk Assessment
ID.RM
Risk Management Strategy
PR.AC
Access Control
PR.AT
Awareness and Training
PR.DS
Data Security
PR.IP
Information Protection 
Processes and Procedures
PR.PT
Protective Technology
DE.AE
Anomalies and Events
DE.CM
Security Continuous Monitoring 
DE.DP
Detection Processes
RS.RP
Response Planning
RS.CO
Communications
RS.AN
Analysis
RS.MI
Mitigation
RS.IM
Improvements
RC.RP
Recovery Planning
RC.IM
Improvements
RC.CO
Communications
ID.AM
Asset Management
PR.MA
Maintenance
NIST Cybersecurity Framework Summary
NIST CSF Summary
Legend
practices not 
performed 
practices incompletely 
performed
practices 
performed
number of practice questions
12
10
6
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MIL-1 PRACTICE LEVEL PERFORMANCE
DOMAIN SUMMARY
CRR MIL-1 Performance 
Goal 1 –  Services are identiﬁed and prioritized. 
Goal 2 –  Assets are inventoried, and the authority and responsibility for these  assets is established. 
Goal 3 –  The relationship between assets and the services they support is established. 
Goal 4 –  The asset inventory is managed. 
Goal 5 –  Access to assets is managed. 
Goal 6 –  Information assets are categorized and managed to ensure the  sustainment and protection of the critical service. 
Goal 7 –  Facility assets supporting the critical service are prioritized and managed. 
Controls Management
Goal 1 –  Control objectives are established. 
Goal 2 –  Controls are implemented. 
Goal 3 –  Control designs are analyzed to ensure they satisfy control objectives. 
Goal 4 –  The internal control system is assessed to ensure control objectives are met. 
Conﬁguration and Change Management
Goal 1 –  The life cycle of assets is managed. 
Goal 2 –  The integrity of technology and information assets is managed. 
Goal 3 –  Asset conﬁguration baselines are established. 
Vulnerability Management
Goal 1 –  Preparation for vulnerability analysis and resolution activities is conducted. 
Goal 2 –  A process for identifying and analyzing vulnerabilities is established  and maintained. 
Goal 3 –  Exposure to identiﬁed vulnerabilities is managed. 
Goal 4 –  The root causes of vulnerabilities are addressed. 
Incident Management
Goal 1 –  A process for identifying, analyzing, responding to, and learning from incidents  is established. 
Goal 2 –  A process for detecting, reporting, triaging, and analyzing events is established. 
Goal 3 –  Incidents are declared and analyzed. 
Goal 4 –  A process for responding to and recovering from incidents is established. 
Goal 5 –  Post-incident lessons learned are translated into improvement strategies. 
Service Continuity  Management
Goal 1 –  Service continuity plans for high-value services are developed.
Goal 2 –  Service continuity plans are reviewed to resolve conﬂicts between plans.
Goal 3 –  Service continuity plans are tested to ensure they meet their stated objectives.
Goal 4 –  Service continuity plans are executed and reviewed.
Risk Management
Goal 1 –  A strategy for identifying, analyzing, and mitigating risks is developed. 
Goal 2 –  Risk tolerances are identiﬁed, and the focus of risk management activities  is established. 
Goal 3 –  Risks are identiﬁed. 
Goal 4 –  Risks are analyzed and assigned a disposition. 
Goal 5 –  Risks to assets and services are mitigated and controlled. 
External Dependencies  Management
Goal 1 –  External dependencies are identiﬁed and prioritized to ensure sustained  operation of high-value services. 
Goal 2 –  Risks due to external dependencies are identiﬁed and managed. 
Goal 3 –  Relationships with external entities are formally established and maintained. 
Goal 4 –  Performance of external entities is managed. 
Goal 5 –  Dependencies on public services and infrastructure service providers  are identiﬁed. 
Training and Awareness
Goal 1 –  Cyber security awareness and training programs are established. 
Goal 2 –  Awareness and training activities are conducted. 
Situational Awareness
Goal 1 –  Threat monitoring is performed. 
Goal 2 –  The requirements for communicating threat information are established. 
Goal 3 –  Threat information is communicated. 
Asset Management
CRR MIL-1 Summary
Total number  of practices  performed
Total number  of practices incompletely  performed
Total number  of practices not performed
Legend
 = Performed
 = Incompletely    Performed
 = Not Performed 
Question Number
Question Number, People Asset
Question Number, Information Asset
Question Number, Technology Asset
Question Number, Facilities Asset
=
=
Q1
1P
1I
1T
1F
=
=
=
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Summary of CRR Results
Maturity Indicator Level by Domain
Asset Management
Controls  Management
Conﬁguration  and Change  Management
Vulnerability  Management
Incident  Management
Service Continuity  Management
Risk Management
External  Dependencies  Management
Training and  Awareness
Situational Awareness
Legend
 = Your Results
 = All Participants-Mean
Maturity Indicator Level
0
.25
.5
.75
1
MIL-1 Performed Domain practices  are being  performed. 
2
MIL-2 Planned: Domain practices  are supported by  planning, policy,  stakeholders,  and standards.
3
MIL-3 Managed:  Domain practices  are supported by  governance and  adequate  resources.
4
MIL-4 Measured: Domain practices  are supported by  measurement,  monitoring, and  executive  oversight.
5
MIL-5 Deﬁned: Domain practices  are supported by  enterprise  standardization  and analysis of  lessons learned.
Number of Participants = 
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Your Performance Compared to All CRR Participants
Asset  Management
Controls  Management
Conﬁguration  and Change  Management
Vulnerability  Management
Incident  Management
Service  Continuity  Management
Risk  Management
External  Dependencies  Management
Training and  Awareness
Situational Awareness
Percentage of Practices Completed
100%
90%
80%
70%
60%
50%
40%
30%
20%
10%
0%
Legend
 = Your Results
 = All Participants-Mean
 = All Participants-Median
Percentage of Practices Completed by Domain
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Percentage of Practices Completed by Domain
Number of Participants = 
Asset Management 
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1         Asset Management
Goal 1-Services are identified and prioritized. 
  
1.         Are services identified? [SC:SG2.SP1] 
 
2.         Are services prioritized based on analysis of the potential impact if the services are disrupted? [SC:SG2.SP1]
 
3.         Is the organization's mission, vision, values, and purpose, including the organization's place in critical infrastructure, identified, and communicated? [EF:SG1.SP1]
 
4.         Are the organization's mission, objectives, and activities prioritized?  [EF:SG1.SP3]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[SC:SG2.SP1] Identify the organization's high-value services, associated assets, and activities. A fundamental risk management principle is to focus on activities to protect and sustain services and assets that most directly affect the organization's ability to achieve its mission.
 
Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems",Page 15-18
 
NIST CSF References: ID.BE 
 
Q2         CERT-RMM Reference
[SC:SG2.SP1] Prioritize and document the list of high-value services that must be provided if a disruption occurs.  Consideration of the consequences of the loss of high-value organizational services is typically performed as part of a business impact analysis. In addition, the consequences of risks to high-value services are identified and analyzed in risk assessment activities. The organization must consider this information when prioritizing high-value services.
 
Additional References
Special Publication 800-34 "Contingency Planning for Federal Information Systems",Page 16-18
 
NIST CSF References: ID.AM-5, ID.BE
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Q3         CERT-RMM Reference
[EF:SG1.SP1] Identify the organization's mission, vision, values, and purpose. From a resilience management perspective, the identification, comprehension, and communication of the organization's strategic objectives provides essential and necessary guidance and direction for the operational resilience management process.  Effective operational resilience ensures that the organization can reach its strategic objectives.
 
Additional References
NIST SP 800-53 Rev. 4 PM-8
 
NIST CSF References: ID.BE-2 
 
Q4         CERT-RMM Reference
[EF:SG1.SP3]  Prioritize and document the organizations strategic objectives. In order to appropriately scope the organization's operational resilience management process and corresponding operational resilience management activities, the high-value services of the organization that support the strategic objectives must be identified, prioritized, and communicated as a common target for success.  
 
Affinity analysis between the organization's strategic objectives and services is a means to help the organization prioritize services and to identify high-value services that must be made resilient.
 
Additional References
NIST SP 800-53 Rev. 4 PM-11
 
NIST CSF References: ID.BE-3 
 
Goal 2-Assets are inventoried, and authority and responsibility for these assets is established.
 
1.         Are the assets that directly support the critical service inventoried (technology includes hardware, software, and external information systems)? [ADM:SG1.SP1]
 
People
 
Information
 
Technology
 
Facilities 
 
2.         Do asset descriptions include protection and sustainment requirements? [ADM:SG1.SP2] 
 
People
 
Information
 
Technology
 
Facilities 
 
3.         Are both owners and custodians of assets documented in asset descriptions? [ADM:SG1.SP3] 
  
People
 
Information
 
Technology
 
Facilities
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4.         Are the physical locations of assets (both within and outside the organization) documented in the asset inventory? [ADM:SG1.SP3] 
 
People 
 
Information 
 
Technology 
 
Facilities 
 
5.         Are organizational communications and data flows mapped and documented in the asset inventory? [ADM:SG1.SP2] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[ADM:SG1.SP1] Identify and inventory high-value assets. An organization must be able to identify its high-value assets, document them, and establish their value in order to develop strategies for protecting and sustaining assets commensurate with their value to services.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 2-3
 
NIST CSF References: ID.AM, ID.AM-1,ID.AM-2, ID.AM-4 
 
Q2         CERT-RMM Reference
[ADM:SG1.SP2] Update the asset database with asset profile information.  All information relevant to the asset (collected from the asset profile) should be contained with the asset in its entry in the asset database.  Strategies to protect and sustain an asset may be documented as part of the asset profile.
 
Additional References
NIST CSF References: ID.BE-5  
 
Q3         CERT-RMM Reference
[ADM:SG1.SP3] Document and describe the owner of each asset on the asset profile.  The organization should also, to the extent possible, identify relevant custodians for each high-value asset.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 19-21
 
NIST CSF References: ID.AM 
 
Q4         CERT-RMM Reference
[ADM:SG1.SP3] Document and describe the physical location of the asset and the custodian of the asset.   
 
Additional References
Special Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems"  Page 19-24
 
NIST CSF References: ID.AM
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Q5         CERT-RMM Reference
[ADM:SG1.SP2] Update the asset database with asset information, including the organizational communications and data flows.  
 
Additional References
NIST 800-53 Rev.4 AC-4, CA-3, CA-9, PL-8
Information flow control regulates where information is allowed to travel within an information system and between information systems.
 
NIST CSF References: ID.AM-3
 
Goal 3-The relationship between assets and the services they support is established.
 
1.         Are the associations between assets and the critical service they support documented? [ADM:SG2.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         Are confidentiality, integrity, and availability requirements established for each service-related asset?  [RRD:SG2.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[ADM:SG2.SP1] Assign assets in the asset database to one or more services.   The relationship between assets and the services they support must be understood in order to effectively develop, implement, and manage resilience strategies that support the accomplishment of the service's mission.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 21
 
NIST CSF References: ID.BE-4
 
Q2         CERT-RMM Reference
[RRD:SG2.SP1] Document confidentiality, integrity, and availability requirements for each service-related asset.  The needs of the organization are satisfied by consistent and efficient performance of services. These services depend on the contributions and support of assets to meet their missions. Thus, the resilience of these assets is paramount to mission assurance.Additional ReferencesFIPS Publication 199 Standards for Security Categorization of Federal Information and Information Systems, Page 2
 
NIST CSF References: ID.BE-5, ID.GV-3
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Goal 4-The asset inventory is managed.
 
1.         Have change criteria been established for asset descriptions? [ADM:SG3.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         Are asset descriptions updated when changes to assets occur? [ADM:SG3.SP2]
 
People
 
Information
 
Technology
 
Facilities
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[ADM:SG3.SP1] Develop and document criteria for establishing when a change in asset inventory must be considered. Ensure that these criteria are commensurate with the organization's risk tolerances.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 21
 
NIST CSF References: ID.AM
 
Q2         CERT-RMM Reference
[ADM:SG3.SP2] Document the asset changes by updating asset profiles and the asset database.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 26
 
NIST CSF References: ID.AM
 
Goal 5-Access to assets is managed.
 
1.         Is access (including identities and credentials) to assets granted based on their protection requirements? [AM:SG1.SP1]
 
Information
 
Technology
 
Facilities
 
2.         Are access (including identities and credentials) requests reviewed and approved by the asset owner? [AM:SG1.SP1]
 
Information
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 Technology
 
Facilities
 
3.         Are access privileges reviewed to identify excessive or inappropriate privileges? [AM:SG1.SP3]
 
Information
 
Technology
 
Facilities
 
4.         Are access privileges modified as a result of reviews? [AM:SG1.SP4]
 
Information
 
Technology
 
Facilities
 
5.         Are access permissions managed incorporating the principle of least privilege? [AM:SG1.SP1]
 
Information
 
Technology
 
Facilities
 
6.         Are access permissions managed incorporating the principle of separation of duties? [AM:SG1.SP1]
 
Information
 
Technology
 
Facilities
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[AM:SG1.SP1] Access privileges are assigned and approved by asset owners based on the role of the person, object, or entity that is requesting access. Asset owners are the persons or organizational units, internal or external to the organization, who have primary responsibility for the viability, productivity, and resilience of a high-value organizational asset. It is the owner's responsibility to ensure that requirements for protecting and sustaining assets are defined for assets under their control. In part, these requirements are satisfied by defining and assigning access privileges that are commensurate with the requirements. Therefore, the asset owner is responsible for granting and revoking access privileges to an identity based on the identity's role and the asset's resilience requirements. To be successful, asset owners must be aware of identities that need access to their assets and must evaluate the need with respect to business and resilience requirements before granting approval.Additional References Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations", AC-1
 
NIST CSF References: PR.AC-1, PR.AC-2, PR.AC-3
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Q2         CERT-RMM Reference
[AM:SG1.SP1] Access requests should be sponsored by an appropriate person in the organization (i.e., a supervisor or manager) and should be directly submitted to and approved by the owner of the assets (or their agents) to which access is being requested.  Access requests should include proper justification for the request and should be approved by the sponsor of the request.Additional ReferencesSpecial Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" AC-1
 
NIST CSF References: PR.AC-1, PR.AC-2, PR.AC-3
 
Q3         CERT-RMM Reference
[AM:SG1.SP3] The mismanagement of access privileges is a major source of potential risks and vulnerabilities to the organization. Because assets and the identity community that needs access to the assets are pervasive across the organization, and in some cases extend beyond the organization, the ability to ensure that only authorized identities have appropriate privileges is an ongoing challenge. The organization must establish responsibility for regular review of access privileges and a process for correcting inconsistencies.Additional ReferencesSpecial Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" AC-2
 
NIST CSF References: PR.AC 
 
Q4         CERT-RMM Reference
[AM:SG1.SP4] Asset owners should document any inconsistencies or misalignment in access privileges. Owners should identify privileges that are:
•         excessive
•         out of alignment with the identity's role or job responsibility
•         assigned but never approved by the asset owner
•         in violation of the asset's resilience requirements 
 
Owners should also identify identities that may have been provisioned with access privileges but are no longer considered as valid identities. A disposition for each inconsistency or misalignment should be documented, as well as the actions that need to be taken to correct these issues. 
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" AC-2
 
NIST CSF References: PR.AC
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Q5         CERT-RMM Reference
[AM:SG1.SP1] Access privileges are assigned and approved based on the role of the person, object, or entity that is requesting access. The access provided should be commensurate with and not exceed the requestors job responsibilities. Therefore, the asset owner is responsible for granting and revoking access privileges to an identity based on the identity's role and the asset's resilience requirements. To be successful, asset owners must be aware of identities that need access to their assets and must evaluate the need with respect to business and resilience requirements before granting approval.
 
Additional References
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16
The principle of least privilege is employed to ensure users and processes operate at privilege levels no higher than necessary. Access permissions can also be employed at the application and service level to provide increased information security.
 
NIST CSF References: PR.AC-4
 
Q6         CERT-RMM Reference
[AM:SG1.SP1] Access privileges are assigned and approved based on the role of the person, object, or entity that is requesting access. The access provided should be commensurate with and not exceed the requestors job responsibilities. Therefore, the asset owner is responsible for granting and revoking access privileges to an identity based on the identity's role and the asset's resilience requirements. To be successful, asset owners must be aware of identities that need access to their assets and must evaluate the need with respect to business and resilience requirements before granting approval.
 
Additional References
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16
Consider using separation of duties to address the potential for abuse of authorized privileges by dividing roles and privileges between users (e.g., ensuring security personnel administering access control functions do not also administer audit functions).
 
NIST CSF References: PR.AC-4
 
Goal 6-Information assets are prioritized and managed to ensure the sustainment and protection of the critical service.
 
1.         Are information assets categorized based on sensitivity and potential impact to the critical service (such as public, internal use only, secret)? [KIM:SG1.SP2]
 
2.         Is the categorization of information assets monitored and enforced? [KIM:SG1.SP2]
 
3.         Are there policies and procedures for the proper labeling and handling of information assets? [KIM:SG1.SP2]
 
4.         Are all staff members who handle information assets (including those who are external to the organization, such as contractors) trained in the use of information categories? [KIM:SG1.SP2]
 
5.         Are high-value information assets backed-up and retained? [KIM:SG6.SP1] 
 
6.         Do guidelines exist for properly disposing of information assets? [KIM:SG4.SP3]
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7.         Is adherence to information asset disposal guidelines monitored and enforced? [KIM:SG4.SP3]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[KIM:SG1.SP2] Assign sensitivity categorization levels to information assets.This practice typically occurs when the information asset is defined. The categorization level should be kept as part of the definition of the information asset in the asset inventory.Additional ReferencesFIPS Publication 200 "Minimum Security Requirements for Federal information and information Systems", Page 2
 
NIST CSF References: PR.DS
 
Q2         CERT-RMM Reference
[KIM:SG2.SP2] Establish and implement administrative controls for information assets.  Administrative controls for protecting information assets include information security policies that govern the behavior of users, including  policies for the proper sensitivity categorization of information assets.  
 
Additional References
Special Publication 800-39 "Managing Information Security Risk - Organization, Mission, and Information System View" Page  45-48
 
NIST CSF References: PR.DS
 
Q3         CERT-RMM Reference
[KIM:SG1.SP2] Establish policies for proper handling of information assets according to the sensitivity categorization scheme.  Establish policies and procedures for proper labeling for each category of information asset.  Additional ReferencesSpecial Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" MP-3
 
NIST CSF References: PR.DS
 
Q4         CERT-RMM Reference
[KIM:SG1.SP2] Assign responsibility for the assignment of sensitivity categorization levels to information assets. All staff who handle information assets (including those who are external to the organization) should be trained in the organization's sensitivity categorization scheme and be authorized to assign a categorization level. Training should also be provided for proper handling of each category of information asset.
 
Additional References
NIST CSF References: PR.AT-1
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Q5         CERT-RMM Reference
[KIM:SG6.SP1] Develop information asset backup and retention procedures. Information asset backup and retention procedures should include:
•         standards for the frequency of backup and storage (which may be established and connected to the organization's configuration management of information assets) and the retention period for each information asset
•         the types and forms of information asset retention (paper, CDs, tapes, etc.)
•         the identification of organization-authorized storage locations and methods, as well as guidelines for appropriate proximity of these storage locations
•         procedures for accessing stored copies of information assets
•         standards for the protection and environmental control of information assets in storage (particularly if the assets are stored in locations not owned by the organization)
•         standards for the testing of the validity of the information assets to be used in restorative activities
•         periodic revision of the guidelines as operational conditions change
 
The application of these guidelines should be based on the value of the asset and its availability requirements during an emergency, which may be indicated by a service continuity plan.  
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" CP-9
 
NIST CSF References: PR.IP-4
 
Q6         CERT-RMM Reference
[KIM:SG4.SP3] Develop and implement guidelines for the appropriate disposition of information assets. Communicate these guidelines to all staff who are responsible for the resilience of information assets.Additional ReferencesSpecial Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations", Page MP-6
 
NIST CSF References: PR.DS-3, PR.IP-6
 
Q7         CERT-RMM Reference
[KIM:SG4.SP3] Communicate these guidelines to all staff who are responsible for theresilience of information assets.  Proper disposition of information assets is highly dependent on the type of asset, its form, its sensitivity categorization, and other factors such as whether the disposition must be logged or tracked. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 10-13
 
NIST CSF References: PR.DS-3, PR.IP-6 
Asset Management 
25  | CRR Self-Assessment V 8.0.0 
Goal 7-Facility assets supporting the critical service are prioritized and managed.
 
1.         Are facilities prioritized based on potential impact to the critical service, to identify those that should be the focus of protection and sustainment activities? [EC:SG1.SP1]
 
2.         Is the prioritization of facilities reviewed and validated? [EC:SG1.SP1]
 
3.         Are protection and sustainment requirements of the critical service considered during the selection of facilities? [EC:SG2.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[EC:SG1.SP1] Prioritize facility assets. The prioritization of facility assets is necessary so that the organization can ensure it focuses protection and sustainability activities on facilities that have the most potential for impacting the organization if they are disrupted or destroyed. Unlike other organizational assets, facilities tend to be “hubs” of services; that is, many services tend to be performed in or supported by a single facility. An example of this would be a data center where many application systems (and their associated hardware, software, and network components) support a number of organizational services. Because the loss of a facility can have widespread cascading effects on a number of services, the organization should consider this strongly when prioritizing facility assets. One means for supporting this criterion is to review the mapping between services and facility assets. This information may also be gathered as the result of a business impact analysis activity at the organizational unit level.Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems",Page 17
 
NIST CSF References: ID.AM-5, ID.BE-4
 
Q2         CERT-RMM Reference
[EC:SG1.SP1] Periodically validate and update the list of high-value facility assets based on operational and organizational environment changes.
 
Additional References
NIST CSF References: ID.AM-5, ID.BE-4 
 
Q3         CERT-RMM Reference
[EC:SG2.SP2] A specific subset of controls should be considered during the design, construction, or leasing of facility assets. These controls are typically technical or physical in nature and are focused on sustaining the operability and viability of facilities, thus contributing to a facility's operational resilience. 
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations", PE-16, PE-17, PE-18
 
NIST CSF References: ID.BE-5, PR.IP-5
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MIL2-Planned
 
1.         Is there a documented plan for performing asset management activities?
 
2.         Is there a documented policy for asset management?
 
3.         Have stakeholders for asset management activities been identified and made aware of their roles?
 
4.         Have asset management standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider planning for asset management. This involves developing a plan for performing the process to ensure that an accurate inventory of assets is developed and maintained and can form a foundation for managing operational resilience. Developing and maintaining an asset inventory may be challenging because most organizations have a significant number of assets. Thus, the plan must address how the inventory will be taken and maintained at various levels of the organization. For practicality, most organizations may take inventory at an organizational unit level and have a method or tool to aggregate the inventory at an enterprise level. 
 
Additional References
NIST CSF References: ID-AM
 
Q2         CERT-RMM Reference
Consider sponsoring policies and procedures, including the documentation of assets and for establishing asset ownership and custodianship. The asset management policy should address:
•         responsibility, authority, and ownership for performing process activities, including collecting and documenting asset inventory information
•         the association of assets to core organizational services, and the prioritization of assets in the inventory
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders, which are individuals who are involved in various tasks in the asset management process, such as:
•         planning for the process
•         creating an asset inventory baseline
•         creating asset profiles
•         associating assets with services and analyzing asset-service dependencies
•         reviewing and appraising the effectiveness of process activities
•         resolving issues in the process
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
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Q4         CERT-RMM Reference
Consider sponsoring standards, and guidelines, including procedures, standards, and guidelines for:
•         documenting asset descriptions and relevant information
•         describing and identifying asset owners
•         describing and identifying asset custodians
•         the development of criteria to provide guidance on asset inventory updating, reconciliation, and change control
•         the association of assets to core organizational services, and the prioritization of assets in the inventory
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.AM
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the asset management activities?
 
2.         Have qualified staff been assigned to perform asset management activities as planned?
 
3.         Is there adequate funding to perform asset management activities as planned?  
 
4.         Are risks related to the performance of planned asset management activities identified, analyzed, disposed of, monitored, and controlled?  
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting periodic reviews of the asset  management process as needed to ensure that:
•         newly acquired assets are included in the inventory
•         assets that have been modified are reflected accurately in the inventory
•         assets that have been retired are removed from the inventory
•         asset-service mapping is accurate and current
•         ownership and custodianship over assets are established and documented
•         change control processes are operating appropriately to minimize discrepancies between the organization's asset base and the asset inventory
•         access to the asset inventory is being limited to only authorized staff
•         status reports are provided to appropriate stakeholders in a timely manner
•         asset and service dependency issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         administrative, technical, and physical controls are operating as intended
•         controls are meeting the stated intent of the resilience requirements
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-8
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Q2         CERT-RMM Reference
Consider ensuring that responsible staff are trained in skills required in the asset management process. Examples of these skills include:
•         knowledge of the tools, techniques, and methods necessary to identify and inventory high-value assets.
•         knowledge unique to each type of asset that is required to identify and inventory each type
•         knowledge necessary to work effectively with asset owners and custodians
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop effective requirements, plans, and programs for the process
 
Additional References
NIST CSF References: PR.AT
 
Q3         CERT-RMM Reference
Consider ensuring that asset management activities are adequately funded. Considerations for funding the asset management process should extend beyond the initial development of the asset inventory to the maintenance of the inventory. Initial costs may be higher if the organization does not have a formal or usable asset baseline to serve as a foundation.
 
Additional References
NIST CSF References: ID.BE
 
Q4         CERT-RMM Reference
Consider managing risk arising from insufficient asset management practices. Discrepancies result when assets are acquired, modified, or retired but not reflected accurately in the asset inventory. Assets form the foundation for operational resilience management, as because they are the target of strategies required to protect and sustain services. To the extent that the asset definition and management process results in inventory discrepancies, the organization's overall ability to manage operational resilience is impeded. 
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are asset management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are asset management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of asset management?
 
Option(s) for Consideration:
 
Q1         Consider measuring the asset management process against its process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
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Q2         Consider objectively evaluating adherence of the asset management process against its process description, standards, and procedures, and address non-compliance.
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         Consider reviewing the activities, status, and results of the asset management process with higher-level managers and resolve issues. 
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of asset management activities from which operating units can derive practices that fit their unique operating circumstances?  
 
2.         Are improvements to asset management activities documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to asset management, that includes:  
•         selecting from the organization's set of standard processes those processes that cover the asset definition and management process and best meet the needs of the organizational unit or line of business
•         establishing  the defined process by tailoring the selected processes according to the organization's tailoring guidelines
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes 
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference
Consider collecting asset management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets. 
 
Additional References
NIST CSF References: PR.IP
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Other Observations – Asset Management
Controls Management 
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2         Controls Management
Goal 1-Control objectives are established.
 
1.         Have control objectives been established for assets (technology, information, facilities, and people) required for delivery of the critical service? [CTRL:SG1.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         Are control objectives prioritized according to their potential to affect the critical service? [CTRL:SG1.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[CTRL:SG1.SP1] Define and document control objectives that result from management directives and guidelines. Affinity analysis of directives and guidelines may be useful in identifying categories of control objectives.These are examples of control objectives:
•         prevent unauthorized use of purchase orders
•         ensure adequate supplies of materials
•         establish an enterprise architecture for information technology
•         develop and communicate policies regarding standards of ethical behavior
•         identify and assess risks that may cause material misstatements of financial records
•         educate and train staff
•         manage external entity relationships
•         establish a compliance program  
 
Additional ReferencesFIPS Publication 199 Standards for Security Categorization of Federal Information and Information Systems  Page 2
 
NIST CSF References: ID.GV-3, PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
Q2         CERT-RMM Reference
[CTRL:SG1.SP1] The intent of prioritization is to determine the control objectives that most need attention because of their potential to affect operational resilience.  Assigning a relative priority to each control objective or category aids in determining the level of resources to apply when defining, analyzing, assessing, and addressing gaps in controls (refer to CTRL:SG2, SG3, and SG4).   Management directives and guidelines can be used to establish criteria for prioritizing control objectives.  
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 14-15 Managing for Enterprise Security Page 15
 
NIST CSF References: ID.GV-3, PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
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Goal 2-Controls are implemented.
 
1.         Have controls been implemented to achieve the control objectives established for the critical service? [CTRL:SG2.SP1]
 
2.         Have controls been implemented, incorporating network segregation where appropriate, to protect network integrity? [CTRL:SG2.SP1]
 
3.         Have controls been implemented to protect data-at-rest? [CTRL:SG2.SP1], [KIM:SG4.SP2]
 
4.         Have controls been implemented to protect data-in-transit? [CTRL:SG2.SP1], [KIM:SG4.SP1], [KIM:SG4.SP2]
 
5.         Have controls been implemented to protect against data leaks? [CTRL:SG2.SP1],[KIM:SG4.SP1], [KIM:SG4.SP2]
 
6.         Have audit/log records been determined, documented, implemented, and reviewed in accordance with policy? [CTRL:SG2.SP1], [MON:SG1.SP3]
 
7.         Have controls been implemented to protect and restrict the use of removable media in accordance with policy? [CTRL:SG2.SP1], [TM:SG2.SP2]
 
8.         Have controls been implemented to protect communication and control networks? [CTRL:SG2.SP1], [TM:SG2.SP2]
 
9.         Have cybersecurity human resource practices been implemented for the critical service (e.g., de-provisioning, personnel screening)? [CTRL:SG2.SP1], [HRM:SG3.SP1]
 
10.         Is access to systems and assets controlled by incorporating the principle of least functionality (e.g., whitelisting, blacklisting, etc.)? [CTRL:SG2.SP1], [TM:SG2.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives. These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 14-15
 
NIST CSF References: ID.GV-3, PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
Q2         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
Additional References
NIST 800-53 Rev.4 AC-4, SC-7
Consider implementing segregation to protect network integrity.  Segregation is a form of boundary protection and provides the capability to isolate or segregate certain organizational information system assets.
 
NIST CSF References: PR.AC-5
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Q3         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[KIM:SG4.SP2] Develop and implement access controls to satisfy confidentiality and integrity requirements. Manage access to controls on an on-going basis to ensure continued satisfaction of those requirements.
 
Additional References
NIST 800-53 Rev.4 SC-28
Implement mechanisms (e.g. encryption and/or secure offline storage) to achieve confidentiality and integrity protection of data-at-rest. 
 
NIST CSF References: PR.DS-1
 
Q4         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[KIM:SG4.SP1]Consider applying cryptographic controls. Cryptographic controls are applied to information assets to ensure confidentiality and prevent accidental disclosure.
 
[KIM:SG4.SP2] Develop and implement access controls to satisfy confidentiality and integrity requirements. Manage access to controls on an on-going basis to ensure continued satisfaction of those requirements.
 
Additional References
NIST 800-53 Rev.4 SC-8
Implement mechanisms (e.g. encryption and/or randomized communication patterns) to achieve confidentiality and integrity protection of data-in-transit. 
 
NIST CSF References: PR.DS-2
 
Q5         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[KIM:SG4.SP1]Consider applying cryptographic controls to protect against data leaks.  Cryptographic controls are applied to information assets to ensure confidentiality and prevent intentional or unintentional disclosure.
 
[KIM:SG4.SP2] Develop and implement access controls to satisfy confidentiality and integrity requirements. Manage access to controls on an on-going basis to ensure continued satisfaction of those requirements.
 
Additional References
NIST 800-53 Rev.4 AC-4, AC-5, AC-6, PE-19, PS-3, PS-6, SC-7, SC-8, SC-13, SC-31, SI-4
Consider implementing mechanisms (e.g. encryption and/or access controls) to protect against data leaks. Information/data leakage is the intentional or unintentional release of information to an untrusted environment. 
 
NIST CSF References: PR.DS-5
Controls Management 
34  | CRR Self-Assessment V 8.0.0 
Q6         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[MON:SG1.SP3] Establish monitoring requirements for the management and review of audit logs. Identify the level and type of monitoring activities needed to meet requirements. Requirements should consider:
•         the sources of data
•         the granularity of data
•         the distribution frequency
•         the retention of data
 
Additional References
NIST 800-53 Rev.4 AU Family
To determine the set of auditable events, consider the auditing appropriate for each of the security controls to be implemented. Protect audit information and audit tools from unauthorized access, modification, and deletion. Retain audit records until they are no longer needed for administrative, legal, audit, or other purposes.
 
NIST CSF References: PR.PT-1
 
Q7         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives. These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
[TM:SG2.SP2] Develop, implement, and manage an appropriate level of administrative, technical, and physical security controls to protect and restrict the use of removable media. Monitor the effectiveness of these controls on a regular basis to ensure they continue to meet requirements.
 
Additional References
NIST 800-53 Rev.4 MP-2, MP-4, MP-5, MP-7
Consider restricting user access to removable media to defined personnel or roles.  Consider also measures to restrict the use of certain types of removable media and measures to protect removable media during transport.
 
NIST CSF References: PR.PT-2         
 
Q8         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives. These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[TM:SG2.SP2] Develop, implement, and manage an appropriate level of administrative, technical, and physical security controls to protect communication and control networks. Monitor the effectiveness of these controls on a regular basis to ensure they continue to meet requirements.
 
Additional References
NIST 800-53 Rev.4 AC-4, AC-17, AC-18, CP-8, SC-7
Consider establishing and documenting usage restrictions, configuration/connection requirements, and implementation guidance for the protection of communication and control networks. Implement controls to protect communication and control networks. Consider establishing alternate telecommunication and data communication services.
 
NIST CSF References: PR.PT-4
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Q9         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
[HRM:SG3.SP1] Cybersecurity obligations should be clearly documented in job descriptions so that staff members know their roles and responsibilities.  All job descriptions in the organization, particularly those with vital roles, should clearly state the staff member's cybersecurity roles, responsibilities, and job tasks.
 
Additional References
NIST SP 800-53 Rev. 4 PS Family
Consider implementing cyber security in human resource practices such as:
•         personnel screening and rescreening processes
•         implementing and managing access agreements (nondisclosure agreements, acceptable use agreements, access agreements, etc.)
•         third-party personnel security processes
•         personnel sanctions for noncompliance
 
NIST CSF References: PR.IP-11
 
Q10         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[TM:SG2.SP2] Develop, implement, and manage an appropriate level of administrative, physical, and technical security controls to protect access to systems and assets. Monitor the effectiveness of these controls on a regular basis to ensure they continue to meet requirements. Where appropriate access to all systems and assets should be controlled in accordance with the principle of least functionality.
 
Additional References
NIST SP 800-53 Rev. 4 AC-3, CM-7
Consider controlling access to systems and assets employing the principle of least functionality when appropriate.  Least functionality is the principle of configuring information systems to provide only essential capabilities. Prohibit or restrict the use of unnecessary functions, ports, protocols, services, etc. Where feasible, organizations should limit component functionality to a single function per device/system (e.g., email server or web server but not both).   
 
NIST CSF References: PR.PT-3
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Goal 3-Control designs are analyzed to ensure they satisfy control objectives.
 
1.         Are control designs analyzed to identify gaps where control objectives are not adequately satisfied? [CTRL:SG3.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         As a result of the controls analysis, are new controls introduced or existing controls modified to address gaps? [CTRL:SG3.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[CTRL:SG3.SP1] Analyze existing controls against control objectives. Identify gaps where enterprise control objectives for the resilience of services and assets and service control objectives are not adequately satisfied by existing controls.
 
Additional References
Special Publication 800-30 "Risk Management Guide for Information Technology Systems"  Section 2.4 and Section 3.2
 
NIST CSF References: PR.IP-7
 
Q2         CERT-RMM Reference
[CTRL:SG3.SP1] Identify updates to existing controls and proposed new controls to address gaps. This includes identifying gaps where the control objective's priority does not warrant further investment in updated or new controls.  
 
Additional References
Special Publication 800-30 "Risk Management Guide for Information Technology Systems"  Section 3
 
NIST CSF References: PR.IP-7
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Goal 4-The internal control system assessed to ensure control objectives are met.
 
1.         Is the performance of controls assessed on a scheduled basis to verify they continue to meet control objectives? [CTRL:SG4.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         As a result of scheduled assessments, are new controls introduced or existing controls modified to address problem areas? [CTRL:SG4.SP1]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[CTRL:SG4.SP1] Perform control assessments. Performing periodic assessment of the internal control system is necessary to ensure that controls continue to meet control objectives, that control objectives continue to implement strategies for protecting and sustaining services (and their supporting assets), and that resilience requirements are satisfied. Various assessment techniques can be used ranging from informal, self-assessments to more structured formal assessments against established standards. Affinity analysis, interviews, and surveys may provide useful insight. In addition, results from business impact analyses, risk assessments, and internal audits and external audits (refer to the Compliance process area) can contribute.
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 46-48
 
NIST CSF References: PR.IP-7
 
Q2         CERT-RMM Reference
[CTRL:SG4.SP1] Identify updates to existing controls and proposed new controls to address problem areas. Organizations can realize efficiencies of scale by requiring specific controls for a given type of asset. For example, standardizing desktop and laptop system configurations or deploying access control systems across a range of technology assets that support multiple high-value services can reduce the cost of controls. Straightforward changes can be addressed by service and asset owners and the line of business and organizational unit managers to whom they report. For more complex changes that require broader organizational planning and coordination, a remediation plan may be required. 
 
Remediation plans should address:
•         the actions the organization must take to ensure that controls satisfy control objectives effectively and efficiently
•         changes to the internal control system
•         assignment of responsibility and authority to perform the work
•         schedule and costs to perform the work
•         documentation of risk mitigation strategies and residual risks
The actions called for in remediation plans must be tracked to closure. Plans are updated as required. Any changes to existing controls and the addition of any new controls may result in the need for a reassessment.  
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Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 48
 
NIST CSF References: PR.IP-7
 
MIL2-Planned
 
1.         Is there a plan for performing controls management activities?
 
2.         Is there a documented policy for controls management?
 
3.         Have stakeholders for controls management activities have been identified and made aware of their roles?
 
4.         Have controls management standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing and maintaining a plan for controls management. The plan for the controls management process should be directly influenced by the management directives and guidelines and resilience requirements that serve as the basis for defining control objectives.
 
The plan for the controls management process should not be confused with remediation plans for changes to the internal control system that require broad organizational planning and coordination. The plan for the controls management process details how the organization will perform controls management, including the development of remediation plans. 
 
Subpractice:
•         define and document the plan for performing the process•         define and document the process description•         review the plan with relevant stakeholders and get their agreement•         revise the plan as necessary
 
Additional References 
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
Q2         CERT-RMM Reference
Consider developing a policy for controls management.  The controls management policy should address:
•         responsibility, authority, and ownership for performing process activities
•         procedures, standards, and guidelines for
-         defining and selecting control objectives-         prioritizing control objectives-         evaluating and acquiring tools for monitoring the performance of controls-         analyzing and assessing controls-         identifying gaps in controls and approaches for addressing them-         identifying redundant and conflicting controls-         identifying risks associated with problems in the internal control system
•         periodically assessing the internal control system
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
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Q3         CERT-RMM Reference
Consider identifying and documenting stakeholders of the controls management process.  Stakeholders of the controls management process include those that are responsible for control objectives and controls, oversee the controls management process, and are involved in any aspect of ensuring the effectiveness of the internal control system and managing risks resulting from unresolved problems. Stakeholders of the compliance process are also stakeholders of the controls management process for controls that directly support compliance process activities and the fulfillment of compliance obligations.
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
  
Q4         CERT-RMM Reference
Consider establishing standards and guidelines for controls management.
•         affinity analysis methods for categorizing control objectives and analyzing controls
•         methods for prioritizing control objectives
•         techniques and tools for developing and maintaining traceability between control objectives and controls
•         methods for conducting surveys and interviews
•         methods and techniques for identifying and addressing gaps in controls as well as conflicting and redundant controls
•         methods, techniques, and tools for control analysis and assessment
•         methods, techniques, and tools for coordinating process activities across organizational units and lines of business
•         methods, techniques, and tools for collecting, analyzing, validating, and managing information about the internal control system
•         monitoring, auditing, and other assessment techniques to identify problem areas
•         methods and tools for managing changes to controls 
 
Additional References
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the controls management activities?
 
2.         Have qualified staff been assigned to perform controls management activities as planned?
 
3.         Is there adequate funding to perform controls management activities as planned?
 
4.         Are risks related to the performance of planned controls management activities identified, analyzed, disposed of, monitored, and controlled? 
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting oversight of controls management activities.  These are examples of controls management work products placed under control:
•         management directives and guidelines
•         control objectives and their priorities
•         enterprise-, service-, and asset-level controls•         traceability matrix of control objectives and controls, including responsible staff
•         analysis and assessment results, including control gaps
•         updates to existing controls
•         proposed new controls
•         redundant and conflicting controls
•         risks related to unsatisfied control objectives
•         risks related to redundant and conflicting controls
•         remediation plans
•         updates to service continuity plans
•         process plan
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: PR.IP-8
 
Q2         CERT-RMM Reference
Consider ensuring that responsible staff are trained in the skills necessary to perform controls management. These are examples of skills required in the controls management process:
•         knowledge of the tools, techniques, and methods necessary to analyze, assess, and manage the internal control system, including those necessary to perform the process using the selected methods, techniques, and tools
•         knowledge unique to each control objective
•         knowledge necessary to successfully remediate control gaps, problem areas, redundancies, and conflicts
•         knowledge necessary to work effectively with asset and service owners and custodians
•         oral and written communication skills to prepare reports on the effectiveness of the internal control system and defend these reports if required
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop effective control objectives and controls
 
Additional References
NIST CSF References: PR.AT
 
Q3         CERT-RMM Reference
Consider ensuring that controls management activities are adequately funded.  Considerations for funding the process should extend beyond the initial development of controls to the maintenance of the system of internal controls, which includes evaluation of control effectiveness.
 
Additional References
NIST CSF References: ID.BE
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Q4         CERT-RMM Reference
Consider ensuring that risk arising from the failure of controls management is identified, assessed, and mitigated.  
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are controls management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are controls management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of controls management?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the controls management process. These are examples of metrics for the controls management process:
•         number of controls and number of controls by category 
•         percentage of control objectives that are fully satisfied by existing controls
•         percentage of controls that span multiple control objectives
•         percentage of controls that require updates; percentage of control objectives that are affected by updated controls
•         percentage of proposed new controls; percentage of control objectives that are affected by proposed new controls
•         percentage of redundant controls; percentage of control objectives that are affected by redundant controls
•         percentage of conflicting controls; percentage of control objectives that are affected by conflicting controls
•         time and resources expended to conduct an analysis of controls (establish the baseline)
•         time and resources expended to conduct an assessment of controls (periodic)
•         number of problem areas resulting from the assessment of controls
•         number of problem areas escalated to higher-level managers for review
•         percentage of control objectives requiring remediation plans
•         percentage of controls that have been fully automated
•         timeliness of resolving control gaps (implementation of control updates and proposed new controls; resolution of redundant and conflicting control(s) 
•         reduction in number of controls
•         number of process risks referred to the risk management process; number of risks where corrective action is still pending (by risk rank)
•         level of adherence to process policies; number of policy violations; number of policy exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7
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Q2         CERT-RMM Reference
Consider reviewing the controls management activities. Periodic reviews of the controls management process are needed to ensure that:
•         control objectives are satisfied and continue to be satisfied across time and in the face of changing business and risk conditions
•         control problem areas have been identified and remediated
•         risks related to control problem areas have been identified, properly referred, and addressed
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported 
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions requiring management involvement are elevated in a timely manner
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference
Consider reviewing issues with performance of controls management. Reviews of the controls management process may result from periodic assessment or post-event audits that seek to identify problems that must be corrected. Elevating the results of these assessments and audits to managers provides an opportunity to correct controls management process deficiencies and to make managers aware of variations in the process that not only have localized impact but may also affect the organization's resilience as a whole.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of controls management activities from which operating units can derive practices that fit their unique operating circumstances?
 
2.         Are improvements to controls management documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to controls management, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the controls management process and best meet the needs of the organizational unit or line of business
•         establishing  the defined process by tailoring the selected processes according to the organization's tailoring guidelines
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
 
Additional References
NIST CSF References: PR.IP
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Q2         CERT-RMM Reference
Consider collecting controls management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
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Other Observations – Controls Management
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3 Configuration and Change Management
Goal 1-The life cycle of assets is managed. 
 
         1.         Is a change management process used to manage modifications to assets? [ADM:SG3.SP2] 
 
Information 
 
Technology 
 
Facilities 
 
         2.         Are resilience requirements evaluated as a result of changes to assets? [RRM:SG1.SP3]
 
Information 
 
Technology 
 
Facilities 
 
         3.         Is capacity management and planning performed for assets? [TM:SG5.SP3] 
 
         4.         Are change requests tracked to closure? [TM:SG4.SP3] 
 
         5.          Are stakeholders notified when they are affected by changes to assets? [ADM:SG3.SP2] 
 
         6.         Is a System Development Life Cycle implemented to manage systems supporting the critical service? [ADM:SG3.SP2], [RTSE:SG2.SP2]
 
Option(s) for Consideration: 
 
 Q1         CERT-RMM Reference 
[ADM:SG3.SP2] Maintain a requirement change history with rationale for performing the  changes. Change management for resilience requirements is a continuous process and  therefore requires that the organization effectively assign responsibility and accountability for it. The organization must independently monitor that the change management process is operational and that asset-level resilience requirements have been updated on a regular basis so that they remain in direct alignment with organizational drivers.  
 
Additional References 
Special Publication  800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations"   CM-3 
 
NIST CSF References: PR.IP-3 
 
Q2         CERT-RMM Reference 
[RRM:SG1.SP3] Evaluate the impact of requirement changes on existing activities and  commitments for protecting and sustaining assets and services. The organization must  independently monitor that the change management process is operational and that asset-level resilience requirements have been updated on a regular basis so that they remain in direct alignment with organizational drivers. 
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Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal           Information Systems and Organizations" CM-3 
 
NIST CSF References: PR.IP-3 
 
Q3         CERT-RMM Reference 
[TM:SG5.SP3] Develop a strategy to meet the demand for capacity based on the resilience  requirements for the technology asset and the services it supports. In this case, the strategy may need to consider the organization’s strategic objectives and how the accomplishment of these objectives affects capacity of current technology assets and future capacity needs. 
 
Additional References 
Special Publication 800-128 "Guide for Security Configuration Management of  Information Systems" Page 29-30 
 
NIST CSF References: PR.DS-4 
 
Q4         CERT-RMM Reference 
[TM:SG4.SP3] Track the status of change requests to closure. Ensure that all change  requests have a disposition and that changes that have not been closed are provided an  updated status.  
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" CM-3 
 
NIST CSF References: PR.IP-3 
 
Q5         CERT-RMM Reference 
[ADM:SG3.SP2] Establish communication channels to ensure custodians are aware of  changes in assets.   
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal  In formation Systems and Organizations" CM-3 
 
NIST CSF References: PR.IP-3 
 
Q6         CERT-RMM Reference 
[ADM:SG3.SP2] Changes to high value systems and assets may require corresponding  changes to cybersecurity requirements and the strategies the organization deploys to ensure that these assets are adequately protected and sustained. Maintain a requirement change history with rationale for performing the changes. Change management for resilience requirements is a continuous process and therefore requires that the organization effectively assign responsibility and accountability for it. 
 
[RTSE:SG2.SP2] Planning for the incorporation of resilience into the development life  cycle ensures that resilience activities and controls are included as a required part of the  production of systems and assets. Planning should describe the selection and incorporation of appropriate guidelines for addressing resilience in the life-cycle phases.
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Additional References 
NIST SP 800-53 Rev. 4 SA-3, SA-4, SA-8, SA-10, SA-11, SA-12, SA-15, SA-17, PL-8 
A well-defined System Development Life Cycle provides the foundation for the successful  development, implementation, operation, and disposal of organizational information  systems. Consider incorporating information system security engineering principles to the  specification, design, development, implementation, and modification of information  systems. 
 
NIST CSF References:  PR.IP-2
 
Goal 2-The integrity of technology and information assets is managed. 
 
1.         Is configuration management performed for technology assets? [TM:SG4.SP2] 
 
2.          Are techniques in use to detect changes to technology assets? [TM:SG4.SP3] 
 
3.         Are modifications to technology assets reviewed? [TM:SG4.SP3 ], [TM:SG4.SP2] 
 
4.         Are integrity requirements used to determine  which staff members are authorized to  modify information assets? [KIM:SG5.SP1] 
 
5.         Is the integrity of information assets monitored? [KIM:SG5.SP3]
 
6.         Are unauthorized or unexplained modifications to technology assets addressed?   [TM:SG4.SP2], [TM:SG4.SP3]
 
7.         Are modifications to technology assets tested before being committed to production  systems? [TM:SG4.SP4] 
 
8.         Has a process for managing access to technology assets been implemented?   [TM:SG4.SP1] 
 
9.          Is the maintenance and repair of assets performed and logged in a timely manner?[ADM:SG3.SP2], [TM:SG5.SP2]
 
10.          Is the maintenance and repair of assets performed with approved and controlled tools and/or methods? [ADM:SG3.SP2], [TM:SG5.SP2]
 
11.          Is the remote maintenance and repair of assets approved, logged, and performed in a manner that prevents unauthorized access? [ADM:SG3.SP2], [TM:SG5.SP2]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[TM:SG4.SP2] Create baseline configuration items. Establishing a technology asset  baseline (commonly called a configuration item) provides a foundation for managing the integrity of the asset as it changes over its life cycle.  
 
Additional References 
Special Publication 800-70 "National Checklist Program for IT Products: Guidelines for  Checklist Users and Developers", Entire Document 
 
NIST CSF References: PR.IP-1 
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Q2         CERT-RMM Reference 
[TM:SG4.SP3] Develop and implement change control policies, procedures, and  techniques. Change requests address not only new or changed requirements but also  maintenance and/or failures in the technology assets. Changes are evaluated to ensure that they are consistent with all technical and resilience requirements. 
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" CM-2 
 
NIST CSF References: PR.DS-6 
 
Q3         CERT-RMM Reference 
[TM:SG4.SP2], [TM:SG4.SP3] Review configuration control logs and identify anomalies.  Periodically verify (through monitoring and auditing) that changes to configurations are valid and authorized. 
 
Analyze the impact of changes proposed in the change requests. Change requests are  analyzed to determine the impact that the change will have on the resilience requirements, budget, and schedule. Changes are also evaluated for their impact beyond immediate project or contract requirements. Changes to a technology used in multiple services can resolve an immediate issue while causing a problem in other applications. 
 
Obtain agreement and approval for changes to baselines from relevant stakeholders.
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" CM-3 
 
         NIST CSF References: PR.IP-1, PR.IP-3
 
Q4         CERT-RMM Reference
[KIM:SG5.SP1] Identify and document staff who are authorized to modify information  assets, relative to the asset’s integrity requirements. This information may be specifically  included as part of the information asset’s resilience requirements.
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" AC - 2 
 
NIST CSF References: PR.AC-4, PR.IP-3, PR.IP-11
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Q5         CERT-RMM Reference
[KIM:SG5.SP3] Establish requirements for the inclusion of data validation controls in  services and related systems. The inclusion of data validation controls ensures that  information assets retain their integrity when charged into the production cycles of  processes and systems.
 
Additional References 
Special Publication  800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" PL-1
 
NIST CSF References: PR.DS-6 
 
Q6         CERT-RMM Reference 
[TM:SG4.SP2 ], [ TM:SG4.SP3] Perform configuration audits. Regularly audit the integrity of the configuration item baselines to ensure that they are complete and correct and that they continue to meet configuration management standards and procedures. Identify action items that are required to repair any anomalies.
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" CM-3 and CM-9
 
NIST CSF References: PR.IP-3 
 
Q7         CERT-RMM Reference 
[TM:SG4.SP4] Test release builds. To minimize operational impact, the organization must  test the release build in a segregated test environment to identify issues, concerns, and  problems that may cascade into other operational areas when the build is released. Once all operational issues have been defined and addressed (in some cases by “rebuilding” the  build), the organization can proceed to move the release build into the production  environment.   
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" CM-3 
 
NIST CSF References: PR.DS-7 
 
Q8         CERT-RMM Reference 
[TM:SG4.SP1] Establish access management policies and procedures for requesting and  approving access privileges to technology assets. The organization should establish policies and procedures for requesting, approving, and providing access to technology assets to persons, objects, and entities. The access management policy should establish the responsibilities of requestors, asset owners, and asset custodians (who typically are called upon to implement access requests). The policy should address clear guidelines for access requests that originate external to the organization (i.e., from contractors or business partners). The policy should also cover the type and extent of access that will be provided to objects such as systems and processes.   
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" AC-1
 
NIST CSF References: PR.AC
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Q9         CERT-RMM Reference
[TM:SG5.SP2]  Document all preventive, corrective, and other types of maintenance.            Maintenance records should be retained for all technology assets and stored appropriately  with access only to authorized individuals. Risks related to software systems and their  maintenance may need additional analysis and resolution. These activities may result in  additions or revisions to existing service continuity plans. Implement maintenance  according to the organizations change management process and procedures.
 
[ADM:SG3.SP2]  Changes to high value systems and assets due to maintenance activities may require corresponding changes to cybersecurity requirements and the strategies the  organization deploys to ensure that these assets are adequately protected and sustained.  For all maintenance activities, maintain a requirement change history with rationale for  performing the changes. Change management for resilience requirements is a continuous  process and therefore requires that the organization effectively assign responsibility and  accountability for it.
 
Additional References 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5 
Consider implementing a maintenance and repair process that will approve and monitor all maintenance activities. Also, consider implementing a schedule to perform maintenance and repair activities and establish maintenance documentation standards and guidelines. Document all maintenance and repair activities on information system components for future review.
 
NIST CSF References:  PR.MA-1 
 
Q10         CERT-RMM Reference 
[TM:SG5.SP2] Document all preventive, corrective, and other types of maintenance.   Maintenance records should be retained for all technology assets and stored appropriately  with access only to authorized individuals. Implement maintenance according to the  organizations change management process and procedures. 
 
Identify the tools, techniques, and methods that the organization will use to perform  maintenance activities. Pre-approving tools, techniques, and methods ensures consistency of maintenance activity outcomes. The identified tools, techniques, and methods should cover the entire range of information system assets and may include both procedural and automated methods.  
 
[ADM:SG3.SP2]  Changes to high value systems and assets due to maintenance activities  may require corresponding changes to cybersecurity requirements and the strategies the  organization deploys to ensure that these assets are adequately protected and sustained. For all maintenance activities, maintain a requirement change history with rationale for  performing the changes. Change management for resilience requirements is a continuous  process and therefore requires that the organization effectively assign responsibility and          accountability for  it. 
 
Additional References 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5 Consider approving, controlling, and monitoring information system maintenance tools and  methods. 
 
NIST CSF References: PR.MA-1
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Q11         CERT-RMM Reference
[TM:SG5.SP2]  Document all preventive, corrective, and other types of remote  maintenance. Remote maintenance records should be retained for all technology assets and stored appropriately with access only to authorized individuals. These activities may result in additions or revisions to existing service continuity plans. Implement maintenance according to the organizations change management process and procedures.
 
[ADM:SG3.SP2] Changes to high value systems and assets due to remote maintenance  activities may require corresponding changes to cybersecurity requirements and the  strategies the organization deploys to ensure that these assets are adequately protected and sustained. For all remote maintenance activities, maintain a requirement change history with rationale for performing the changes. Change management for resilience requirements is a continuous process and therefore requires that the organization effectively assign responsibility and accountability for it.
 
Additional References 
NIST SP 800-53 Rev. 4 MA-4 Consider implementing a remote maintenance and repair process that will approve and  monitor all remote maintenance activities. Also, consider implementing a schedule to  perform remote maintenance and repair activities and establish remote maintenance  documentation standards and guidelines. Document all remote maintenance and repair  activities on information system components for future review.
 
Also, consider implementing strong authentication to resist replay attacks and terminating sessions and network connections when remote maintenance and diagnostic activities are  completed.
 
NIST CSF References: PR.MA-2
 
Goal 3-Asset configuration baselines are established. 
 
         1.          Do technology assets have configuration baselines? [TM:SG4.SP2]
 
         2.          Is approval obtained for proposed changes to baselines? [TM:SG4.SP3]
 
         3.         Has a baseline of network operations been established? [TM:SG4.SP2]
 
         4.          Is the baseline of network operations managed? [TM:SG4.SP2]
 
         5.          Has a baseline of expected data flows for users and systems been established?          [TM:SG4.SP2]
 
         6.         Is the baseline of expected data flows for users and systems managed? [TM:SG4.SP2]
 
Option(s) for Consideration:
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Q1         CERT-RMM Reference
[TM:SG4.SP2]  Create baseline configuration items. Establishing a technology asset  baseline (commonly called a configuration item) provides a foundation for managing the  integrity of the asset as it changes over its life cycle.
 
Additional References 
Special Publication 800-70 "National Checklist Program for IT Products: Guidelines for  Checklist Users and Developers" Entire Document 
 
NIST CSF References: PR.IP-1 
 
Q2         CERT-RMM Reference
[TM:SG4.SP3] Obtain agreement and approval for changes to baselines from relevant  stakeholders. 
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" CM-3 
 
NIST CSF References: PR.IP-1, PR.IP-3 
 
Q3         CERT-RMM Reference 
[TM:SG4.SP2] Consider creating configuration baselines for network operational assets.  When integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle.
 
Additional References 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4 Consider establishing baseline configurations to include information about information system components, network topology, and the logical placement of those components within the system architecture and maintaining them under configuration control.
          
NIST CSF References: DE.AE-1
 
Q4         CERT-RMM Reference 
[TM:SG4.SP2]  Consider creating configuration baselines for network operational assets.  When integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle. Configuration management for technology assets is tightly  coupled with change control and management. Change control should be applied to Configuration baselines. Track and control changes to configuration baselines, and perform  configuration baseline audits.
 
Additional References
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4 Baseline configurations for information systems and assets should be developed,  documented, and maintained under configuration control. Formally review baseline  configurations on a periodic basis . Maintaining baseline configurations requires creating  new baselines as organizational information systems change over time. 
 
NIST CSF References: DE.AE-1 
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Q5          CERT-RMM Reference
         [TM:SG4.SP2]  Consider creating configuration baselines of expected data flows. When  integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle. 
 
         Additional References 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4
Consider establishing a configuration baseline of expected data flows. Information flow  control regulates where information is allowed to travel within and between information  systems. Consider developing interconnection interface characteristics, security  requirements, and the parameters of the communication as part of the documented baseline.
 
         NIST CSF References: DE.AE-1
 
Q6         CERT-RMM Reference 
         [TM:SG4.SP2]  Consider creating configuration baselines of expected data flows. When  integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle. Configuration management for technology assets is tightly  coupled with change control and management. Change control should be applied to  configuration baselines. Track and control changes to configuration baselines, and perform  configuration baseline audits. 
 
         Additional References 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4 Baseline configurations of expected data flows should be developed, documented, and maintained under configuration control. Formally review baseline configurations of dedicated connections on a periodic basis. Maintaining baseline configurations requires creating new baselines as organizational information systems change over time. 
 
         NIST CSF References: DE.AE-1 
 
MIL2-Planned 
 
1.         Is there a documented plan for performing change management activities?
 
2.         Is there a documented policy for change management?
 
3.         Have stakeholders for change management activities been identified and made aware of  their roles?
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4.          Have change management standards and guidelines been identified and implemented? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider planning for configuration and change management. The plan for configuration  and change management should maintain a focus of ensuring adequate protection and  sustainment strategies as assets are deployed and are modified. 
 
Additional References 
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA 
 
Q2          CERT-RMM Reference 
Consider sponsoring policies and procedures, including the documentation of configuration and changes. The configuration and change policy should address: 
•         configuration baselines, baseline review and change criteria, change request management, change testing, change risk assessment, and change deployment
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References 
NIST CSF References: ID.GV-1 , PR.IP 
 
Q3         CERT-RMM Reference 
Consider identifying stakeholders, which are individuals who are involved in various tasks in the configuration and change management process, such as: 
•         planning for the process 
•         creating baseline configurations 
•         evaluating an updating changes 
•         managing changes to assets and to the asset inventory 
•         reviewing and appraising the effectiveness of process activities 
•         resolving issues in the process 
 
Additional References 
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT 
 
Q4         CERT-RMM Reference 
Consider sponsoring standards, and guidelines, including procedures, standards, and  guidelines for: 
•         establishing and managing baseline configurations 
•         change control 
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References 
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA 
 
MIL3-Managed 
 
1.         Is there management oversight of the performance of the change management activities? 
 
2.         Have qualified staff been assigned to perform change management activities as planned? 
 
3.         Is there adequate funding to perform change management activities as planned?  
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         4.         Are risks related to the performance of planned change management activities identified,  analyzed, disposed of, monitored, and controlled? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider conducting periodic reviews of the configuration and change management  process are needed to ensure that: 
•         assets are placed under configuration management 
•         baseline configurations meet the organization's needs 
•         baseline configurations are updated as needed 
•         changes to assets do not introduce unacceptable risk 
•         changes to assets are effectively communicated to all who need to know 
 
Additional References 
NIST CSF References: PR.IP-8 
 
Q2         CERT-RMM Reference 
Consider ensuring that responsible staff are trained in skills required  in the configuration  and change management process. Examples of these skills include: 
•         knowledge of the tools, techniques, and methods necessary to manage base line  configurations
•         knowledge necessary to work effectively with asset owners and custodians 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and  interpret them to develop effective requirements, plans, and programs for  the process 
 
Additional References 
NIST CSF References: PR.AT 
 
Q3         CERT-RMM Reference 
Consider ensuring that configuration and change management activities are adequately  funded.  Funding the configuration and change management process should include  ensuring that baseline configurations are available to all stakeholders who require access and that baseline configurations are appropriately managed under the change control process. The change control process should be funded to ensure that all stakeholders are aware of changes, that changes are sufficiently tested, and that unacceptable risk is not introduced to the operating environment as a result of changes. 
 
Additional References 
NIST CSF References: ID.BE 
 
Q4         CERT-RMM Reference 
Consider managing risk arising from insufficient configuration and change management  practices. Discrepancies result when assets are acquired, modified, or retired but not  reflected accurately in the change management repository, or when assets are deployed  without being placed under configuration management. Assets form the foundation for  operational resilience management, as they are the target of strategies required to  protect and sustain services. To the extent that the asset's configuration is not under  configuration management, the organization’s overall ability to manage operational  resilience is impeded. 
 
         Additional References
         NIST CSF References: ID.GV-4, ID.RA-6 
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MIL4-Measured 
 
1.         Are change management activities periodically reviewed and measured to ensure they are  effective and producing intended results?   
 
2.         Are change management activities periodically reviewed to ensure they are adhering to the plan? 
 
3.         Is higher-level management aware of issues related to the performance of change  management? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider measuring the change management process against its process description, standards, and procedures, and address non-compliance.  
 
Additional References 
NIST CSF References: PR.IP-7 
 
Q2         CERT-RMM Reference 
Consider objectively evaluating adherence of the configuration and change management  process against its process description, standards, and procedures, and address non-compliance.  
 
Additional References 
NIST CSF References: PR.IP-8  
 
Q3         CERT-RMM Reference
Consider reviewing activities, status, and results of the process with higher level managers. Reviews of the configuration and change management process may result from periodic examination or post-event audits that seek to identify problems that must be corrected. Elevating the results of these  examinations to managers provides an opportunity to correct process deficiencies and to make managers aware of variations in the risk management process that not only have localized impact but may also affect the organization’s resilience as a whole. 
 
Additional References 
NIST CSF References: PR.IP-7
 
MIL5-Defined 
 
         1.         Has the organization adopted a standard definition of change management activities from  which operating units can derive practices that fit their unique operating circumstances?   
 
         2.         Are improvements to change management documented and shared across the         organization? 
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         Options for Consideration
 
Q1         CERT-RMM Reference 
Consider establishing an organization-wide approach to configuration and change management, that includes:  
•         selecting from the organization’s set of standard processes those processes that cover the configuration and change management process and best meet the needs of the organizational unit or line of business
•         establishing the defined process by tailoring the selected processes according to the  organization’s tailoring guidelines
•         ensuring that the organization’s process objectives are appropriately addressed in the  defined process, and ensure that process governance extends to the tailored processes
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
         
Additional References 
NIST CSF References: PR.IP 
 
Q2         CERT-RMM Reference 
Collect configuration and change management work products, measures, measurement  results, and improvement information derived from planning and performing the process to support future use and improvement of the organization’s processes and process assets. 
         
Additional References 
NIST CSF References: PR.IP
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Other Observations – Configuration and Change Management
Vulnerability Management
4         Vulnerability Management 
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Goal 1-Preparation for vulnerability analysis and resolution activities is conducted. 
 
1.         Has a vulnerability analysis and resolution strategy been developed? [VAR:SG1.SP2]
 
         People
 
         Information
 
         Technology
 
         Facilities 
 
2.          Is there a standard set of tools and/or methods in use to identify vulnerabilities in assets?           [VAR:SG1.SP2] 
         
         People 
 
         Information
 
         Technology
 
         Facilities 
 
3.         Is there a standard set of tools and/or methods in use to detect malicious code in assets? [VAR:SG1.SP2]
 
4.         Is there a standard set of tools and/or methods in use to detect unauthorized mobile code in assets? [VAR:SG1.SP2]
 
5.         Is there a standard set of tools and/or methods in use to monitor assets for unauthorized personnel, connections, devices, and software? [VAR:SG1.SP2]
 
Option(s) for Consideration: 
 
         Q1         CERT-RMM Reference 
[VAR:SG1.SP2] Develop and document an operational vulnerability analysis and  resolution strategy. The strategy for addressing vulnerability analysis and resolution should be documented in a plan that can be communicated to relevant stakeholders and  implemented. The plan should address: 
•         the scope of vulnerability analysis and resolution activities 
•         the essential activities that are required for vulnerability analysis and resolution 
•         a plan for collecting the data necessary for vulnerability activities 
•         tools, techniques, and methods that have been approved for identifying and analyzing  vulnerabilities across a range of assets 
•         a schedule for performing vulnerability activities 
•         the roles and responsibilities necessary to carry out the plan 
•         the skills and training required to perform the vulnerability analysis and resolution strategy and plan 
•         the relative costs associated with the activities, particularly for the purchase and licensing of tools, techniques, and methods 
•         relevant stakeholders of the vulnerability activities and their roles 
•         objectives for measuring when the plan and strategy are successful 
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Additional References
 
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 6-9 
 
NIST CSF References: PR.IP-12 
 
Q2         CERT-RMM Reference
[VAR:SG1.SP2] Identify the tools, techniques, and methods that the organization will use  to identify vulnerabilities to assets. The organization should compile a list of approved and  recommended tools, techniques, and methods that can be used for vulnerability activities.  Pre-approving tools, techniques, and methods ensures consistency and cost-effectiveness, as well as validity of results. This list should cover the entire range of assets and include both  procedural and automated methods. 
 
Additional References
Special Publication 800-40 Version 3 "Creating a Patch Management and Vulnerability  Management Program" Section 4
 
NIST CSF References: DE.CM 
 
Q3         CERT-RMM References
[VAR:SG1.SP2] Identify the tools, techniques, and methods that the organization will use  to identify malicious code in assets. The organization should compile a list of approved and  recommended tools, techniques, and methods to be used for this activity. Pre-approving  tools, techniques, and methods ensures consistency and cost-effectiveness, as well as  validity of results. This list should cover the entire range of applicable assets and include  both procedural and automated methods.
 
Additional References 
NIST 800-53 Rev.4 SI-3 Consider employing malicious code protection mechanisms at information system entry and exit points to detect and eradicate malicious code. Once implemented perform periodic scans to detect malicious code.
 
NIST CSF References: DE.CM-4 
 
Q4         CERT-RMM Reference 
         [VAR:SG1.SP2] Identify the tools, techniques, and methods that the organization will use  to identify mobile code in technology assets. The organization should compile a list of  approved and recommended tools, techniques, and methods to be used for this activity. Pre-approving tools, techniques, and methods ensures consistency and cost-effectiveness, as well as validity of results. This list should cover the entire range of applicable assets and  include both procedural and automated methods. 
 
         Additional References 
         NIST 800-53 Rev.4 SC-18, SI-4, SC-44 
         Consider employing unauthorized mobile code detection mechanisms. Mobile code is  software programs or parts of programs obtained from remote information systems,  transmitted across a network, and executed on a local information system without explicit  installation or execution by the recipient. Consider defining acceptable and unacceptable  mobile code technologies and establish usage restrictions. Authorize, monitor, and control the use of mobile code.         
 
NIST CSF References: DE.CM-5 
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Q5         CERT-RMM Reference
[VAR:SG1.SP2]  Identify the tools, techniques, and methods that the organization will use  to monitor assets for unauthorized personnel, connections, devices and software. The  organization should compile a list of approved and recommended tools, techniques, and  methods to be used for these activities. Pre-approving tools, techniques, and methods  ensures consistency and cost-effectiveness, as well as validity of results. This list should  cover the entire range of assets and include both procedural and automated methods.   
 
Additional References 
NIST 800-53 Rev.4 AU-12, CA-7, CM-3, CM-8, PE-3, PE-6, PE-20, SI-4 
Consider enforcing and monitoring physical access controls to information systems in  addition to the physical access controls for facilities (badging system, guard rounds, etc.).  Monitor information systems to detect unauthorized local, network, and remote connections. Monitoring tools and techniques may include intrusion detection/prevention, log  monitoring, SIEMs, etc. 
 
NIST CSF References: DE.CM-7 
 
Goal 2-A process for identifying and analyzing vulnerabilities is established and  maintained.
 
         1.         Have sources of vulnerability information been identified? [VAR:SG2.SP1]
 
         Information
 
         Technology
 
         Facilities 
 
 
         2.         Is the information from these sources kept current? [VAR:SG2.SP1] 
 
         Information
 
         Technology
 
         Facilities 
 
         3.         Are vulnerabilities being actively discovered? [VAR:SG2.SP2] 
 
         Information
 
         Technology
 
         Facilities 
 
         4.         Are vulnerabilities categorized and prioritized? [VAR:SG2.SP3] 
 
         Information
 
         Technology
 
         Facilities 
 
         5.         Are vulnerabilities analyzed to  determine relevance to the organization? [VAR:SG2.SP3] 
                           
         Information
 
         Technology
 
         Facilities
 
 6.         Is a repository used for recording information about vulnerabilities and their resolution?           [VAR:SG2.SP2] 
 
         Information
 
         Technology
 
         Facilities
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Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[VAR:SG2.SP1] Identify sources of relevant vulnerability information. The sources of  vulnerability information should fit the organization’s vulnerability identification and  analysis needs. The internal sources of vulnerability information supplied by other  operational resilience management processes should be included in the list.  
 
Additional References 
Special Publication 800-40 Version 3 "Creating a Patch Management and Vulnerability Management Program" Section 3 
 
NIST CSF References: ID.RA-2 
 
Q2         CERT-RMM Reference 
[VAR:SG2.SP1] Review sources on a regular basis and update as necessary. New sources  of vulnerability information are continually emerging. The organization must review the  sources and add them to its source list to be sure to have access to the most current,  accurate, and extensive information about vulnerabilities.    
 
Additional References 
Special Publication 800-40 Version 3 "Creating a Patch Management and Vulnerability           Management Program" Section 3 
 
NIST CSF References: DE.DP-5, ID.RA-2, PR.IP-7 
 
Q3         CERT-RMM Reference 
[VAR:SG2.SP2] Discover vulnerabilities. Data collection should be coordinated to discover  vulnerabilities and populate the vulnerability repository as efficiently as possible.  
 
Additional References Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 33 
 
NIST CSF References: DE.CM-8, ID.RA-1 
 
Q4         CERT-RMM Reference 
[VAR:SG2.SP3] Prioritize and categorize vulnerabilities for disposition. Based on the organization’s prioritization guidelines and the results of vulnerability analysis, vulnerabilities must be categorized by disposition.   
 
Additional References Special Publication 800-40 Version 3 "Creating a Patch Management and Vulnerability Management Program" Section 3 
 
NIST CSF References: PR.IP-12
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Q5         CERT-RMM Reference 
         [VAR:SG2.SP3] Analyze the structure and action of the vulnerability. This may require the  vulnerability to be decomposed into other artifacts such as threat, threat actor, motive, and potential outcome. In addition, relationships between vulnerabilities may be identified that could indicate similar root causes or origins that must be considered in resolution actions.  
 
         Additional References 
         NIST CSF References: PR.IP-12 
 
Q6         CERT-RMM Reference 
         [VAR:SG2.SP2] Establishes a vulnerability repository as the central source of vulnerability life-cycle information and populates the vulnerability repository. Basic information that should be collected about vulnerabilities include : 
•         a unique organizational identifier for internal reference 
•         description of the vulnerability 
•         date entered to the repository 
•         references to the source of the vulnerability 
•         the importance of the vulnerability to the organization (critical, moderate, etc.) 
•         individuals or teams assigned to analyze and remediate the vulnerability 
•         a log of remediation actions taken to reduce or eliminate the vulnerability   
 
         Additional References Special Publication 800-40 Version 3 "Creating a Patch Management and Vulnerability Management Program" Section  4 
 
         NIST CSF References: ID.RA-1, PR.IP-12 
 
Goal 3-Exposure to identified vulnerabilities is managed. 
 
1.          Are actions taken to manage exposure to identified vulnerabilities? [VAR:SG3.SP1] 
 
2.          Is the effectiveness of vulnerability mitigation reviewed? [VAR:SG3.SP1] 
 
3.          Is the status of unresolved vulnerabilities monitored? [VAR:SG3.SP1] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
         [VAR:SG3.SP1] Develop a vulnerability management strategy for all vulnerabilities that  require resolution. The strategy should address the actions that the organization will take to reduce or eliminate exposure or to provide an operational workaround if preferable.  
 
         Additional References Special Publication 800-40 Version 2.0 "Creating a Patch Management and Vulnerability Management Program"  
 
         NIST CSF References: RS.MI-3
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Q2         CERT-RMM Reference 
[VAR:SG3.SP1] Analyze the effectiveness of vulnerability management strategies to ensure that objectives are achieved.   
 
Additional References 
Special Publication 800-40 Version 3 "Creating a Patch Management and Vulnerability  Management Program" Section 5 
 
NIST CSF References: DE.DP-5, PR. IP-7, RS.IM 
 
Q3         CERT-RMM Reference 
[VAR:SG3.SP1] Monitor the status of open vulnerabilities.   
 
Additional References 
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for  Federal Information Systems and Organizations" Page  33 
 
NIST CSF References: PR.IP-12 
 
Goal 4-The root causes of vulnerabilities are addressed. 
 
1.         Are underlying causes for vulnerabilities identified (through root-cause analysis or other  means) and addressed? [VAR:SG4.SP1] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[VAR:SG4.SP1] Identify and analyze the root causes of vulnerabilities.     
 
Additional References 
Special Publication 800-39 "Managing Information Security Risk Organization, Mission,  and Information System View" Page 39 
 
NIST CSF References: PR.IP-12, RS.IM 
 
MIL2-Planned 
 
1.         Is there a documented plan for performing vulnerability management activities? 
 
2.         Is there a documented policy for vulnerability management? 
 
3.         Have stakeholders for vulnerability management activities been identified and made aware  of their roles? 
 
4.         Have vulnerability management standards and guidelines been identified and implemented?
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Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing and managing a plan for vulnerability management. The plan for the vulnerability management process should not be confused with the organizational  vulnerability management strategy and plan for identifying and analyzing vulnerabilities.  The plan for the vulnerability management process details how the organization will  perform vulnerability analysis and resolution, including the development of strategies and plans for vulnerability analysis and resolution. 
 
Additional References 
NIST CSF References: PR.IP-12 
 
Q2          CERT-RMM Reference 
Consider developing a policy for vulnerability management. The vulnerability management policy should address: 
•         responsibility, authority, and ownership for performing process activities 
•         information categorization, labeling, and handling 
•         protection against tampering or unauthorized access 
•         encryption, secure storage, and secure transport and distribution of information 
•         procedures, standards, and guidelines for 
-         identifying the assets that are the focus of vulnerability management activities 
-         storage capacity of collection mechanisms and actions to take if capacity is exceeded by type of media 
-         collection of vulnerability data 
-         recording and storage of vulnerability data, including collection media (electronic logs, data files, databases, and information repositories) 
-         distribution of vulnerability data, including media, methods, and channels
-         service level agreement terms and conditions for external entities involved in process  activities                                              
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References 
NIST CSF References: ID.GV-1, PR.IP
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Q3         CERT-RMM Reference
Consider identifying stakeholders of the vulnerability management process. These are  examples of stakeholders of the vulnerability analysis and resolution process:
•         higher-level managers responsible for establishing organizational risk criteria and  tolerances 
•         staff responsible for the organization’s risk management plan 
•         asset owners, custodians, and users 
•         staff responsible for managing operational risks to assets 
•         staff responsible for establishing, implementing, and maintaining an internal control  system for assets 
•         staff responsible for developing, testing, implementing, and executing service continuity plans 
•         external entities responsible for managing high-value assets and providing essential  services 
•         internet service providers 
•         human resources (for people assets) 
•         legal counsel 
•         information technology staff, such as system administrators and CSIRTs 
•         staff responsible for physical security (for facility assets) 
•         internal and external auditors 
•         owners of operational resilience management processes, including risk management,  incident management and control, and service continuity
 
Additional References 
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4         CERT-RMM Reference 
Consider developing standards and guidelines for vulnerability management. Such  standards and guidelines should address:   
•         vulnerability data 
•         process strategy and plans, including the scope of the plans and commitments to the plans 
•         list of sources of vulnerability information 
•         list of internal and external stakeholders and a plan for their involvement 
•         vulnerability prioritization guidelines 
•         prioritized process requirements, accepted requirements, and risks resulting from  unsatisfied requirements 
•         infrastructure requirements 
•         vulnerability data collection and storage standards and parameters 
•         vulnerability data identification, monitoring, collection, analysis, remediation, handling,  and storage methods, procedures, techniques, and tools 
•         vulnerability data distribution plans, procedures, processes, media, methods, and tools 
•         collection media, including electronic logs, data files, databases, and repositories 
•         vulnerability status reports, including resolution strategies 
•         policies and procedures 
•         contracts with external entities  
 
Additional References 
NIST CSF References: PR.IP-12
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MIL3-Managed 
 
1.         Is there management oversight of the performance of the vulnerability management  activities? 
 
2.         Have qualified staff been assigned to perform vulnerability management activities as  planned? 
 
3.         Is there adequate funding to perform vulnerability management activities as planned?
   
4.         Are risks related to the performance of planned vulnerability management activities  identified, analyzed, disposed of, monitored, and controlled? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider conducting reviews of the vulnerability management process, including:            
•         current sources of vulnerability data are in use 
•         assets subject to the process are identified, documented, and included in the scope of  process activities 
•         assets that have been retired are removed from the scope of the process 
•         vulnerability data is identified, collected, and stored in a timely manner 
•         the vulnerability repository is established and maintained 
•         access to the vulnerability repository is limited to authorized staff 
•         vulnerability management status reports are provided to appropriate stakeholders in a  timely manner 
•         vulnerabilities are referred to the risk management process when necessary 
•         actions requiring management involvement are elevated in a timely manner 
•         the performance of process activities is being monitored and regularly reported  
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports 
•         administrative, technical, and physical controls are operating as intended 
•         controls are meeting the stated intent of the resilience requirements 
•         actions resulting from internal and external audits are being closed in a timely manner 
 
Additional References 
NIST CSF References: PR.IP-8
 
Q2         CERT-RMM Reference 
Consider ensuring that responsible staff possess adequate skills to perform vulnerability  management activities. These are examples of skills required in the vulnerability  management process: 
•         knowledge of tools, techniques, and methods used to identify, analyze, remediate, monitor, and communicate vulnerabilities for all asset types, including those necessary to perform the process using the selected methods, techniques, and tools  
•         knowledge of tools, techniques, and methods necessary to ensure the confidentiality,  integrity, and availability of vulnerability data 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and  interpret them to develop effective process requirements, plans, and programs 
•         knowledge necessary to analyze and prioritize process requirements 
•         knowledge necessary to interpret vulnerability data and represent it in ways that are  meaningful and appropriate for managers and stakeholders 
 
Additional References 
NIST CSF References: PR.AT  
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Q3          CERT-RMM Reference 
Consider ensuring that vulnerability management activities are adequately funded. Funding the process should extend beyond the initial development of vulnerability management activities, tools, and processes to ensure that the operating environment is continuously monitored for vulnerabilities. 
 
Additional References 
NIST CSF References: ID.BE 
 
Q4         CERT-RMM Reference 
Consider managing risk from the failure of vulnerability management processes. Monitor key components of vulnerability management, including:   
•         current sources of vulnerability data are in use 
•         assets subject to the process are identified, documented, and included in the scope of  process activities 
•         assets that have been retired are removed from the scope of the process 
•         vulnerability data is identified, collected, and stored in a timely manner 
•         the vulnerability repository is established and maintained 
•         access to the vulnerability repository is limited to authorized staff 
•         vulnerability management status reports are provided to appropriate stakeholders in a  timely manner 
•         vulnerabilities are referred to the risk management process when necessary 
•         actions requiring management involvement are elevated in a timely manner 
•         the performance of process activities is being monitored and regularly reported  
•         key measures are within acceptable ranges as demonstrated in governance dashboards or  scorecards and financial reports 
•         administrative, technical, and physical controls are operating as intended 
•         controls are meeting the stated intent of the resilience requirements 
•         actions resulting from internal and external audits are being closed in a timely manner                   
 
Additional References 
NIST CSF References: ID.GV-4, ID.RA-6
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MIL4-Measured 
 
1.         Are vulnerability management activities periodically reviewed and measured to ensure they are effective and producing intended results?   
 
2.          Are vulnerability management activities periodically reviewed to ensure they are adhering  to the plan? 
 
3.         Is higher-level management aware of issues related to the performance of vulnerability  management? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider measuring the vulnerability management process. These are examples of metrics  for the vulnerability management process: 
•         number of high-value assets (by type) subject to process activities (This is determined by the resilience requirements associated with identified assets and assumes an up-to-date asset inventory.)
•         percentage of high-value assets that have been monitored for vulnerabilities within an  agreed-upon time interval 
•         percentage of high-value assets that have been audited or assessed for vulnerabilities  within an agreed upon time interval 
•         number of reported vulnerabilities by asset type or category for which some form of  resolution or remediation is called for (course of action, reduction, elimination) 
•         percentage of vulnerabilities that have been satisfactorily remediated (or conversely,  percentage of open vulnerabilities) by time interval (days, weeks, months) 
•         number of reported vulnerabilities for which a vulnerability management strategy exists 
•         percentage of vulnerabilities with a vulnerability management strategy that is on track per plan 
•         number and percentage of vulnerabilities requiring a root-cause analysis 
•         number of vulnerabilities referred to the risk management process; number of  vulnerabilities where corrective action is still pending (by risk rank) 
•         number of vulnerabilities referred to the incident management and control process by time interval 
•         number of vulnerabilities referred to the service continuity process by time interval 
•         schedule for collecting, recording, and distributing vulnerability data, including elapsed  time from high-value data collection to data distribution to key stakeholders 
•         percentage of organizational units, lines of business, projects, and activities using vulnerability data to assess the performance of operational resilience management processes 
•         number of risks resulting from unsatisfied process requirements, designated as high,  medium, or low or some other organizational risk ranking method 
•         number of scope changes to process activities by time interval 
•         number of process risks referred to the risk management process; number of risks where  corrective action is still pending (by risk rank) 
•         level of adherence to process policies; number of policy violations; number of policy  exceptions requested and number approved 
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process 
•         rate of change of costs to support the process 
 
Additional References 
CSF References: PR.IP-7 
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Q2         CERT-RMM Reference 
Consider objectively evaluating adherence of the vulnerability management process against its process description, standards, and procedures, and address non-compliance. These are examples of activities to be reviewed: 
•         the alignment of stakeholder requirements and needs with the process scope, strategy, plans, and management strategies for specific vulnerabilities 
•         assignment of responsibility, accountability, and authority for process activities 
•         determining the adequacy of process reports and reviews in informing decision makers regarding the performance of operational resilience management activities and the need to take corrective action, if any 
•         verification of data confidentiality, integrity, and availability controls 
•         use of process data for improving strategies for protecting and sustaining assets and  services 
 
Additional References 
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference 
Consider ensuring that the organization reviews the activities, status, and results of the  vulnerability management process with higher-level managers and resolves issues. 
 
Additional References 
NIST CSF References: PR.IP-8 
 
MIL5-Defined 
 
         1.         Has the organization adopted a standard definition of vulnerability management activities  from which operating units can derive practices that fit their unique operating  circumstances? 
 
 2.          Are improvements to vulnerability management activities documented and shared across the organization?
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing an organization-wide approach to vulnerability management, that  includes:  
•         selecting from the organization’s set of standard processes those processes that cover the vulnerability management process and best meet the needs of the organizational unit or line of business
•         establishing the defined process by tailoring the selected processes according to the  organization’s tailoring guidelines
•         ensuring that the organization’s process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes.  
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
 
Additional References 
NIST CSF References: PR.IP 
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Q2         CERT-RMM Reference 
Consider collecting vulnerability management work products, measures, measurement  results, and improvement information derived from planning and performing the process to support future use and improvement of the organization’s processes and process assets. 
 
Additional References 
NIST CSF References: PR.IP
Other Observations – Vulnerability Management 
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Incident Management 
5 Incident Management
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Goal 1-A process for identifying, analyzing, responding to, and learning from incidents is  established. 
 
1.         Does the organization have a plan for managing incidents? [IMC:SG1.SP1]
 
2.         Is the incident management plan reviewed and updated? [IMC:SG1.SP1] 
 
3.         Are the roles and responsibilities in the plan included in job descriptions? [IMC:SG1.SP2] 
 
4.         Have staff been assigned to the roles and responsibilities detailed in the incident  management plan? [IMC:SG1.SP2] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG1.SP1] Establish the incident management plan. The incident management plan should address at a minimum: 
•         the organization’s philosophy for incident management
•         the structure of the incident management process
•         the requirements and objectives of the incident management process relative to managing operational resilience
•         a description of how the organization will identify incidents, analyze them, and respond  to them
•         the roles and responsibilities necessary to carry out the plan
•         applicable training needs and requirements
•         resources that will be required to meet the objectives of the plan
•         relevant costs and budgets associated with incident management activities
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Handbook for Computer Security Incident Response Teams (CSIRTs)   
 
NIST CSF References: DE.DP-1, PR.IP-9 
 
Q2         CERT-RMM Reference 
[IMC:SG1.SP1] Revise the plan and commitments as necessary.  
 
Additional References 
Special Publication  800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" IR-8 
 
NIST CSF References: DE.DP-5, PR.IP-10
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 Q3         CERT-RMM Reference 
[IMC:SG1.SP2] Develop detailed job descriptions for each role and responsibility detailed  in the incident management plan.
         
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.4  Handbook for Computer Security Incident Response Teams (CSIRTs) Page 41 
 
NIST CSF References: DE.DP-1, PR.IP-11 
         
Q4         CERT-RMM  Reference  
[IMC:SG1.SP2] Assign staff to incident management roles and responsibilities.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 41 
 
NIST CSF References: DE.DP-1, RS.CO-1 
 
 Goal 2-A process for detecting, reporting, triaging, and analyzing events is established. 
 
1.         Are events detected and reported (to include cybersecurity events related to personnel activity, network activity, the physical environment, and information)? [IMC:SG2.SP1] 
 
2.         Is event data logged in an incident knowledge base or similar mechanism? [IMC:SG2.SP2] 
 
3.         Are events categorized? [IMC:SG2.SP4] 
 
4.          Are events analyzed to determine if they are related to other events? [IMC:SG2.SP4] 
 
5.          Are events prioritized? [IMC:SG2.SP4] 
 
6.          Is the status of events tracked? [IMC:SG2.SP4] 
 
7.          Are events tracked to resolution? [IMC:SG2.SP4] 
 
8.          Have requirements (rules, laws, regulations, policies, etc.) for identifying event evidence  for forensic purposes been identified? [IMC:SG2.SP3] 
 
9.          Is there a process to ensure event evidence is handled as required by law or other  obligations? [IMC:SG2.SP3] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG2.SP1] Define the methods of event detection and reporting.    
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.3 Handbook for Computer Security Incident Response Teams (CSIRTs)   
 
NIST CSF References: DE.CM-1, DE.CM-2, DE.CM-3, DE.DP-4, RS.CO-2 
 
Q2         CERT-RMM Reference 
[IMC:SG2.SP2] Develop and implement an incident management knowledge base that allows for the entry of event reports (and the tracking of declared incidents) through all  phases of their life cycle. Guidelines and standards for the consistent documentation of  events should be developed and communicated to all who are involved in the reporting and logging processes.  
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Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2 Handbook for Computer Security Incident Response Teams (CSIRTs) 
 
NIST CSF References: DE.AE-3 
 
Q3         CERT-RMM Reference 
[IMC:SG2.SP4] Assign a category to events from the organization’s standard category  definitions.    
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 66 
 
NIST CSF References: RS.AN-4 
 
Q4         CERT-RMM Reference 
[IMC:SG2.SP4] Perform correlation analysis on event reports to determine if there is  affinity between two or more events.    
 
Additional References 
Special Publication 800-61 " Computer Security Incident Handling guide" Section 3.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 69-70
 
NIST CSF References: DE.AE-2, DE.AE-3 
 
Q5         CERT-RMM Reference 
[IMC:SG2.SP4] Prioritize events. Events may be prioritized based on event knowledge, the results of categorization and correlation analysis, incident declaration criteria and  experience with past-declared incidents.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 124-128
 
NIST CSF References: DE.AE-4 
 
Q6         CERT-RMM Reference 
[IMC:SG2.SP4] Assign events that have not been assigned a “closed” status for further analysis and resolution. Possible dispositions for event reports include: 
•         closed 
•         referred for further analysis 
•         referred to organizational unit or line of business for disposition 
•         declared as incident and referred to incident handling and response process  
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 153 
 
NIST CSF References: DE.AE-3 
 
Q7         CERT - RMM Reference 
[IMC:SG2.SP4] Periodically review the incident knowledge base for events that have not  been closed or for which there is no disposition. Events that have not been closed or that  do not have a disposition should be reprioritized and analyzed for resolution.  
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Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 155-156 
 
NIST CSF References: DE.AE-3, RS.AN-1 
 
Q8         CERT-RMM Reference 
[IMC:SG2.SP3] Identify relevant rules, laws, regulations, and policies for which incident  evidence may be required. Because there may be compliance issues related to the  collection and preservation of incident data, this practice must be considered in the context of the organization’s compliance program.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.4.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 26 
 
NIST CSF References: DE.DP-2, ID.GV-3 
 
Q9         CERT-RMM Reference 
[IMC:SG2.SP3] Document events and related evidence information in the incident  management knowledge base where practical. Rules, laws, regulations, and policies may  require specific documentation for forensic purposes. These specific requirements must be included in the organization’s logging and tracking process. Some information about  events may be confidential or sensitive, so the organization must be careful to  appropriately limit access to event information to only those who need to know about it. 
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3 Handbook for Computer Security Incident Response Teams (CSIRTs)  Page 26 
 
NIST CSF References: ID.GV-3, RS.AN-3 
 
Goal 3-Incidents are declared and analyzed. 
 
1.         Are incidents declared? [IMC:SG3.SP1] 
 
2.         Have criteria for the declaration of an incident been established? [IMC.SG3.SP1] 
 
3.         Are incidents analyzed to determine a response? [IMC:SG3.SP2]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG3.SP1] Establish a process to declare incidents. Incident declaration defines the  point at which the organization has established that an incident has occurred, is occurring,  or is imminent, and will need to be handled and responded to. The time from event  detection to incident declaration may be immediate, requiring little additional review and  analysis. In other cases, incident declaration requires more thoughtful analysis.
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 77-79 
 
NIST CSF References: RS.CO-2 
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Q2         CERT-RMM Reference 
[IMC.SG3.SP1] Establish incident declaration criteria for use in guiding when to declare  an incident. To guide the organization in determining when to declare an incident  (particularly if incident declaration is not immediately apparent), the organization must  define incident declaration criteria.  
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2.6 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 77-79
 
NIST CSF References: DE.AE-5 
 
Q3         CERT-RMM Reference 
[IMC:SG3.SP2] Identify relevant analysis tools, techniques, and activities that the  organization will use to analyze incidents and develop appropriate responses.    
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.1.1 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 79-91
 
NIST CSF References: RS.AN-2, RS.AN-4 
 
Goal 4-A process for responding to and recovering from incidents is established. 
 
1.         Are incidents escalated to stakeholders for input and resolution? [IMC:SG4.SP1] 
 
2.         Are responses to declared incidents developed and implemented according to pre-defined procedures? [IMC:SG4.SP2] 
 
3.         Are incident status and response communicated to affected parties (including public  relations staff and external media outlets)?  [IMC:SG4.SP3] 
 
4.         Are incidents tracked to resolution? [IMC:SG4.SP4]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG4.SP1] Develop incident escalation procedures. Incident escalation procedures should consider the type and extent of incident and the appropriate stakeholders. Incidents that the organization has declared and which require an organizational response must be escalated to those stakeholders who can implement, manage, and bring to closure an appropriate and timely solution. 
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2.6 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 128-132
 
NIST CSF References: RS.CO-3, RS.CO-4 
Incident Management 
78  | CRR Self-Assessment V 8.0.0 
Q2         CERT-RMM Reference          
[IMC:SG4.SP2] Develop an incident response strategy and plan to limit incident effect  and to repair incident damage. The incident response strategy and plan should address at a minimum: 
•         the essential activities (administrative, technical, and physical) that are required to  contain or limit damage and provide service continuity 
•         existing continuity of operations and restoration plans in the organization’s plan  inventory 
•         the resources and skills required to perform the incident response strategy and plan 
•         coordination activities with other internal staff and external agencies that must be  performed to implement the strategy 
•         the levels of authority and access needed by responders to carry out the strategy and plan 
•         objectives for measuring when the strategy and plan are successful 
•         the estimated cost of implementing the strategy and plan 
•         the essential activities necessary to restore services to normal operation (recovery), the  resources involved in these activities, and their estimated cost 
•         legal and regulatory obligations that must be met by the strategy 
•         standardized responses for certain types of incidents   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide"   Section 3.1 
 
NIST CSF References: RS.MI-1, RS.RP-1 
 
Q3         CERT-RMM Reference 
[IMC:SG4.SP3] Develop and implement an organizational incident management  communications plan. The incident communications plan should address the stakeholders  with whom communications about incidents are required.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.3.1  Handbook for Computer Security Incident Response Teams (CSIRTs) Page 92-99
 
NIST CSF References: RC.CO-1, RC.CO-3, RS.CO-3
 
Q4         CERT-RMM Reference 
[IMC:SG4.SP4] Track incidents that have been open for an extended period of time without closure and resolve. Incidents that appear to be open for an extended period of time may not have followed the organization’s incident management process or may not have been formally closed. The status of incidents in the incident database should be reviewed regularly to determine if open incidents should be closed or need additional action.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Handbook for Computer Security Incident Response Teams (CSIRTs)  
 
NIST CSF References: RS.MI-1, RS.MI-2 
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Goal 5-Post-incident lessons learned are translated into improvement strategies. 
 
1.         Is analysis performed to determine the root causes of incidents? [IMC:SG5.SP1] 
 
2.         Is there a link between the incident management process and other related processes  (problem management, risk management, change management, etc.)? [IMC:SG5.SP2]
 
3.         Are lessons learned from incident management used to improve asset protection and  service continuity strategies? [IMC:SG5.SP3] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG5.SP1] Identify root-cause analysis tools and techniques and ensure all staff who participate in analysis are trained in their use. These tools and techniques may include  cause-and-effect diagrams, interrelationship diagrams, causal factor tree analysis, etc.   
 
Additional References
Special Publication  800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" IR-8 
 
         NIST CSF References: DE.DP-5, PR.IP-7 
 
Q2         CERT-RMM Reference 
[IMC:SG5.SP2] Establish a problem management system to ensure that all operational  events that are not part of standard operation (incidents, problems, and errors) are recorded, analyzed, and resolved in a timely manner.    
 
Additional References 
Special Publication  800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" IR-1 
 
NIST CSF References: DE.DP-5, PR.IP-7
 
Q3         CERT-RMM Reference 
[IMC:SG5.SP3] Review incident knowledge base information and update the following  areas accordingly:  
•         protection strategies and controls for assets involved in the incident 
•         continuity plans and strategies for sustaining assets involved in the incident 
•         information security and other organizational policies that need to reflect new standards, procedures, and guidelines based on what is learned in the incident handling 
•         training for staff on information security, business continuity, and IT operations     
 
Additional References 
Special Publication  800-53 Revision 4 "Recommended Security Controls for Federal  Information Systems and Organizations" IR-4 
 
NIST CSF References: DE.DP-5, PR.IP-7, RS.IM-1, RS.IM-2  
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MIL2-Planned 
 
1.         Is there a documented plan for performing incident management activities? 
 
2.         Is there a documented policy for incident management? 
 
3.         Have stakeholders for incident management activities been identified and made aware of  their roles? 
 
4.         Have incident management standards and guidelines been identified and implemented?
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing a plan for incident management. The plan for the incident management and control process should reflect the organization’s stated philosophy of  incident management and the preferred means for handling incidents (i.e., through a  dedicated or permanent team, a virtual team, etc.). 
 
Subpractice: 
•         Define and document the plan for performing the process. 
•         Define and document the process description. 
•         Review the plan with relevant stakeholders and get their commitment. 
•         Revise the plan as necessary.  
 
Additional References 
NIST CSF References: PR.IP-9 
 
Q2         CERT-RMM Reference 
Consider developing a policy for incident management. The incident management policy should address:
•         responsibility, authority, ownership, and the requirement to perform incident management activities
•         establishment of procedures, standards, and guidelines for:
-         event identification, detection, and reporting
-         analyzing events and incidents
-         collecting, documenting, and preserving evidence
-         recovering from incidents
•         requirements for periodically assessing incident management activities
•         post-incident review, problem resolution, and closure
•         measuring adherence to policy, exceptions granted, and policy violations
•         compliance with legal, regulatory, contractual, and government obligations
 
Additional References 
NIST CSF References: ID.GV-1, PR.IP 
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Q3         CERT-RMM Reference 
Consider identifying stakeholders of the incident management process. Examples include: 
•         incident owners 
•         asset owners and custodians 
•         service owners 
•         organizational unit and line of business managers responsible for high-value assets and  the services they support 
•         staff who serve key roles in incident communications activities, such as public relations 
•         staff who provide input to and resolution of incidents as they are escalated 
•         staff responsible for developing, implementing, and managing an internal control system for assets 
•         external entities involved in process activities and responsible for managing high-value  assets 
•         human resources 
•         information technology staff 
•         service desk staff 
•         staff responsible for physical security 
•         legal and law enforcement staff, including federal agencies 
•         internal and external auditors 
•         regulatory and governing agencies 
 
Additional References 
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4         CERT-RMM Reference 
Consider developing standards and guidelines for incident management activities. Such  standards and guidelines should include information on:  
•         event reports, including sources of event detection and reporting 
•         incident management plans and the process plan 
•         incident response strategy and plan 
•         event and incident status reports 
•         incident communications plan 
•         list of incident stakeholders 
•         incident management policies, procedures, standards, and guidelines 
•         incident knowledge base 
•         event and incident evidence 
•         incident declaration criteria 
•         incident escalation procedures and criteria 
•         post-incident analysis reports 
•         list of incident management process improvements 
•         contracts with external entities 
 
Additional References 
NIST CSF References: PR.IP-9 
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MIL3-Managed 
 
1.         Is there management oversight of the performance of the incident management activities? 
 
2.         Have qualified staff been assigned to perform incident management activities as planned?
 
3.          Is there adequate funding to perform incident management activities as planned?  
 
4.         Are risks related to the performance of planned incident management activities identified,  analyzed, disposed of, monitored, and controlled?  
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider conducting periodic reviews of the incident management process. Periodic  reviews are needed to ensure that:
         •         the process is known and accessible  
         •         events and incidents are identified, reported, and addressed on a timely basis 
         •         events and incidents are logged and closed 
         •         proper forensic procedures are used to collect and preserve evidence 
         •         events are properly triaged and analyzed for root causes 
         •         incidents are properly declared 
         •         incidents are properly escalated to designated stakeholders 
         •         incident response capabilities are commensurate with the priority of an incident 
         •         incidents are communicated appropriately to stakeholders at a level commensurate with  their involvement 
         •         event and incident status reports are provided to appropriate stakeholders in a timely  manner 
         •         post-incident reviews are performed to improve the process 
         •         actions requiring management involvement are elevated in a timely manner 
         •         the performance of process activities is being monitored and regularly reported 
         •         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports 
         •         administrative, technical, and physical controls are operating as intended 
         •         controls are meeting the stated intent of the resilience requirements 
         •         actions resulting from internal and external audits are being closed in a timely manner 
 
         Additional References 
         NIST CSF References: PR.IP-8
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Q2         CERT-RMM Reference 
Consider ensuring that responsible staff are trained in skills required in the incident  management process. Examples of these skills include: 
•         event detection, reporting, and tracking, including service desk activities 
•         documenting and logging event reports 
•         collecting and preserving evidence 
•         technical analysis of events and incidents, including triage 
•         declaring incidents 
•         escalating and communicating incidents 
•         understanding and applying laws, rules, and regulations 
•         performing incident response, including damage containment  
•         creating, managing, and deploying incident response teams 
•         developing and implementing administrative, technical, and physical controls 
•         performing root-cause analysis and post-incident review 
•         using tools, techniques, and methods necessary to handle incidents throughout their life cycle, including those necessary to perform the process using the selected methods,  techniques, and tools 
•         knowledge unique to each type of asset or service that may be the target of an incident 
•         working effectively and collaborating with asset owners and custodians 
•         eliciting and prioritizing stakeholder requirements and needs and interpreting them to  develop effective incident management plans and plans for handling specific types of  incidents
 
Additional References 
NIST CSF References: PR.AT 
 
Q3         CERT-RMM Reference 
Consider ensuring that incident management activities are adequately funded.   Considerations for funding the process should extend beyond the initial development of  incident management activities, tools, and processes to ensure that the organization  maintains a capability to manage incidents. 
 
Additional References 
NIST CSF References: ID.BE 
 
Q4         CERT-RMM Reference 
Consider managing risk from the failure of the incident management process. Failures can occur in:   
•         detecting events and incidents 
•         planning for incident handling, management, and response 
•         making commitments to process plans and activities 
•         collecting, documenting, and preserving event and incident evidence          
•         analyzing events and incidents 
•         declaring incidents 
•         responding to incidents, including participating on incident response teams 
•         communicating events and incidents and the status of incidents as they move through the incident life cycle 
•         escalating incidents 
•         coordinating process activities 
•         reviewing and appraising the effectiveness of process activities 
•         performing post-incident review and improvement processes
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6 
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MIL4-Measured 
 
1.         Are incident management activities periodically reviewed and measured to ensure they are effective and producing intended results?   
 
2.         Are incident management activities periodically reviewed to ensure they are adhering to  the plan? 
 
3.         Is higher-level management aware of issues related to the performance of incident  management? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider measuring the performance of incident management activities. Incident  management activities may include: 
•         percentage of operational time that high-value services and assets were unavailable (as seen by users and customers) due to incidents 
•         percentage of incidents that exploited existing vulnerabilities with known solutions,  patches, or workarounds 
•         number and percentage of events or incidents handled in a specific period 
•         number and percentage of events or incidents that are contained in a specific period 
•         percentage of incidents that require escalation 
•         percentage of incidents that require involvement of law enforcement 
•         number of events or incidents that have been logged but not closed 
•         average time between event detection and related incident declaration, response, or  closure
•         percentage increase in the volume of events and incidents in a specific period          
•         extent of consequences to the organization due to incidents by incident type (also referred to as “magnitude”) 
•         percentage increase in the elapsed time of the incident life cycle by incident type 
•         number and percentage of recurrence of specified events or incidents 
•         percentage increase in resource needs (training, skill building, additional human  resources) to support incident management 
•         number of post-incident review activities that result in control changes or improvements  to the process 
•         number of incidents referred to the risk management process; number of risks where  corrective action is still pending (by risk rank) 
•         level of adherence to process policies; number of policy violations; number of policy  exceptions requested and number approved          
•         number of process activities that are on track per plan 
•         rate of change of resource needs to support the process 
•         rate of change of costs to support the process 
 
Additional References 
NIST CSF References: DE.DP-3, PR.IP-7          
 
Q2         CERT-RMM Reference 
Consider objectively evaluating adherence of the incident management and control process against its process description, standards, and procedures, and address non-compliance.
 
Additional References 
NIST CSF References: PR.IP-7 
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Q3         CERT-RMM  Reference 
Consider ensuring that the organization Reviews the activities, status, and results of the  incident management process with higher-level managers and resolves issues. 
 
Additional References 
NIST CSF References: PR.IP-8 
 
MIL5-Defined 
 
         1.         Has the organization adopted a standard definition of incident management activities from which operating units can derive practices that fit their unique operating circumstances?   
 
         2.         Are improvements to incident management activities documented and shared across the  organization?  
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing an organization-wide approach to incident management, that  includes: 
•         selecting from the organization’s set of standard processes those processes that cover the incident management process and best meet the needs of the organizational unit or line of business. 
•         establishing the defined process by tailoring the selected processes according to the  organization’s tailoring guidelines. 
•         ensuring that the organization’s process objectives are appropriately addressed in the  defined process, and ensure that process governance extends to the tailored processes.  
•         documenting the defined process and the records of the tailoring. 
•         revising the description of the defined process as necessary. 
 
         Additional References 
         NIST CSF References: PR.IP 
 
Q2         CERT-RMM Reference 
Consider collecting incident management work products, measures, measurement results,  and improvement information derived from planning and performing the process to support future use and improvement of the organization’s processes and process assets.
 
Additional References 
NIST CSF References: PR.IP
Incident Management 
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6         Service Continuity Management
Goal 1-Service continuity plans for high-value services are developed.
 
1.         Are service continuity plans developed and documented for assets required for delivery of the critical service? [SC:SG3.SP2]
 
                                                                                                   People
 
                                                                                                Information
 
                                                                                                Technology
 
                                                                                                    Facilities
 
2.         Are service continuity plans developed using established standards, guidelines, and   templates? [SC:SG3.SP2]
 
3.         Are staff members assigned to execute specific service continuity plans? [SC:SG3.SP3]
 
4.         Are key contacts identified in the service continuity plans? [SC:SG2.SP2]
 
5.         Are service continuity plans stored in a controlled manner and available to all those who   need to know? [SC:SG3.SP4]
 
6.         Are availability requirements such as recovery time objectives and recovery point   objectives established? [TM:SG5.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[SC:SG3.SP2] Document the service continuity plans using available templates as appropriate. A service continuity plan typically includes the following information:
•         identification of authority for initiating and executing the plan (plan ownership)
•         identification of the communication mechanism to initiate execution of the plan   
 
Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page A.3-1 - A.3-10
 
NIST CSF References: PR.IP-9
 
Q2         CERT-RMM Reference
[SC:SG3.SP2] Document the key elements of the specific plan.  Documentation of the plan must be consistent with the standards and guidelines established by the organization to ensure plan consistency, accuracy, and ability to implement.  Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page A.3-1 - A.3-10
 
NIST CSF References: PR.IP-9
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Q3         CERT-RMM Reference
[SC:SG3.SP3] Assign staff to the service continuity plans. Ensure that those who are assigned tasks in the plans are aware of their assignments, have the authority to act as prescribed in the plans, and are held accountable for their activities. Ensure that these staff members commit to performing their roles as described in the plans.
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"  CP-2
 
NIST CSF References: PR.IP-9, RS.CO-1
 
Q4         CERT-RMM Reference
[SC:SG2.SP2] Develop a key contact list for organizational services that can be included as part of the service continuity plans.    Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page 31-33
 
NIST CSF References: PR.IP-9, RC.CO-3, RS.CO-4
 
Q5         CERT-RMM Reference
[SC:SG3.SP4] Store and protect the service continuity plans in the plan inventory or database. Ensure that the service continuity plans are properly protected but accessible on demand to those who have proper authorization.  
 
Additional References
NIST CSF References: PR.IP-9
 
Q6         CERT-RMM Reference
Establish availability metrics for high-value technology assets. Availability metrics establish the planned and required “uptime” for a technology asset. They are typically established as part of the asset's resilience requirement for availability and may be developed with consideration of the services that the asset supports. While availability metrics are most useful for managing technology assets in operation, they also play a significant part in the development plans to sustain technology assets in that they establish a parameter or target that must be attained by technology assets under disruptive conditions. In other words, the availability metric must be met by an asset not only in day-to-day operations but sometimes also under diminished conditions brought on by a disruption or event. These metrics must be considered in planning to determine whether they can be met under diminished conditions and, if not, what additional steps the organization may need to take (i.e., implement manual procedures) to ensure that associated services are not affected.Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page 16-18
 
NIST CSF References: ID.BE-5, PR.IP-9
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Goal 2-Service continuity plans are reviewed to resolve conflicts between plans.
 
1.          Are plans reviewed to identify and resolve conflicts? [SC:SG4.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[SC:SG4.SP2] Review plans to determine plan conflicts. Determine the severity of plan conflicts and develop appropriate mitigation actions to reduce or eliminate the conflicts.  Conflicts that would impede successful plan execution pose operational risks that must be mitigated by the organization. Remember that the conflict may affect more than one plan, and therefore mitigation actions may have to be performed on more than one plan.
 
Additional References
NIST CSF References: PR.IP-9, RC.IM
 
Goal 3-Service continuity plans are tested to ensure they meet their stated objectives.
 
1.         Have standards for testing service continuity plans been implemented? [SC:SG5.SP1]
 
2.         Has a schedule for testing service continuity plans been established? [SC:SG5.SP1]
 
3.         Are service continuity plans tested? [SC:SG5.SP3]
 
4.         Are backup and storage procedures for high-value information assets tested? [KIM:SG6.SP1]
 
5.         Are test results compared with test objectives to identify needed improvements to service continuity plans? [SC:SG5.SP4]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference[SC:SG5.SP1] Develop a testing program and test standards to apply universally across all testing of service continuity plans.    Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities" Page 2-1 - 2-5
 
            NIST CSF References: PR.IP-10
 
Q2         CERT-RMM Reference
            [SC:SG5.SP1] Establish schedules for ongoing testing and review of plans.    Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities" Page 6-1
 
            NIST CSF References: PR.IP-10
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Q3         CERT-RMM Reference
[SC:SG5.SP3] Execute the service continuity plan test.  On a regular basis, service continuity plans are exercised (tested) according to their test plan. The test should establish the viability, accuracy, and completeness of the plan. It should also provide information about the organization's level of preparedness to address the specific area(s) included in the plan.Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"  Page 6-1 - 6-6
 
NIST CSF References: PR.IP-10
 
Q4         CERT-RMM Reference
[KIM:SG6.SP1] Periodically test the organization's backup and storage procedures and guidelines to ensure continued validity as operational conditions change. Stored information assets should be periodically tested to ensure that they are complete, accurate, and current and can be used for restorative purposes when necessary.  
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"  CP-9 and  CP-10
 
NIST CSF References: PR.IP-4
 
Q5         CERT-RMM Reference
[SC:SG5.SP4] Compare actual test results with expected test results and test objectives.  Areas where objectives could not be met are recorded and strategies are developed to review and revise the plans. Improvements to the testing process and plans are also identified, documented, and incorporated into future tests.Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"  Page 6-6
 
NIST CSF References: PR.IP-10, RC.IM
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Goal 4-Service continuity plans are executed and reviewed.
 
1.         Have conditions been identified that trigger the execution of the service continuity plan? [SC:SG6.SP1]
 
2.         Is the execution of service continuity plans reviewed? [SC:SG6.SP2]
 
3.         Are improvements identified as a result of executing service continuity plans? [SC:SG7.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[SC:SG6.SP1] Determine the conditions under which a service continuity plan must be executed.  Ensure that the owners of service continuity plans understand these conditions and have the authority and responsibility to execute the plans if necessary.  Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page 36
 
NIST CSF References: PR.IP-9, RC.RP-1
 
Q2         CERT-RMM Reference
[SC:SG6.SP2] Compare documented service continuity plan results with plan objectives and expectations.  The debriefing of the execution of service continuity plans is an invaluable means for identifying plan shortcomings and for improving the plan. Plan improvements are documented through this process and incorporated into future plan versions.  
 
Additional References
NIST CSF References: PR.IP-9, RC.IM
 
Q3         CERT-RMM Reference
[SC:SG7.SP2] Identify and document changes to service continuity plans based on defined criteria and conditions such as the results of service continuity plan execution or testing.  
 
Additional References
Special Publication 800-34 "Contingency Planning for Federal Information Systems" 
 
NIST CSF References: RC.IM-1, RC.IM-2
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MIL2-Planned
 
1.         Is there a documented plan for performing service continuity activities?
 
2.         Is there a documented policy for service continuity?
 
3.         Have stakeholders for service continuity activities been identified and made aware of their roles?
 
4.         Have service continuity standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing a plan for Service Continuity management. Such a plan includes information on how the organization will carry out service continuity planning and execution. A plan for service continuity is an organizational construct from which a service continuity program is developed and implemented. The plan for the service continuity process should be directly influenced by the strategic planning process of the organization and reflect strategic initiatives where appropriate. 
The plan for the service continuity process should not be confused with a plan (and program) for service continuity or service-specific continuity plans. The plan for the service continuity process details how the organization will perform service continuity planning, including the development of service continuity plans. Service continuity plans are service-specific plans for sustaining services and associated assets under degraded conditions.
Subpractices:
•         define and document the plan for performing the process.
•         define and document the process description.
•         review the plan with relevant stakeholders and get their agreement.
•         revise the plan as necessary. 
 
Additional References
NIST CSF References: PR.IP-9
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Q2         CERT-RMM Reference
Consider sponsoring policies and procedures for service continuity management. Such standards should include : 
•         methods for identifying and prioritizing high-value services
•         methods for analyzing service dependencies and interdependencies
•         templates for developing and documenting service continuity plans
•         methods, techniques, and tools for performing consistent and structured version control and for managing changes to service continuity plans
•         tools for archiving, storing, and securing service continuity plans
•         tools for providing access control over service continuity plan inquiries, modifications, and deletions
•         tools for managing the service continuity plan inventory/database, including controlling access and managing changes
•         methods for communicating with stakeholders (Refer to the Communications process area.)
•         methods for distributing up-to-date versions of service continuity plans to stakeholders
•         methods for analyzing plan dependencies and resolving conflicts
•         methods, techniques, and tools for testing plans and documenting results
•         methods and tools for capturing and maintaining the list of files and databases that constitute vital records (Refer to the Knowledge and Information Management process area.)
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the service continuity management process.  Examples include:
•         owners of high-value services and supporting assets (for which plans must be developed)
•         custodians of high-value services and supporting assets (who may need to execute or participate in plans)
•         organizational unit and line of business managers responsible for high-value services and supporting assets
•         staff involved in developing plans
•         external entities on which service continuity plans are dependent, such as public emergency management staff and other public agencies, partners, and suppliers
•         external entities responsible for managing high-value services
•         external entities to which the organization is a supplier
•         regulatory and legal entities to which the organization is required to submit service continuity plans
•         staff involved in versioning, storing, archiving, and securing plans
•         staff involved in testing plans
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
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Q4         CERT-RMM Reference
Consider developing standards and guidelines for service continuity management, including:
•         planning for the process
•         making decisions about the process
•         making commitments to service continuity plans and activities as well as the process plan
•         developing service continuity plans and the process plan
•         communicating service continuity plans and activities and process plans and activities
•         coordinating process activities
•         participating in the test and execution of service continuity plans
•         reviewing and appraising the effectiveness of process activities
•         establishing requirements for the process
•         resolving issues in the process
 
Additional References
NIST CSF References: PR.IP-9
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the service continuity activities?
 
2.         Have qualified staff been assigned to perform service continuity activities as planned?
 
3.         Is there adequate funding to perform service continuity activities as planned?  
 
4.         Are risks related to the performance of planned service continuity activities identified, analyzed, disposed of, monitored, and controlled?           
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting periodic reviews of the service continuity management process. Periodic reviews are needed to ensure that:
•         the process is a planned and coordinated activity
•         process planning is driven by managing and mitigating organizational risk
•         internal and external dependencies that affect the process and service continuity plans are identified and considered
•         vital organizational records are identified
•         all service continuity plans have assigned owners
•         service continuity plans are developed, resourced, and validated for high-value services, including new services that are developed and acquired
•         service continuity plans are tested when developed and periodically as dictated by business conditions and the need to manage risk
•         changes to service continuity plans and the plan inventory/database are controlled
•         access to service continuity plans is limited to authorized staff
•         the effectiveness of service continuity plans is measured
•         the process is improved based on testing and experience in executing plans
•         status reports are provided to appropriate stakeholders in a timely manner
•         process issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-8
 
Q2         CERT-RMM Reference
Consider ensuring that responsible staff are trained in the skills necessary to perform service continuity management.  Such skills include:
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop service continuity plans and programs, including the process plan
•         knowledge required to develop service continuity plans
•         communication skills for conveying the contents of service continuity plans to stakeholders
•         knowledge unique to each type of service that is required to develop service-specific continuity plans
•         knowledge necessary to work effectively with service and asset owners and custodians
•         knowledge necessary to plan and conduct service continuity testing
•         knowledge of the tools, techniques, and methods necessary to perform the process using the selected methods, techniques, and tools 
 
Additional References
NIST CSF References: PR.AT         
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Q3         CERT-RMM Reference
Consider ensuring that service continuity management activities are adequately funded.  Funding the process should extend beyond the initial development of service continuity management activities, tools, and processes to ensure that the organization maintains a capability to ensure the resilience of essential services.
 
Additional References
NIST CSF References: ID.BE
 
Q4         CERT-RMM Reference
Consider managing risk from the failure of the service continuity management process. Failures can occur in:
•         planning for the process
•         making decisions about the process
•         making commitments to service continuity plans and activities as well as the process plan
•         developing service continuity plans and the process plan
•         communicating service continuity plans and activities and process plans and activities
•         coordinating process activities
•         participating in the test and execution of service continuity plans
•         reviewing and appraising the effectiveness of process activities
•         establishing requirements for the process
•         resolving issues in the process
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are service continuity activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are service continuity activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of service continuity?
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the service continuity management process.  Examples of measures include:
•         number and percentage of service continuity plans
-         completed-         tested, and number of times tested by time period-         executed, and number of times executed by event on date-         that have never been executed
•         number of service continuity plans that have not yet been developed (percentage of high-value services and supporting assets that do not have service continuity plans)
•         percentage of plans
-         without established owners
-         that require changes
-         with missing components (assigned owner, resources, etc.)
-         that exhibit dependencies on other plans
-         that exhibit one or more conflicts (such as a single point of failure)
-         that have not been tested
-         that have failed one or more test objectives
-         that have failed in execution
-         that have not been reviewed post-execution
-         that have been changed without authorization, review, or testing
•         frequency of changes to plans by service or service type
•         percentage of plan test objectives (RTOs and RPOs) unmet
•         number of plans without identified stakeholders
•         percentage of staff who have not been trained on their roles and responsibilities as defined in service continuity plans
•         number of process risks referred to the risk management process; number of risks where corrective action is still pending (by risk rank)
•         level of adherence to process policies; number of policy violations; number of policy exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7         
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Q2         CERT-RMM Reference
Consider objectively evaluating the service continuity process, to ensure that: 
•         the process is a planned and coordinated activity
•         process planning is driven by managing and mitigating organizational risk
•         internal and external dependencies that affect the process and service continuity plans are identified and considered
•         vital organizational records are identified
•         all service continuity plans have assigned owners
•         service continuity plans are developed, resourced, and validated for high-value services, including new services that are developed and acquired
•         service continuity plans are tested when developed and periodically as dictated by business conditions and the need to manage risk
•         changes to service continuity plans and the plan inventory/database are controlled
•         access to service continuity plans is limited to authorized staff
•         the effectiveness of service continuity plans is measured
•         the process is improved based on testing and experience in executing plans
•         status reports are provided to appropriate stakeholders in a timely manner
•         process issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference
Consider ensuring that the organization reviews the activities, status, and results of the service continuity management process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of service continuity activities from which operating units can derive practices that fit their unique operating circumstances?
 
2.         Are improvements to service continuity documented and shared across the organization?         
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to service continuity management, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the service continuity management process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes. 
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference
Consider collecting service continuity management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
Other Observations – Service Continuity Management 
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7         Risk Management
Goal 1-A strategy for identifying, analyzing, and mitigating risks is developed.
 
1.         Have sources of risk that can affect operations been identified? [RISK:SG1.SP1]
 
2.         Have categories been established for risks? [RISK:SG1.SP1]
 
3.         Has a plan for managing operational risk been established? [RISK:SG1.SP2]
 
4         Is the plan for managing operational risk communicated to stakeholders? [RISK:SG1.SP2]
 
Option(s) for Consideration:
 
Q1       CERT-RMM Reference
[RISK:SG1.SP1] Determine operational risk sources. Risk sources are the fundamental areas of risk that can affect organizational services and associated assets while they are in operation to meet the organization's mission. Risk sources represent common areas where risks may originate. Typical internal and external sources include:
•         poorly designed and executed business processes and services
•         inadvertent actions of people, such as accidental disclosures or modifications of information
•         intentional actions of people, such as insider threat and fraud
•         failure of systems to perform as intended, or risks posed by the complexity and unpredictability of interconnected systems
•         failures of technology, such as the unanticipated results of the execution of software and the failure of hardware components such as servers and telecommunications
•         external events and forces, such as natural disasters, failures of public infrastructure, and failures in the organization's supply chain
Advance definition of specific risk sources for the organization provides a means for early identification of risk and can seed mitigation plans that can cover a broad array of operational risks before the organization realizes the consequences of these risks.    Additional ReferencesSpecial Publication 800-37 Revision 1"Guide for Applying the Risk Management Framework to Federal Information Systems"  Page 6-8
 
NIST CSF References: ID.RM
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Q2         CERT-RMM Reference
[RISK:SG1.SP1] Determine operational risk categories. Risk categories provide a means for collecting and organizing risk for ease of analysis and mitigation. Typical operational risk categories align with the various sources of operational risk such as failed processes, actions of people, systems and technology, and external events but can be as granular as necessary for the organization to effectively manage risk. Operational risks may also align with the types of assets they are most likely to affect --risks to the availability of people, the confidentiality, integrity, and availability of information, etc.    
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 7-9
 
NIST CSF References: ID.RM
 
Q3         CERT-RMM Reference
[RISK:SG1.SP2] Develop and document an operational risk management strategy that aligns with the organization's overall enterprise risk management strategy.   Because of the pervasive nature of operational risk, a comprehensive operational risk management strategy is needed to ensure proper consideration of risk and the effects on operational resilience.  The strategy provides a common foundation for the performance of operational risk management activities and for the collection, coordination, and elevation of operational risk to the organization's risk management process.Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 7-9
 
NIST CSF References: ID.GV-4, ID.RM-1
 
Q4         CERT-RMM Reference
[RISK:SG1.SP2] Communicate the operational risk management strategy to relevant stakeholders and obtain their commitment to the activities.  The strategy should be documented and communicated to all relevant stakeholders, internal and external, who are responsible for any operational risk management activity.Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 9-11
 
NIST CSF References: ID.RM-1         
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Goal 2-Risk tolerances are identified, and the focus of risk management activities is established.
 
1.         Have impact areas been identified, such as reputation, financial health, and regulatory compliance? [RISK:SG2.SP2]
 
2.         Have impact areas been prioritized to determine their relative importance? [RISK:SG2.SP2]
 
3.         Have risk tolerance parameters been established for each impact area? [RISK:SG2.SP2]
 
4.         Are risk tolerance thresholds, which trigger action, defined for each category of risk? [RISK:SG2.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[RISK:SG2.SP2] Define organizational impact areas. Organizational impact areas identify the categories where realized risk may have meaningful and disruptive consequences. These areas typify what is important to the organization and to the accomplishment of its mission.   Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 9-11"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process" 
 
NIST CSF References: ID.RA-4, RC.CO-2
 
Q2         CERT-RMM Reference
[RISK:SG2.SP2] Prioritize areas of impact for the organization. The prioritization of impact areas allows the organization to determine the relative importance of these areas to allow them to be used for risk prioritization and mitigation.   Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 37-40
 
NIST CSF References: ID.RA-4, ID.RM
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Q3         CERT-RMM Reference
[RISK:SG2.SP2] Define and document risk measurement and evaluation criteria.  Risk measurement and evaluation criteria provide the bounds on the severity of consequences to the organization across the organizationally defined areas of impact. The consistent application of these criteria across all operational risks ensures that risks are prioritized according to organizational importance (even if they are specific to an organizational unit or line of business) and are mitigated accordingly. The range of criteria can be either qualitative (high, medium, low) or quantitative (based on levels of loss, fines, number of customers lost, etc.).   Additional ReferencesFIPS Publication 199 Standards for Security Categorization of Federal Information and Information Systems  Page 2"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"  Page 32-33
 
NIST CSF References: ID.RM-2, ID.RM-3
 
Q4         CERT-RMM References
[RISK:SG2.SP1] Define risk thresholds for each risk category. Risk thresholds are a management tool to determine when risk is in control or has exceeded acceptable organizational limits. They must be set for each category of operational risk that the organization establishes as a means for measuring and managing risk. For example, a risk threshold for virus intrusions may be whenever more than 200 users are affected; this would indicate that management needs to act to prevent operational disruption. 
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 11
 
NIST CSF References: ID.RM-2, ID.RM-3, RC.CO-2
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Goal 3-Risks are identified.
 
1.         Are operational risks that could affect delivery of the critical service identified? [RISK:SG3.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[RISK:SG3.SP2] Identify the services that are associated with each asset-specific riskstatement. Update the risk statement to reflect associated services. Examining risk in the context of services provides the organization additional information that must be considered when prioritizing risks for disposition and mitigation.Additional ReferencesSpecial Publication 800-30 "Risk Management Guide for Information Technology Systems"   
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process" 
 
NIST CSF References: ID.RA-5 
 
Goal 4-Risks are analyzed and assigned a disposition.
 
1.         Are risks analyzed to determine potential impact to the critical service? [RISK:SG4.SP1]
 
2.         Is a disposition (accept, transfer, mitigate, etc.) assigned to identified risks? [RISK:SG4.SP3]         
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Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[RISK:SG4.SP1] Evaluate the identified risks using the defined risk parameters and risk measurement criteria.  Each risk is evaluated and assigned values in accordance with the defined risk parameters and risk measurement criteria. (These include likelihood, consequence, consequence severity, and thresholds.) The organization may weigh the valuation of the risks by adjusting for the priority of impact areas (reputation, finance, etc.) that they established as part of the risk measurement criteria. This will ensure that impact areas of most importance to the organization will influence more strongly which risks are prioritized higher for mitigation. The organization can further influence the prioritization by applying a probability factor, if known.
 
Additional References
Special Publication 800-30 "Risk Management Guide for Information Technology Systems"   
 
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"   
 
NIST CSF References: ID.RA-4
 
Q2         CERT-RMM Reference
[RISK:SG4.SP3] Assign a risk disposition to each risk statement based on risk valuation and prioritization and obtain approval for the proposed disposition of each risk, particularly risks that are not going to be mitigated. A risk disposition is assigned to each risk statement or group of statements. The organization must establish a range of acceptable and consistent risk dispositions and their definitions. Possible risk dispositions include:
•         avoid
•         accept
•         monitor
•         research or defer
•         transfer
•         mitigate or control.
 
Risks that are to be accepted must be approved by a sufficient level of organizational management that accepts responsibility and authority for the potential impact on operational resilience that could result. Risks that are to be transferred must demonstrate a clear and willing party (organization or person) able to accept the risk.  Risks that are to be researched or deferred must be carefully examined to ensure that delaying mitigation will not result in the realization of the risk or effects on operational resilience.  
 
Additional References
Special Publication 800-30 "Risk Management Guide for Information Technology Systems"  
 
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"  Appendix I   Page 58-64
 
NIST CSF References: ID.RA-6         
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Goal 5-Risks to assets and services are mitigated and controlled.
 
1.         Are plans developed for risks that the organization decides to mitigate? [RISK:SG5.SP1]
 
2.         Are identified risks tracked to closure? [RISK:SG5.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[RISK:SG5.SP1] Develop risk mitigation plans for all risks that have a “mitigation” or “control” disposition. Developing risk mitigation plans is an extensive activity that will vary by organization. There are some common elements of risk mitigation plans that should be considered for all plans:
•         how the threat or vulnerability will be reduced
•         the actions that will prevent or limit an actor from exploiting a threat or vulnerability
•         the controls that will have to be implemented or updated to reduce exposure, including an articulation of administrative, physical, and technical controls
•         the service continuity plans that would be used to reduce the impact of consequences should risk be realized
•         the staff who are responsible for implementing and monitoring the mitigation plan
•         the cost of the plan, and a cost-benefit analysis that demonstrates the value of the plan commensurate with the value of the related assets and services or avoidance of consequences
•         the implementation specifics of the plan (when, where, how)
•         the residual risk that would not be addressed by the plan  
 
Additional References
Special Publication 800-30 "Risk Management Guide for Information Technology Systems"  Section 3
 
NIST CSF References: ID.RA-6, ID.RM
 
Q2         CERT-RMM Reference
[RISK:SG5.SP2] Provide a method for tracking open risks to closure.  Additional ReferencesSpecial Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations"  Page 19-36
 
NIST CSF References: ID.RA-6, ID.RM
 
MIL2-Planned
 
1.         Is there a documented plan for performing risk management activities?
 
2.         Is there a documented policy for risk management?
 
3.         Have stakeholders for risk management activities been identified and made aware of their roles?
 
4.         Have risk management activities standards and guidelines been identified and implemented?         
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Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
Consider developing a plan for risk management process.  The plan for the risk management process should be directly influenced by the strategic and operational planning processes of the organization and reflect strategic objectives and initiatives where appropriate. The plan for the risk management process should not be confused with a risk management plan or plans for mitigating risk as the plan for the risk management process details how the organization will perform risk management, including the development of risk management and mitigation plans. 
 
Additional References
NIST CSF References: ID.RM-1
 
Q2         CERT-RMM Reference
Consider establishing a risk management policy that addresses:
•         responsibility, authority, and ownership for performing process activities
•         procedures, standards, and guidelines for
-         identifying risk sources and categories of risk
-         defining risk parameters (such as risk tolerance thresholds) and risk measurement criteria
-         assigning risk priorities based on risk valuation
-         assigning risk dispositions
-         developing risk mitigation plans
•         periodically monitoring the status of all risks and adjusting as necessary
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the risk management process.  These are examples of stakeholders:
•         organizational unit managers, line of business managers, project managers, and business process owners
•         owners of identified assets and services (for which plans to manage risks must be developed)
•         custodians of identified assets and services (who may need to execute or participate in plans)
•         staff involved in identifying, analyzing, mitigating, and controlling risks to assets and services (such as information technology, human resources, legal, and compliance staff)
•         staff involved in reviewing and adjusting strategies to protect and sustain assets and services
•         the owner of any resilience management process who has referred risks to the process
•         risk owners
•         risk mitigation plan owners
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
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Q4         CERT-RMM Reference 
Consider developing standards and guidelines that address:
•         identifying risk sources and categories of risk
•         defining risk parameters (such as risk tolerance thresholds) and risk measurement criteria
•         assigning risk priorities based on risk valuation
•         assigning risk dispositions
•         developing risk mitigation plans
 
Additional References
NIST CSF References: ID.RM-1
 
MIL3-Managed 
 
1.         Is there management oversight of the performance of the risk management activities?
 
2.         Have qualified staff been assigned to perform risk management activities as planned?
 
3.         Is there adequate funding to perform risk management activities as planned?
 
4.         Are risks related to the performance of planned risk management activities identified, analyzed, disposed of, monitored, and controlled?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Periodic reviews of the risk management process are needed to ensure that:
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         administrative, technical, and physical controls are elevated in a timely manner
•         actions resulting from internal and external audits are being closed in a timely manner
•         work products accurately reflect what is essential for managing operational risk to ensure mission success, or are corrected or modified if necessary
 
Additional References
NIST CSF References: PR.IP-8
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Q2         CERT-RMM Reference
Consider assigning qualified staff to perform risk management processes. These are examples of staff required to perform the risk management process:  
•         organizational unit managers, line of business managers, project managers, and asset and service owners and custodians.
•         the chief risk officer or equivalent
•         a risk management steering council, group, or process group
•         staff responsible for: 
-         identifying operational risk sources and categories 
-         identifying and assessing operational risks, including risks identified by the process and other resilience  management processes 
-         business impact analysis
-         scenario planning and analysis  
-         assigning risk disposition to risk statements based on risk valuation and prioritization
-         developing risk mitigation plans and implementing these plans, including accepting, deferring, or transferring residual risk  
-         monitoring and tracking risks to closure  
-         managing external entities that have contractual obligations for risk management activities
•         higher-level managers responsible for defining risk parameters, including risk tolerance thresholds, authorization for levels of risk acceptance, organizational impact areas and priorities, and risk measurement criteria
•         staff skilled in interview techniques and the use of questionnaires and surveys
•         vital managers and subject matter experts
•         external entities involved in process activities and in assessing risk on outsourced functions
•         internal and external auditors responsible for reporting to appropriate committees on process effectiveness
 
Additional References
NIST CSF References: PR.AT
 
Q3         CERT-RMM Reference
Consider ensuring that risk management activities are adequately funded. Funding considerations should include ensuring that risk is adequately identified, assessed, and mitigated on a continuous basis, and that risk management activities are not treated as discrete occasional activities.
 
Additional References
NIST CSF References: ID.BE
 
Q4         CERT-RMM Reference
Consider identifying risk to the organization that arises from failed risk management processes.  Deviations from the risk management plan may occur because operational risks for assets and services vary widely, and thus the mitigation of these risks may require process deviations. The organization must determine if the deviations are appropriate given the risk parameters and whether the deviation will result in an impact on operational resilience .In addition, deviations from the risk management plan may occur when organizational units fail to follow the enterprise-sponsored process. These deviations may affect the operational resilience of the organizational unit's services but may also have a cascading effect on enterprise operational resilience objectives.
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
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MIL4-Measured
 
1.         Are risk management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are risk management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of risk management?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring risk management activities to ensure their effectiveness. These are examples of metrics for the risk management process:
•         percentage of identified assets and services for which some form of risk assessment has been performed and documented as required by policy
•         percentage of identified assets and services for which the impact or cost of compromise has been quantified
•         percentage of identified risks that do not have a defined risk disposition
•         percentage of identified risks that have a defined mitigation plan against which status is reported in accordance with policy
•         percentage of identified risks that have not been tracked to closure
•         change in volume of risks that have been identified over a selected period
•         percentage of previously identified risks that have converted to a risk disposition of “mitigate”
•         percentage of identified assets for which a mitigation plan has been implemented to mitigate risks as necessary and to maintain these risks within acceptable risk parameters and risk measurement criteria
•         percentage of identified services for which a mitigation plan has been implemented to mitigate risks as necessary and to maintain these risks within acceptable risk parameters and risk measurement criteria
•         percentage of security incidents that caused damage, compromise, or loss to identified assets or services  beyond established risk parameters and risk measurement criteria
•         percentage of realized risks that have exceeded established risk thresholds
•         percentage of identified or realized risks that have been characterized as “high” impact according to the organization's risk evaluation criteria
•         level of adherence to process policies; number of policy violations; number of policy exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7
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Q2         CERT-RMM ReferenceConsider objectively evaluating adherence of the risk management process against its process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-8
 
Q3         CERT-RMM Reference 
Consider reviewing activities, status, and results of the process with higher-level management.
Reviews of the risk management process may result from periodic examination or post-event audits that seek to identify problems that must be corrected. Elevating the results of these examinations to managers provides an opportunity to correct process deficiencies and to make managers aware of variations in the risk management process that not only have localized impact but may also affect the organization's resilience as a whole.
 
Additional References
NIST CSF References: PR.IP-7
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of risk management activities from which operating units can derive practices that fit their unique operating circumstances?
 
2.         Are improvements to risk management documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to risk management, that includes: 
 
•         selecting from the organization's set of standard processes those processes that cover the risk management process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes. 
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
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Q2         CERT-RMM Reference
Collect risk management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets. These are examples of improvement work products and information:
•         metrics and measurements of the viability of the process
•         changes and trends in operating conditions that affect risk sources and categories
•         changes in risk conditions and the risk environment that affect risk parameters, measurement criteria, or risk dispositions
•         lessons learned in post-event review of continuity exercises, incidents, and disruptions in continuity, particularly those that result in losses or compromises that exceed risk parameters and measurement criteria
•         process lessons learned that can be applied to improve operational resilience management performance and internal controls
•         issues with the risk identification, analysis, prioritization, overall assessment, mitigation, and monitoring processes
•         lessons learned from both successfully and unsuccessfully mitigating identified risks
•         risk mitigation plan costs and benefits for future return on investment analysis
•         resilience requirements that are not being satisfied or are being exceeded
 
Additional References
NIST CSF References: PR.IP         
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Other Observations – Risk Management 
External Dependencies Management 
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Goal 1-External dependencies are identified and prioritized to ensure sustained operation of high-value services.
 
1.         Are dependencies on external relationships that are critical to the service identified? [EXD:SG1.SP1]
 
2.         Has a process been established for creating and maintaining a list of external dependencies? [EXD:SG1.SP1]
 
3.         Are external dependencies prioritized? [EXD:SG1.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[EXD:SG1.SP1] Identify External Dependencies.  It is important for the organization to identify and characterize all such external dependencies so that they can be understood, formalized, monitored, and managed as part of the organization's comprehensive risk management process.  Additional ReferencesSpecial Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations"  Page E-2
 
NIST CSF References: ID.BE-4
 
Q2         CERT-RMM Reference[EXD:SG1.SP1] Establish a process for creating and maintaining the list of external dependencies and entities.   Additional ReferencesSpecial Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations"  Page 19
 
NIST CSF References: ID.BE-4
 
Q3         CERT-RMM Reference[EXD:SG1.SP2] Apply the prioritization criteria to the list of external dependencies toproduce a prioritized list.  Depending on the prioritization scheme developed by the organization, the result might be several lists, tiers, or sets of external dependencies.  Be sure that external dependencies that are required for the successful execution of security activities, service continuity plans, and service restoration plans are prioritized appropriately.
 
Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 25-26
 
NIST CSF References: ID.BE-4
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Goal 2-Risks due to external dependencies are identified and managed.
 
1.          Are risks due to external dependencies identified and managed? [EXD:SG2.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[EXD:SG2.SP1] Identify risks due to external dependencies. Identification of risks due to external dependencies requires an understanding of the actions of the associated external entity in the operation, support, or resilience of the organization's services. External entities will be responsible for varying dependencies in the support of the organization's operations.
 
Additional ReferencesSpecial Publication 800-30 "Risk Management Guide for Information Technology Systems"  Appendix D
 
NIST CSF References: ID.BE-1, ID.RA-5
 
Goal 3-Relationships with external entities formally established and maintained.
 
1.         Have resilience requirements of the critical service been established that apply specifically to each external dependency? [EXD:SG3.SP2]
 
2.          Are these requirements reviewed and updated? [EXD:SG3.SP2]
 
3.          Is the ability of external entities to meet resilience requirements of the critical service considered in the selection process? [EXD:SG3.SP3]
 
4.          Are resilience requirements included in formal agreements with external entities? [EXD:SG3.SP4]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[EXD:SG3.SP2] For each external dependency, establish a list of resilience specifications that apply to the responsible external entity.  The process for determining and documenting the resilience specifications that apply to an external dependency and entity will vary based on the action of the entity in relation to the organization's operations and the priority of the external dependency. At a minimum, the resilience specifications should include a clear and definitive statement of the external entity's services, support, products, assets, or staff on which the organization relies.  
 
Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 24-26
 
NIST CSF References: ID.BE-1, ID.BE-5
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Q2          CERT-RMM Reference 
         [EXD:SG3.SP2] Periodically review and update resilience specifications for external dependencies and entities as conditions warrant.  
 
         Additional References
         NIST CSF References: ID.BE-1, ID.BE-5
 
Q3          CERT-RMM Reference
         [EXD:SG3.SP3] Evaluate external entities based on their abilities to meet the resilience specifications and in accordance with the established selection criteria. 
 
         Additional References
         Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 24-26
 
         NIST CSF References: ID.BE-1, ID.BE-4, ID.BE-5
 
Q4          CERT-RMM Reference 
         [EXD:SG3.SP4] Properly document the agreement terms, conditions, specifications and other provisions.  All agreement provisions should be documented in the agreement in language that is unambiguous. The agreement should not contain any general exceptions for achieving the resilience specifications unless they are carefully considered and negotiated. It may, however, contain scenarios of types of unforeseen events for which the external entity is not expected to prepare. Any exceptions granted to resilience specifications or scenarios for which the external entity is not required to prepare should be treated as risks. All agreements should establish and enable procedures for monitoring the performance of external entities and inspecting the services or products they deliver to the organization. 
 
         Additional References 
         Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"  SA-4
 
         NIST CSF References: ID.BE-1, ID.BE-5, PR.AT-3
 
Goal 4-Performance of external entities is managed.
 
1.         Is the performance of external entities monitored against resilience requirements? [EXD:SG4.SP1]
 
2.         Has responsibility been assigned for monitoring external entity performance (as related to resilience requirements)? [EXD:SG4.SP1]
 
3.          Are corrective actions taken as necessary to address issues with external entity performance (as related to resilience requirements)? [EXD:SG4.SP2]
 
4.         Are corrective actions evaluated to ensure issues are remedied? [EXD:SG4.SP2]
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Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[EXD:SG4.SP1] Establish procedures and responsibility for monitoring external entityperformance and inspecting any external entity deliverables.  Procedures should be consistent with the agreement between the organization and the external entity and should be based on verifying that the external entity is achieving the specifications as defined in the agreement. All agreement specifications should be considered for monitoring; it may be appropriate to prioritize monitoring and inspection activities based on a risk analysis of the specifications (which includes all external dependencies). Monitoring and inspection procedures should address the external entity's required characteristics, required behaviors, and required performance parameters.
 
Additional References
NIST CSF References: DE.CM-6, ID.BE-1
 
Q2          CERT-RMM Reference
[EXD:SG4.SP1] Establish the responsibility for monitoring external entity performance and inspecting any external entity deliverables.  (Responsibility is typically assigned to the organizational owner of the relationship.)  
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" SA-9
 
NIST CSF References: ID.AM-6, ID.BE-1
 
Q3          CERT-RMM Reference 
[EXD:SG4.SP2] The agreement should be reviewed to identify appropriate and allowable corrective actions for consideration. The various alternatives should be evaluated based on their likelihood to succeed in correcting the situation and mitigating any associated risks.   It may be valuable and appropriate to include the external entity in the discussion and consideration of alternatives, especially if both the organization and the external entity desire to continue the relationship. 
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"  SA-12
 
NIST CSF References: ID.BE-1
 
Q4          CERT-RMM Reference 
[EXD:SG4.SP2] Monitor as appropriate to ensure that issues are remedied in a timely manner.
 
Additional References 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"  SA-13
 
NIST CSF References: ID.BE-1
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Goal 5-Dependencies on public services and infrastructure service providers are identified.
 
1.         Are public services on which the critical service depends (fire response and rescue services, law enforcement, etc.) identified? [EC:SG4.SP3]
 
2.          Are infrastructure providers on which the critical service depends (telecommunications and telephone services, energy sources, etc.) identified? [EC:SG4.SP4]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
         [EC:SG4.SP3] Identify and document public services on which facilities rely.  Typically, this activity results from business impact analysis. However, it can be included as part of service continuity planning or facility asset definition, depending on the organization. A resulting list of public services for each facility should be documented and made available for inclusion in service continuity plans as appropriate. 
 
         Additional References
         Special Publication 800-34 "Contingency Planning for Federal Information Systems" 
         Page 53-55
 
         NIST CSF References: ID.BE-4
 
Q2          CERT-RMM Reference 
         [EC:SG4.SP4] Identify and document infrastructure dependencies that the organization relies upon to provide services.  Remember that these dependencies may be internal as well as external, particularly where the organization has control over certain aspects of facility infrastructure such as power or telecommunications that they provide for their own operations.
         Typically, this activity results from business impact analysis. However, it can be included as part of service continuity planning or facility asset definition, depending on the organization. A resulting list of public infrastructure providers for each facility should be documented and made available for inclusion in service continuity plans as appropriate.
 
         Additional References
         Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"  CP-2
 
         NIST CSF References: ID.BE-4
 
MIL2-Planned
 
1.         Is there a documented plan for performing external dependency management activities?
 
2.         Is there a documented policy for external dependency management?
 
3.         Have stakeholders for external dependency management activities been identified and made aware of their roles?
 
4.         Have external dependency management activities standards and guidelines been identified and implemented?
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider developing a plan for external dependency management.  A plan for performing the external dependencies management process is developed to ensure that the organization can satisfy its operational resilience requirements when an external entity has access to, control of, ownership in, possession of, responsibility for (including development, operations, maintenance, or support), or other defined obligations related to one or more assets or services of the organization. The plan must address the enterprise and resilience specifications for the service being performed or the product being provided (i.e., the external dependency) by the external entity. In addition, because external entities can be located in many geographical locations, the plan must address those external entities and stakeholders that can enable or adversely affect operational resilience. The plan for the external dependencies management process should not be confused with service continuity (recovery, restoration) plans for assets and services that are under the control of external entities. The plan for the external dependencies management process details how the organization will manage external dependencies and relationships with external entities, including the development of service continuity plans where such entities are involved.
 
Subpractices:
•         define and document the plan for performing the process.
•         define and document the process description.
•         review the plan with relevant stakeholders and get their agreement.
•         revise the plan as necessary. 
 
Additional References
NIST CSF References: ID.BE
 
 Q2          CERT-RMM Reference
Consider developing policies and procedures for external dependency management. The external dependencies management policy should address:
•         responsibility, authority, and ownership for performing process activities
•         procedures, standards, and guidelines for:
-         identifying and prioritizing external dependencies
-         associating external dependencies with services and assets
-         managing operational risks resulting from external dependencies
-         evaluating and selecting external entities
-         formalizing and enforcing agreements with external entities, including changing any provisions by mutual agreement
-         developing and documenting enterprise and resilience specifications for external entities, including organizational policies to which external entities are expected to adhere
-         standards of performance and service levels 
-         establishing service continuity plans and procedures for external entities
-         monitoring the performance of external entities, including inspecting the services or products they deliver (Such procedures specify frequency, protocol, and responsibility for monitoring and inspection.)
-         terminating relationships with external entities as specified in formal agreements
-         issue escalation and dispute resolution
•         requesting, approving, providing, and terminating access for external entities
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
External Dependencies Management
121  | CRR Self-Assessment V 8.0.0 
Q3          CERT-RMM Reference
Consider identifying stakeholders of the external dependency management process. 
Examples include:  
•         internal and external owners and custodians of organizational assets
•         internal and external service owners
•         organizational unit and line of business managers responsible for high-value assets and the services they support
•         staff responsible for managing operational risks arising from external dependencies and relationships with external entities
•         staff responsible for establishing, implementing, and maintaining an internal control system for organizational assets where an external dependency and an external entity are involved
•         staff required to develop, test, implement, and execute service continuity plans that involve external dependencies and external entities
•         acquisition and procurement staff
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4          CERT-RMM Reference
Consider developing standards and guidelines for external dependency management.
Include: 
•         list of external dependencies, with priorities
•         criteria for prioritizing external dependencies
•         affinity analyses results to inform dependency prioritization and risk identification
•         information that defines external dependencies, stored as a maintainable information repository or database
•         risk statements with impact valuation
•         list of external dependency risks with categorization and prioritization, risk disposition, mitigation plans, and current status
•         agreement templates, including enterprise specifications that apply to external entities
•         external dependencies and resilience specifications that apply to each external entity
•         RFPs, including applicable SLAs
•         criteria for selecting external entities
•         proposal evaluation results and decision rationale
• agreements with external entities, including contracts, memoranda of agreement, purchase orders, and licensing agreements
•         performance-monitoring reports
•         relationship management databases
•         inspection reports on deliverables
•         corrective-action reports
•         process plan
•         policies and procedures
 
Additional References
NIST CSF References: ID.BE
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MIL3-Managed
 
1.         Is there management oversight of the performance of the external dependency management activities?
 
2.          Have qualified staff been assigned to perform external dependency management activities as planned?
 
3.          Is there adequate funding to perform external dependency management activities as planned?  
 
4.          Are risks related to the performance of planned external dependency management activities identified, analyzed, disposed of, monitored, and controlled?  
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider conducting periodic reviews of the external dependency management process. 
Ensure the organization: 
•         definite roles and responsibilities in the process plan 
•         includes process tasks and responsibility for these tasks in specific job descriptions
•         develops policy requiring organizational unit managers, line of business managers,          project managers, and asset and service owners and custodians to participate in the process for services and assets under their ownership or custodianship
•         develops and implementing agreements, including contracts, SLAs, memoranda of agreement, purchase orders, and licensing agreements
•         includes process tasks in staff performance management goals and objectives, with requisite measurement of progress against these goals
 
Additional References
NIST CSF References: PR.IP-8
 
Q2          CERT-RMM Reference
Consider ensuring that responsible staff are trained in skills required in external dependency management. These are examples of skills required in the external dependency management process:
•         identifying and prioritizing external dependencies
•         affinity analyses
•         elicitation of resilience specifications to be reflected in RFPs and agreements with external entities
•         evaluating and selecting external entities
•         negotiating agreements with external entities
•         prioritizing external entities based on the priority of the external dependencies for which the entity is responsible
•         knowledge of tools, techniques, and methods that can be used to identify, analyze, mitigate, and monitor operational risks resulting from external dependencies and from relationships with external entities 
•         managing relationships with external entities 
•         monitoring the performance of external entities, including the inspection of deliverables and knowing when corrective actions are called for
 
Additional References
NIST CSF References: PR.AT
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Q3          CERT-RMM Reference 
Consider ensuring that external dependency management activities are adequately funded. Funding the process should extend beyond the initial development of the activities, but include maintenance and refresh.
 
Additional References
NIST CSF References: ID.BE
 
Q4          CERT-RMM Reference
         Consider managing risk arising from insufficient external dependency management practices. Examples of practices that might be evaluated include:
•         list of external dependencies, with priorities
•         criteria for prioritizing external dependencies
•         affinity analyses results to inform dependency prioritization and risk identification         information that defines external dependencies, stored as a maintainable information repository or database
•         risk statements with impact valuation
•         list of external dependency risks with categorization and prioritization, risk disposition, mitigation plans, and current status
•         agreement templates, including enterprise specifications that apply to external entities
•         external dependencies and resilience specifications that apply to each external entity
•         RFPs, including applicable SLAs
•         criteria for selecting external entities
•         proposal evaluation results and decision rationale
•         agreements with external entities, including contracts, memoranda of agreement, purchase orders, and licensing agreements
•         performance-monitoring reports
•         relationship management databases
•         inspection reports on deliverables
•         corrective-action reports
•         process plan
•         policies and procedures
 
         Additional References
         NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are external dependency management activities periodically reviewed and measured to ensure they are effective and producing intended results?
 
2.         Are external dependency management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to external dependency management?
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the external dependency management activities to ensure their effectiveness and address non-compliance. Example metrics are:
•         number and percentage of external entities in a variety of categories, such as:
-         by external dependency
-         by business process, by service, by asset or product
-         by type of service or product provided
-         by prioritized tier (based on prioritization criteria)
-         by agreement type (formal contract with and without SLA, memorandum of agreement, purchase order, licensing agreement, and other, including no type of agreement)
-         by number or type of agreement changes
-         by status (RFP, source selection, awarded, contract initiated, performing as expected, out of compliance, in dispute or litigation, terminated, renewed, etc.)
-         by monetary value
-         by geographic region
-         by operational throughput that relies upon the external entity (for example, number of customers, transaction volume)
-         by number of entities external to itself upon which the external entity relies to meet its agreements with the organization
-         by CERT-RMM capability rating
•         percentage of external dependencies without designated organizational owners
•         percentage of external entities without designated organizational owners
•         percentage of external entities whose financial status is at risk
•         percentage of external entities that have undergone some form of assessment, risk assessment, and audit as required by policy
•         percentage of external entities that: 
-         play a key role in fulfilling service continuity plans during disruptive events
-         have tested their service continuity plans, including their participation in the organization's service continuity plans per agreement
-         failed to perform as expected during a disruptive event
•         percentage of external entities whose deliverables have failed to pass inspection
•         percentage of external entities with corrective actions that have not been remedied in the designated time period
•         number of external dependency risks referred to the risk management process; number of risks where corrective action is still pending (by risk rank)
•         level of adherence to process policies; number of policy violations; number of policy         exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7
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Q2          CERT-RMM Reference 
Consider objectively evaluating adherence of the external dependency management process against its process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference 
Consider ensuring that the organization reviews the activities, status, and results of the external dependency management process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of the external dependency management activities from which operating units can derive practices that fit their unique operating circumstances?  
 
2.         Are improvements to external dependency management documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider establishing an organization-wide approach to external dependency management that includes: 
•         selecting from the organization's set of standard processes those processes that cover the external dependency management process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes.
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference 
Consider collecting external dependency management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
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Other Observations  - External Dependencies Management
Training and Awareness
9         Training and Awareness
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Goal 1-Cyber security awareness and training programs are established.
 
1.         Have cyber security awareness needs been identified for the critical service? [OTA:SG1.SP1]
 
2.         Have required cyber security skills been identified for specific roles (administrators, technicians, etc.) for the critical service? [HRM:SG1.SP1]
 
3.         Are skill gaps present in personnel responsible for cyber security identified? [OTA:SG3.SP1]
 
4.         Have cyber security training needs been identified? [OTA:SG3.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[OTA:SG1.SP1] Analyze the organization's operational resilience program to identify the types and extent of awareness efforts that are necessary to satisfy resilience program objectives. Because managing operational resilience requires acculturation of both internal and external parties (staff), the types and extent of awareness efforts may need to be extensive and rigorous. The objectives of awareness efforts must be clearly stated and must help the organization achieve inculcation of staff to the organization's philosophy of managing operational resilience. 
 
Additional References
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"
 
NIST CSF References: PR.AT-1
 
Q2          CERT-RMM Reference
[HRM:SG1.SP2] Establish and document baseline competencies necessary to meet the needs of the organization's operational resilience management process.  Baseline competencies may be as detailed as the organization needs to describe its required skill sets. This may involve many layers of information, including  role (security administrator, network administrator, CIO, etc.) and position (CIO, senior security analyst, network engineer, etc.). 
 
Additional References
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"
 
NIST CSF References: PR.AT-1
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Q3          CERT-RMM Reference
[OTA:SG3.SP1] Collect information about skill gaps, cross-training, and succession planning by reviewing the job responsibilities of staff involved in resilience processes, as well as current performance levels.  
 
Additional References
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"  Section 5
 
NIST CSF References: PR.AT-1
 
Q4          CERT-RMM Reference
[OTA:SG3.SP1] Document the resilience training needs of the organization. 
The training needs should focus not only on the skills and knowledge needed to perform particular roles in the supporting disciplines of security, business continuity, and IT operations and service delivery, but also on the convergence aspects of these disciplines toward operational resilience management. The training needs should also adequately cover the capabilities represented by the operational resilience management process. 
 
Additional References
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"
 
NIST CSF References: PR.AT-1
 
Goal 2-Awareness and training activities are conducted.
 
1.         Are cyber security awareness activities for the critical service conducted? [OTA:SG2.SP1]
 
2.         Are cyber security training activities for the critical service conducted? [OTA:SG4.SP1]
 
3.         Is the effectiveness of the awareness and training programs evaluated? [OTA:SG2.SP3], [OTA:SG4.SP3]
 
4.         Are awareness and training activities revised as needed? [OTA:SG1.SP3], [OTA:SG3.SP3]
 
5.         Have privileged users been trained in their specific roles and responsibilities in support of critical service? [OTA:SG4.SP1]
 
6.         Have senior executives been trained in their specific roles and responsibilities in support of critical service? [OTA:SG4.SP1]
 
7.         Have physical and information security personnel been trained in their specific roles and responsibilities in support of critical service? [OTA:SG4.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[OTA:SG2.SP1] Perform awareness activities according to the schedule and the plan. 
Awareness materials are distributed to the target populations according to the schedule and the approaches established in the plan. 
 
Additional ReferencesDraft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model" 
 
NIST CSF References: PR.AT-1
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Q2          CERT-RMM Reference
[OTA:SG4.SP1] Conduct the training. Experienced instructors should perform training. When possible, training is conducted in settings that closely resemble actual performance conditions and includes activities to simulate actual work situations. This approach includes integration of tools, methods, and procedures for competency development. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training.  
 
Additional References
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"
 
NIST CSF References: PR.AT-1
 
Q3          CERT-RMM Reference
[OTA:SG2.SP3], [OTA:SG4.SP3] Provide a mechanism for evaluating the effectiveness of each awareness activity with respect to the objectives for that activity. For awareness presentations, this mechanism should include evaluations of the material and the presenters.
 
Provide a mechanism for assessing the effectiveness of each training course with respect to established organizational, project, or individual learning (or performance) objectives. 
 
Additional References 
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"  Section 7.3.2
 
NIST CSF References: PR.AT, PR.IP-7
 
Q4         CERT-RMM Reference 
[OTA:SG1.SP3], [OTA:SG3.SP3] Revise the awareness materials and supporting artifacts as necessary. 
 
Revise the resilience training needs of the organization as necessary.
 
Additional References 
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"  Section 4.1
         
NIST CSF References: PR.AT, PR.IP-7
 
Q5          CERT-RMM Reference
[OTA:SG4.SP1] Conduct privileged user training. The organization must perform training to ensure staff are appropriately skilled in their roles. Experienced instructors should perform training. When possible, training is conducted in settings that closely resemble actual performance conditions and includes activities to simulate actual work situations. This approach includes integration of tools, methods, and procedures for competency development. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training is completed. 
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Additional References 
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"  Section 7.3.2
 
NIST SP 800-53 Rev. 4 AT-3, PM-13
Consider providing role-based security training to privileged users with assigned security roles and responsibilities. Comprehensive role-based training addresses management, operational, and technical roles and responsibilities. Role-based security training also applies to contractors providing services. Training should be provided before access is authorized and periodically thereafter.
 
NIST CSF References: PR.AT-2
 
Q6          CERT-RMM Reference 
[OTA:SG4.SP1] Conduct training for senior executives to ensure they are aware of their specific roles and responsibilities. The organization must perform training to ensure staff are appropriately skilled in their roles. Experienced instructors should perform training. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training is completed.  
 
Additional ReferencesDraft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"  Section 7.3.2
 
NIST SP 800-53 Rev. 4 AT-3, PM-13
Consider providing role-based security training to senior executives with assigned security roles and responsibilities. Comprehensive role-based training addresses management, operational, and technical roles and responsibilities. Training should be provided before access is authorized and periodically thereafter.
  
NIST CSF References: PR.AT-4
 
Q7          CERT-RMM Reference
[OTA:SG4.SP1] Conduct training for physical and information security personnel. The organization must perform training to ensure staff are appropriately skilled in their roles. Experienced instructors should perform training. When possible, training is conducted in settings that closely resemble actual performance conditions and includes activities to simulate actual work situations. This approach includes integration of tools, methods, and procedures for competency development. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training is completed.  
Additional References
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"  Section 7.3.2
 
NIST SP 800-53 Rev. 4 AT-3, PM-13
Consider providing role-based security training to physical and information security personnel with assigned security roles and responsibilities. Comprehensive role-based training addresses management, operational, and technical roles and responsibilities. Role-based security training also applies to contractors providing services.  Training should be provided before access is authorized and periodically thereafter.
 
NIST CSF References: PR.AT-5
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MIL2-Planned
 
1.         Is there a documented plan for performing training activities?
 
2.         Is there a documented policy for training?
 
3.         Have stakeholders for training activities been identified and made aware of their roles?
 
4.         Have training standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider developing a plan for training and awareness. 
•         special consideration in the plan may have to be given to training and awareness for skill development, sustaining skill competencies, and reassignment planning for various roles. These activities aid in protecting and sustaining people to support operational resilience.
•         special consideration in the plan may also have to be given to how the organization incorporates training and awareness activities for resources that are not under its direct control, including external entities such as contractors, outsourcing partners, training suppliers, and other business partners.
•         define and document the process description.
•         review the plan with relevant stakeholders and get their agreement.
•         revise the plan as necessary. 
 
Additional References
NIST CSF References: PR.AT
 
Q2          CERT-RMM Reference
Consider developing policies and procedures for training and awareness.  Include the following: 
•         methods and tools for building and distributing awareness messages, including pens, mugs, posters, signage, screen savers, newsletters, etc. 
•         instruments for analyzing training needs
•         training workstations and other hardware needs
•         instructional design tools
•         packages for developing presentation materials
•         tools, methods, and procedures that closely resemble actual performance conditions and simulate actual work situations
•         methods for delivering awareness and training materials, from user on-demand training to classroom-based training
•         tools for tracking awareness and training course attendance and successful and unsuccessful completion by designated staff
•         methods for evaluating the effectiveness of awareness activities, including surveys, focus groups, interviews, etc. 
•         methods for evaluating the effectiveness of training activities, including testing, assessment mechanisms, etc. 
•         tools used to capture and securely store training records and ensure such records are accessed only by authorized staff
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
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Q3          CERT-RMM Reference
Consider identifying stakeholders of the training and awareness process.  Examples include:
•         staff who are required to determine the degree to which their constituencies understand the organization's resilience goals, objectives, standards, policies, and processes, including:
-         asset owners and custodians
-         service owners
-         business process owners
-         organizational unit and line of business managers responsible for high-value services and assets
•         external entities responsible for managing high-value assets and services
•         human resources (for ensuring the resilience of people assets)
•         information technology staff (for ensuring the resilience of technology assets)
•         staff responsible for physical security (for ensuring the resilience of facility assets)
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4          CERT-RMM Reference
Consider developing standards and guidelines for training and awareness.  Include: 
•         awareness and training needs
•         awareness and training plans and programs
•         awareness and training records and waivers
•         awareness and training materials and supporting work products
•         instructor evaluation forms
•         awareness and training effectiveness surveys
•         survey and interview results
•         awareness and training examinations and assessment results
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: PR.AT
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the training activities?
 
2.         Have qualified staff been assigned to perform training activities as planned?
 
3.         Is there adequate funding to perform training activities as planned?  
 
4.         Are risks related to the performance of planned training activities identified, analyzed, disposed of, monitored, and controlled?
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Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider conducting periodic reviews of the training and awareness process as needed to ensure control over:
•         awareness and training needs
•         awareness and training plans and programs
•         awareness and training records and waivers
•         awareness and training materials and supporting work products
•         instructor evaluation forms
•         awareness and training effectiveness surveys
•         survey and interview results
•         awareness and training examinations and assessment results
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: PR.IP-8
 
Q2          CERT-RMM Reference
Consider ensuring that responsible staff are trained in skills required in training and awareness. These are examples of skills required in the organizational training and awareness process:
•         curriculum and instructional design
•         course delivery
•         course and instructor evaluation
•         measuring the effectiveness of awareness and training materials
•         structuring and conducting participant surveys and interviews
•         knowledge of the tools, techniques, and methods necessary to create, deliver, and maintain training and awareness work products, including those necessary to perform the process using the selected methods, techniques, and tools
•         knowledge unique to each operational resilience management process area and assets and services that are the focus of these processes 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop effective process requirements, plans, and programs
 
Additional References
NIST CSF References: PR.AT
 
Q3          CERT-RMM Reference
Consider ensuring that training and awareness activities are adequately funded. Funding the process should extend beyond the initial development of the training and awareness programs, but include maintenance and refresh.
 
Additional References
NIST CSF References: ID.BE 
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Q4          CERT-RMM Reference
Consider managing risk arising from insufficient training and awareness practices. Examples of practices that might be evaluated include: 
•         awareness and training needs
•         awareness and training plans and programs
•         awareness and training records and waivers
•         awareness and training materials and supporting work products
•         instructor evaluation forms
•         awareness and training effectiveness surveys
•         survey and interview results
•         awareness and training examinations and assessment results
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are training activities periodically reviewed and measured to ensure they are effective and producing intended results?
 
2.         Are training activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of training?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider measuring the training and awareness activities to ensure their effectiveness.  Example metrics for the training and awareness process:
•         number of training courses and awareness sessions delivered (e.g., planned versus actual)
•         percentage of new users (internal and external) who have satisfactorily completed awareness training before being granted network access
•         percentage of users (internal and external) who have satisfactorily completed periodic awareness refresher training as required by policy
•         percentage of internal and external staff trained versus expected
•         percentage of favorable training program quality survey ratings
•         percentage of passing scores (by participants) on training and awareness examinations
 
Additional References
NIST CSF References: PR.IP-7
 
Q2          CERT-RMM Reference
Consider objectively evaluating adherence of the training and awareness processes against their process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
 
Q3          CERT-RMM Reference
Consider ensuring that the organization reviews the activities, status, and results of the training and awareness process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
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MIL5-Defined
 
1.         Has the organization adopted a standard definition of the training activities from which operating units can derive practices that fit their unique operating circumstances?  
 
2.         Are improvements to training documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider establishing an organization-wide approach to training and awareness, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the training and awareness process and best meet the needs of the organizational unit or line of business. 
•         establishing  the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes.
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2          CERT-RMM Reference
Consider collecting training and awareness work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
Training and Awareness
136  | CRR Self-Assessment V 8.0.0 
Other Observations  - Training and Awareness
 
Situational Awareness
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10         Situational Awareness
Goal 1-Threat monitoring is performed.
 
1.          Has responsibility for monitoring sources of threat information been assigned? 
         [MON:SG1.SP2]
 
2.          Have threat monitoring procedures been implemented? [MON:SG2.SP2]
 
3.          Have resources been assigned and trained to perform to threat monitoring? [MON:SG2.SP3]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[MON:SG1.SP2] Identify stakeholders of the monitoring process. The list should include internal and external stakeholders and should be seeded by examining operational resilience management processes and their organizational owners. Stakeholders of the organization's monitoring processes are those internal and external people, entities, or agencies that require information about the operational resilience management processes for which they have responsibility and for which they must achieve resilience goals, objectives, and obligations. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 7-10
 
NIST CSF References: ID.RA-2, PR.AT-5
 
Q2          CERT-RMM Reference
[MON:SG2.SP2] Review, refine, and develop monitoring operating procedures. Detailed processes, standard operating procedures, or work instructions may be created during monitoring infrastructure implementation, but they will need to be regularly reviewed, tailored, and possibly supplemented to meet ongoing monitoring needs. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 19-26
 
NIST CSF References: ID.RA-3
 
Q3          CERT-RMM Reference
[MON:SG2.SP3]  Assign resources to monitoring processes. Ensure that monitoring support staff have received appropriate training to perform the necessary monitoring activities. These are examples of training:
•         operating, monitoring, and configuring monitoring systems components
•         supporting stakeholders in understanding and interpreting monitoring data
•         securing data collected from monitoring systems components 
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Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 16-17
 
NIST CSF References: PR.AT-5
 
Goal 2-The requirements for communicating threat information are established.
 
1.         Have internal stakeholders (such as the critical service owner and incident management staff) been identified to whom threat information must be communicated? [COMM:SG1.SP1]
 
2.         Have external stakeholders (such as emergency management personnel, regulatory, and information sharing organizations) been identified to whom threat information must be communicated? [COMM:SG1.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[COMM:SG1.SP1] Identify relevant stakeholders that may have a vested interest or vital role in communications about resilience. When determining which stakeholders to include in the list, consider:
•         rationale for stakeholder involvement
•         roles and responsibilities of the relevant stakeholders 
•         relationships between stakeholders
•         relative importance of the stakeholder to success of the program
•         resources (e.g., training, materials, time, and funding) needed to ensure stakeholder interaction.  
 
Stakeholders and their communications needs may be defined as a part of other operational resilience management processes. For example, the communication needs of staff involved in the incident management process may be defined by that process. These communications requirements should be considered independently of the processes and practices in the Communications process area because they have a specialized purpose and involve specific stakeholders. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring for Federal Information Systems and Organizations"  Page 22-23
 
NIST CSF References: PR.IP-8
 
Q2          CERT-RMM Reference
[COMM:SG1.SP1] Establish a plan that describes the involvement of all communications          stakeholders. The plan identifies all internal and external stakeholders, including their roles and classes, as well as the types, frequencies, and levels of communication they are to receive in specified circumstances. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring for Federal Information Systems and Organizations" Page 22-24
 
NIST CSF References: PR.IP-8, RS.CO-5
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Goal 3-Threat information is communicated.
 
1.         Is threat information communicated to stakeholders? [COMM:SG3.SP2]
 
2.         Have resources been assigned authority and accountability for communicating threat information? [COMM:SG2.SP3]
 
3.         Have resources been trained with respect to their specific role in communicating threat information? [COMM:SG2.SP3]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[COMM:SG3.SP2] Communicate threat information to stakeholders. Implement and manage communications infrastructure. From a generic standpoint, the organization's communications infrastructure must support communications requirements from stakeholders.
 
Additional References
Special Publication 800-30 "Risk Management Guide for Information Technology Systems"  Page 14-15 
 
NIST CSF References: PR.IP-8, RS.CO-5
 
Q2          CERT-RMM Reference
[COMM:SG2.SP3] Assign resources to communications processes roles and responsibilities.  Staff are assigned authority and accountability for carrying out the communications plan and program.  
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" CP-3
 
NIST CSF References: PR.AT-5
 
Q3          CERT-RMM Reference
[COMM:SG2.SP3] Ensure that organizational training is provided to communications staff respective to the specific resilience communications role they perform. This is especially important for communications roles in other operational resilience management processes such as incident management and in the execution of service continuity plans. 
 
Additional References
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations" CP-3
 
NIST CSF References: PR.AT-1, PR.AT-5
 
MIL2-Planned
 
1.         Is there a documented plan for performing situational awareness activities?
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2.         Is there a documented policy for situational awareness?
 
3.         Have stakeholders for situational awareness activities been identified and made aware of their roles?
 
4.         Have situational awareness standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider developing a plan for situational awareness. Special consideration in the plan may have to be given to information acquisition, sustaining skill competencies, and planning for changes in the operating environment. These activities aid in protecting and sustaining critical services. Special consideration in the plan may also have to be given to how the organization validates and communicates about cyber security information, and how the organization will maintain a common operating picture.
 
Additional References
NIST CSF References: ID.RA
 
Q2          CERT-RMM Reference
Consider developing policies and procedures for situational awareness.  Include the following:
•         methods and tools for rapidly learning cyber security information,  
•         processes that will enable effective analysis of cyber security information
•         criteria that might be used to evaluate sources of cyber security information.
•         identification of methods of communicating cyber security information across the organization to enable a common operating picture
•         repositories of cyber security information
•         possible actions that the organization might take in an effort to temporarily reduce its attack surface in the event of inclement cyber security information.
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the situational awareness process.  Examples include:
•         owners of high-value services and supporting assets (for which plans must be developed)
•         custodians of high-value services and supporting assets (who may need to execute or participate in plans)
•         organizational unit and line of business managers responsible for high-value services and supporting assets
•         staff involved in developing plans
•         external entities such as public emergency management staff and other public agencies, partners, and suppliers
•         external entities responsible for managing high-value services
•         external entities to which the organization is a supplier
•         regulatory and legal entities 
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
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Q4          CERT-RMM Reference
Consider sponsoring standards, and guidelines, including procedures, standards, and guidelines for:
•         monitoring cyber security information
•         recording relevant cyber security information 
•         evaluating sources of cyber security information
•         communicating cyber security information
•         reducing the organization's attack surface
•         methods for measuring adherence to policy, exceptions granted, and policy violations.
 
Additional References
NIST CSF References: ID.RA
 
MIL3-Managed
 
1.         Is there management oversight of the performance of situational awareness activities?
 
2.         Have qualified staff been assigned to perform situational awareness activities as planned?
 
3.         Is there adequate funding to perform situational awareness activities as planned?  
 
4.         Are risks related to the performance of planned situational awareness activities identified, analyzed, disposed of, monitored, and controlled?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting periodic reviews of the situational awareness process as needed to ensure that:  
•         the process is a planned and coordinated activity
•         process planning is driven by managing and mitigating organizational risk
•         internal and external dependencies that affect the process are identified and considered
•         the effectiveness of situational awareness plans is measured
•         the process is improved based on experience in executing the process
•         status reports are provided to appropriate stakeholders in a timely manner
•         process issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-8
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Q2          CERT-RMM Reference
Consider ensuring that responsible staff are trained in the skills necessary to perform situational awareness. Such skills include: 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop situational awareness plans and programs, including the process plan
•         knowledge required to identify relevant sources of cyber security information
•         communication skills for conveying the contents of situational awareness plans to stakeholders
•         knowledge required to identify methods to establish a common operating picture 
•         knowledge required to identify methods of reducing the organization's attack surface in response to a hostile environment.
 
Additional References
NIST CSF References: PR.AT
 
Q3          CERT-RMM Reference
Consider ensuring that situational awareness activities are adequately funded. Funding the process should extend beyond the initial development of situational awareness activities, tools, and processes to ensure that the organization maintains a capability to ensure the resilience of essential services.  
 
Additional References
NIST CSF References: ID.BE
 
Q4          CERT-RMM Reference
Consider managing risk from the failure of the situational awareness process. Failures can occur in: 
•         planning for the process
•         making decisions about the process
•         making commitments to plans and activities as well as the process plan
•         effective communication about cyber security
•         development of a common operating picture
•         development of effective plans to reduce the organization's attack surface.
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
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MIL4-Measured
 
1.         Are situational awareness activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are situational awareness activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to situational awareness?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the situational awareness process against its process description, standards, and procedures, and address non-compliance. Examples of measurement include: 
•         number of sources of cyber security evaluated for trustworthiness
• percentage of stakeholders who receive cyber security information within the defined thresholds
•         percentage of services that have attack surface reduction plans
•         number of stakeholders who seek situational awareness information out on a daily basis.
 
Additional References
NIST CSF References: PR.IP-7
 
Q2         CERT-RMM Reference
Consider objectively evaluating adherence of the situational awareness process against its          process description, standards, and procedures, and address non-compliance.  
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference
Consider ensuring that the organization Reviews the activities, status, and results of the situational awareness process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of the situational awareness activities from which operating units can derive practices that fit their unique operating circumstances? 
 
2.         Are improvements to situational awareness activities documented and shared across the organization?
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Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to situational awareness, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the situational awareness process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes. 
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference
Consider collecting situational awareness work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
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Other Observations  - Situational Awareness
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List of Resources Referenced in this Report 
Resource Name
URL
http://www.first.org/cvss/v2/guide 
A Complete Guide to the Common Vulnerability Scoring System Version 2.0
http://www.cert.org/archive/pdf/07tr012.pdf
Introducing OCTAVE Allergo: Improving the Information Security Risk Assessment Process
http://www.cert.org/resilience/products-services/cert-rmm/index.cfm
CERT Resilience Management Model (CERT©-RMM)
http://csrc.nist.gov/publications/drafts/800-16-rev1/draft_sp800_16_rev1_2nd-draft.pdf
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance- Based Model
http://csrc.nist.gov/publications/fips/fips199/FIPS-PUB-199-final.pdf
FIPS Publication 199 Standards for Security Categorization and Federal information and information Systems
http://csrc.nist.gov/publications/fips/fips200/FIPS-200-final-march.pdf
FIPS Publication 200 "Minimum Security Requirements for Federal information and information Systems
http://www.nist.gov/cyberframework/
Framework for Improving Critical Infrastructure Cybersecurity
http://www.cert.org/archive/pdf/csirt-handbook.pdf
Handbook for Computer Security Incident Response Teams (CSIRTs)
http://resources.sei.cmu.edu/library/asset-view.cfm?assetID=7019
Managing for Enterprise Security
http://csrc.nist.gov/publications/nistpubs/800-18-Rev1/sp800-18-Rev1-final.pdf
Special Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems
http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-30r1.pdf
Special Publication 800-30, Risk management guide for Information Technology Systems
http://csrc.nist.gov/publications/nistpubs/800-34-rev1/sp800-34-rev1_errata-Nov11-2010.pdf
Special Publication 800-34 "Contingency Planning for Federal Information Systems
http://csrc.nist.gov/publications/nistpubs/800-37-rev1/sp800-37-rev1-final.pdf
Special Publication 800-37 Revision 1 "Guide for Applying the Risk Management Framework to Federal Information Systems
http://csrc.nist.gov/publications/nistpubs/800-39/SP800-39-final.pdf
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-40r3.pdf
Special Publication 800-40 Version 3.0 "Creating a Patch Management and Vulnerability Management Program"
http://dx.doi.org/10.6028/NIST.SP.800-53r4
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-61r2.pdf
Special Publications 800-61 "Computer Security Incident Handling guide"
http://csrc.nist.gov/publications/nistpubs/800-70-rev2/SP800-70-rev2.pdf
Special Publication 800-70 "National Checklist Program for IT Products" Guidelines for Checklist Users and Developers"
http://csrc.nist.gov/publications/nistpubs/800-84/SP800-84.pdf
Special Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"
http://csrc.nist.gov/publications/nistpubs/800-128/sp800-128.pdf
Special Publication 800-128 "Guide for Security Configuration Management of Information Security"
http://csrc.nist.gov/publications/nistpubs/800-137/SP800-137-Final.pdf
Special Publication 800-137 "Information Security Continuous Monitoring (ICSM) for Federal Information Systems and Organizations"
"A Complete Guide to the Common Vulnerability Scoring System Version 2.0"
 
Introducing OCTAVE Allergo: Improving the Information Security Risk Assessment Process"
 
CERT Resilience Management Model (CERT©-RMM)
 
Draft Special Publication 800-16 Revision 1 "Information Security Training Requirements: A Role-and Performance-Based Model"
 
FIPS Publication 199 Standards for Security Categorization and Federal information and information Systems 
 
FIPS Publication 200 "Minimum Security Requirements for Federal information and information Systems"
 
Framework for Improving Critical Infrastructure Cybersecurity
 
Handbook for Computer Security Incident Response Teams (CSIRTs)
 
Managing for Enterprise Security
 
Special Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems"
 
Special Publication 800-30 "Risk management Guide for Information Technology Systems"
 
Special Publication 800-34 "Contingency Planning for Federal Information Systems"
 
Special Publication 800-37 Revision 1 "Guide for Applying the Risk Management Framework to Federal Information Systems"
 
 
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"
 
Special Publication 800-40 Version 3.0 "Creating a Patch Management and Vulnerability Management Program"
 
Special Publication 800-53 Revision 4 "Recommended Security Controls for Federal Information Systems and Organizations"
 
Special Publications 800-61 "Computer Security Incident Handling guide"
 
Special Publication 800-70 "National Checklist Program for IT Products" Guidelines for Checklist Users and Developers"
 
Special Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"
 
Special Publication 800-128 "Guide for Security Configuration Management of Information Security"
 
Special Publication 800-137 "Information Security Continuous Monitoring (ICSM) for Federal Information Systems and Organizations"
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Contact Information for Questions Related to this Report 
For any questions regarding the CRR Self-Assessment please email 
cse@hq.dhs.gov
. 
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Appendix A:
Additional Data Views
MIL-3 Managed:   Domain practices are supported by   governance and  adequate resources.
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MIL-2 Planned:  Domain practices are supported by   planning, policy,   stakeholders, and standards.
MIL-4 Measured:  Domain practices      are supported by   measurement,   monitoring, and  executive oversight.
MIL-1 Performed 
Domain practices are being  performed. 
MIL-5 Deﬁned: Domain practices  are supported by  enterprise  standardization  and analysis of. lessons learned.
Conﬁguration and
Conﬁguration and
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QlrGfNxGuY4zJbq9ASPa5ULI5MkvgRFCyLBM451ThAxK9ZzNZ0RCyCah4hJCCCFjQMUlhBBCxoCK
SwghhIwBFZcQQggZAyouIYQQMgadFXcGv3zadna5CUas+8lG0xhv9u4tGDMadznyybzpV3HhazQN
lJfvbJDBzbDeB9/ykm0ad9q6ZaqK23v8gLt3CKH1jYB31F97OyxbOviQHWCzc9zxx46NQ8XtxS1T
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aXsdG09xpW2TVVzt3YSD9/B2OU2VDA7wrbvam/y2QnE3k3E931hdq72pvLzrJbceuRV6649mrUeq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PT0FT9tiVTlYLJa2xV9yKo8d7z97r6ogkOPoG2WU2j1cogmTfp7INN1ofaxoUUysv+EV8BMzUbm+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unGWVkIIGYn5Ka7Lr22CfI7WqrKdezK5eVFmR3+2llY2WVVukVO2fWpMPTdkJHaggk3WScPzqPyC
ZKLmqvI6NlutMo2NZYSQ3WOGimvs36k+T1OWmjun7NyT+I6FWU7zaWUz6WDFzddJjRkXEuwri3Y6
pfb4NW7d8yj3ZHEyUZjLcz2bQUrdJEtrkGqcEEKGZ5aKSwghhMwOKi4hhBAyBlRcQgghZAyouIQQ
QsgYUHEJIYSQMaDiEkIIIWNAxSWEEELGgIq7HtVPRg9urZ+Dr8f3MvRo1cYoeQnyjrwouVM1h4gB
vjokZFe80V8v2xWPWcxScf17GDatKR2DUXsHU+twxAmALatGy9FrmFpEZ8X1L4dcx4dTokuUDfIw
koboRD02CtPSj+GyUoZvyluvrbfQY60LGVNxgxcWraOUwXtxT0t8/9l7m5vj9BrlayruQFZtzFej
zXGn6a41qzlMpaY1Ym6aaXljeMXtxcZt89gOKC5OABO83s8n8gmEuXrXols+pt06f+PGnYMm290q
RWtwlTRRm1En1QEJZaPEvaG58eseRY5YJfmuzIkbJX9dvcYyeBPiwa3Tin6q5ujFSXZFAp6kmeyX
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nQ2qNFTUl9Q6M4C3xWPZ9NvovbMJ81Nc4NHg7cVej52muDfuy7ap2/aae/P5d4O38K8+2Y/foh/X
CCxIytECJX4FCzUi562ZfDe4CKUjjDLCajl6YYEirJO1WTsBA6q1bmrgFrWQQHGz7hUHoySJSjYp
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6TaZqrUO2zaZtObzKFT2Ow0FRZNSJaisUDGTwWgBvDUey6bfLpvuzlFxRVn1Q06dLqBR12ff1xTX
idmrQ6/pXyFewY8eWrQ2y2X9g4lyxchgJt/1bZ9TXCNHLyzQVlyY1teudcbUskKKzgndt7T8US4p
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6Fmg1uK4Sby75fPN2oprJ99tobjVuWmOXmOWEycMSmuLj3RU3BLXFZyDFDdxI3oMxYbFuY3tBMZx
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LNJdWqFyrKb3dnoAb43HcGBoHU1lforrd0s1DyaXPzfFNVhKloobrypfdq+8cidSmvp2UI6VtTuf
BS6nuNklF9jg8kE+TgCcjrEwR68yTl1Mk+ah6gZHzFpnTC0rxDqnXhkTB5N1S6MKmmGR33Cj+FLl
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fphTXC1HbLIipgVNfWaYADhq+ZPkKcNcVQ4W1tPHvWRrQ67WGVPTJtVdp5yz2kHjMjunYKhEVYgM
O1FjxaW7LyJX2avKDuQSNlZYcDWNhMolkQkDDzccDtG4prlV5TSu8HpK3u1FihtYXZhVuiBTtea3
wmTSOZ+jLyA6DAVJHmgoBce5nVNpTwSjVrztCQXwtngsk34b7ZwKnyUr5qi4pB1l3y9UZ/ovb8sv
mxbHLX+POxXm6u+yqs0/ruYL9Hj/zbBFDTtgVai4207h1wv+5GYuktl6MUVWz5szNLxdM82OucfV
nDnBLy3oW1S2KIBPhnzNAxWXEEIIGQMqLiGEEDIGVFxCCCFkDKi4hBBCyBhQcQkhhJAxoOISQggh
Y0DFJYQQQsaAiksIIYSMARWXEEIIGQMqLiGEEDIGVFxCCCFkDKi4hBBCyBhQcQkhhJAxoOISQggh
Y0DFJYQQQsaAiksIIYSMARWXEEIIGQOvuGfOnNm0MYQQQsiWkE5oheJ+/fXXm7ZwA7zwwgu7WXFC
CCEDcaosVFwAFZcQQki/UHExVFxCCCH9QsXFUHHJNvDkTz9/9QN3889/+O+nO57cqoSIe7954frR
4e2vf3Vx037o0UuErEF/irvsXc5dWC9uYR+tig4ZuhtTcckwLEf3b5b/bd1X2iuYoiWiRzUF9qC4
0sJ1FDfwUydftb4XFZeMQG+Ku+hc7vDw6OhkrcC1+uiYT8xUXDIAKxmpY/jeb37++PU2naUXxZU2
rP5a6VkPwtNfHx1TBam4ZCz6Utyl4N7++qWvXrjuJdc/pi57tJN/Ph08aQc9vnqsBc+0QW8WXaQ6
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Qd2FC998801904urz09wh138r+m0F27e/slfricWnt59dTwobtWL7Y6ZWO4PuOZ/j4O5+rJM6bfT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bqCUL77XpTel1dwwVNwUKu7uzHHXVtxhTZpXxyEZpq24i2j77XP/aNT34+UJwXzQH2yOLgL0ufce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H7prsE4uWzXvopKaZh3VUnFjG0Rsri649MV1d/tUZE//XawT6q5oq7iJ61q0+BqKa0VF0N2sJmjb
PVsobplvYw8rQ4piw5qKGzyNvGhMu4vWVEp6JRV3EsxEceGuv/Cg/44sWNgRB7O7KGO/TEhxhZhV
PUnWM+h/dh3FmvxbP8jOcXFpWcUta4JwZ9zi4n/+oPn+MNviWYdaNc2XJmsYDaNpE8Q2iGtW3+49
fO4Xy4no79zhw3/u/TX6WiR1lG1JWNvIdS1aPJqm26vKWdchxQW37tw9zWsjG8p8G9dNC07ohzUV
98vrP16sd6hVtRq9S6+k4k6CmSiuA+tT8mDzmNhi246xd2oTvw5yaddy/qQrzZ6bH1ZV+2y1RAnm
g1YdfQFXrnzsLuUUF5eWn+OWNUH4cL80zAUHMi1eHfwucVFBTQscVX1UbV2Jv6SVTZA2U3B5urdg
pT2RASKAkZHSEtFLEtfhSEN+kHPlJLRCI7KuSwMJ33q1tygXG2no5rq2c7kwsyM82jkFvzTqdVXZ
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cTFUXEIIIf1CxcVsTnFbvC+4N/gj+T4ZvuF6bK9qx2ybF5YyWgjpChUXM5biwpcTrq+4+u9FtHc5
TXQMneMPX3pV3N7aC7+vH79uKVvSRKOFkKlDxcUMn8mgKmvxer6P3S/t99R0KbiNUE13DN15xYWs
qbiZg0PcnRCygIqLGUVxm1fQh6NeaSYf8Ja7aij8r/8T+TUXOeFghl2cD9XfIv1VfmmyXvgqPjPH
Z0l22OgdjC2ShgYpS5NkuooN7auQpomN46Vlmt4oHsrbKzUVpFy9FATGMpL3fmcmqTWz5xJCiqDi
YsZQXP2191hx1ZSfOEE6SkAWlA/fXG8nKDXesQ+T9dpJi4symGqTMKVAM2koqELOBs1JuTSlcI7b
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Eccj5ykF2klD0yq0cGmnNKW1rV3T9HZrr1xI2IoLy8zk8iOEFEHFxQy/cyoa2JqRVlXcfD5gPLz6
u4nhviTZqG54WbJeS3EXa9/tssNGRtgSDs+Mq7BYVy11aac0pW7NNL0ur7i2Ad0U185MTMUlpCtU
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xRGFAgK2Vx3eUnwhZqoNB/YlP39TJLz2l5+fAc8/Pnj35+yH+4H7gapD30Xs9wzcvXWipl4+hRbK
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WYu97exbiFs2Ts02Wr1SBWI8sMtG0+r2dVkkU3AKekKfuTAUNejYS6jGzTcBYG1IoucaywyU7cox
w4nyI3lcV5STmFCAKsGlQ8jMIyQmJdI3BTEYJPQEQEUzHIHeO8ab/b9jQvUsXTyL5aZjMhh1Djbz
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GgCx6NSk6xUXTx3JnrcdGIxwrR/ZLvGKoJK3TUZzsN2uNMb9N1hN0OBRcVdY1NwdeXMtbkLLG3S2
Tcsq1k5S4ovWcxOy1wfTboka8eepUOsU7COTZCgQngO3axbKrglmfqqMdtN3255FqEflmiZLmspV
dejWywxFUPCT0xZkaaabWjlbFIFjmDEkqRulMuHasnCrrOQDyGhr0hMXWjdduIzl1Oc3tBeS8vbJ
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eEyhxlRVvDFveUyowmHPZYcourfcQ4ouKyAlPTOBXB6wS9E8TOJ+p7vId0nYY6I9oe9oenzJtwuI
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4QFuNZ2pa4r3y70MQxePabh3cpm2i1rHiy6FHoNMvFgjaYitK2uXtztB3Q2LkIu2KPLPY5RdUskz
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KaJP5HrSrUY9WKuEnX2DyebKxpygaEVNIKqqGYHAFI8VfRH+2nrBt17IaxVzqUZmiZGwWWWrT+No
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mrmPdyzQC96aqDlfM3u72rSGnXbi40qHa7c0lCAxFceQwkpCGSWGChQZQS2FYUgAHCloK99YXT9j
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FOLa1x57VWu2Jek+HFrdlWuYUt3G7KC48d1KVBRityHQ2luGkhKnQkOSZqkpCmG4wbbezY7etsud
t1V9Z41wFjSx5HtbgyJ3SMM2KnEwLJc4phLWmxvjJR9UhgNyAu37lBHu4IU4nMUo7QOnF0DMPbYn
EDlvc8tAZ7zoxUbSURWk2Tlzh7G0imIik4jYyVQSUyLPomDuLISbZNs3OqUWsQk7aoyRrusIbfsM
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QxmsfdnDJwJB/EPKQT1Vuop7fLiMX1TfrRtuKx0XL2F7jV44COZRzHJTNYOQQUBWahzpSkWmioCv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k9bNJpKLmmyb1Ju8dopLFV8LtZPhXXfZe1/SWMVMHU87xr0udyzNsgu9XpmM53OdOujwjdo8EsbX
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14WuTtSSj50tbWRbWU1TnHMYwcFlmCpyLu4l8wSVTYuyu2DqUaJvVm3hnXp6oW6vp1WHZRXNsLHE
bmQ3ITOaYOyq5Zq05YmTN3S5DCEfV1mC0FZWCkY38+RZcXvw3YqlBEUgAUuFmOuKYOcY6/o/lWjH
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xmeybKZ/dqyjlZjbOnhKGyhI4vkFoiKLIK1fIzG/NoV2MpKSTZwxQcNlgbNSyaTpQeUhTGNfQx6s
Vv6kuMst1bPkPVKduiwPcDMrvV6xDS1Zj5SkzyroldsLeuT0o6dRkkzmI+eiJVsKqotlmTJVYElH
3i0x61GD1PgKvm001GLeRuhomy/bLmTc5kg5T1nE1Ofz5Ir1aDF1abGqZKLptNjHDgokSl5m1v4e
MbGOUU01pQqinw0x1FRUndNUcdDfeJvn384FvG5vdnD4rqePbLblKxgOEx9S5itv7BF1lw+Z3S6S
cnLXGSGShRnRRiI4E0WanqqvKLKeZIzTjwTrI9Vnc7sO3e7I8G4Sj8Wu6XuGXj072reanMz862K6
yfXqec1ffR1pYEjR+qJNz+Vbr/G4H7hDU464qcHJHiM/gM/yrSFprxLcbfZ7Fu3rPGUKwVkayY4w
1lG+V8kmgd1GnnKfRp6wxScg0IomZ2yGSj2/lIQ6QqJcgCgc86y/9OnfV18uprhK0Z6wNYumbU6l
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9Wt1cLtsmcuqV6SVtAtnMU6jJC4NboF4TYKtFHUPO2lqBIsShANEm6o+ZXyKgM0AJzjw/X6FbO9N
fAisi4RTXQUIqgqQiySqJ+9NRM/2yKJnIHxCmAQ+/wB+fv59/Jc85ppO3HC+VM9ZKfnjqFiGiWXI
VocJgUzlWMrEU8klY+LRMYou5l2oii1Ztw5Fy6dIpJAKqoBqKivYdNZ++hLv83v9SSkZv3AbjIHF
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A/2GMh/b1dR0QtVUK6qSK4PeH1gK3ss3bOsT5FxhkC4YDg8ZVRe75Fx3S1piWpOZLZJv5aNgZaTl
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Xb7YC7zlpDbZu22t4je3Sf3C1Gvvpquu8aRtjgoKVngiY7v+va6a3W+FM4q7wpHzJ7YzKVd+RF1L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VIiazO2/GE6FkrsZcmclIVpeWSZumrRaUaREuxcuk0VHRVygi7RHvRIIm4AQH2ffdI2fiLY0T32W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